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SPECIFICATION
This Specification will be inserted into Schedule 5 of the NHS Terms and Conditions for the Provision of Services (Contract Version) (Specification and Tender Response Document).  
Note to Bidders:
1.1 The Supplier will provide Services in accordance with the specification (attached separately). 
1.2 If during the procurement exercise it becomes apparent that a Bidder is unable to meet any mandatory element of the specification then that Bidder will be excluded from taking any further part in the process. 
1.3 If during the term of the Contract it becomes apparent that the provider is unable to meet any mandatory element of the specification then the provider will be found to be in breach of contract and the Authority will pursue all applicable legal remedies.
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TENDER RESPONSE DOCUMENT
Note to Bidders:  Your response to this Annex B2 will be inserted into Schedule 5 of the NHS Terms and Conditions for the Provision of Services (Contract Version)  (Specification and Tender Response Document) of the contract.  As such, it will form part of your contractual obligations to the Authority if you are awarded a contract.

1. TECHNICAL AND QUALITY REQUIREMENT 

	Overview

	[bookmark: _Ref405482951]Please provide a concise summary highlighting the key aspects of the proposal.  (This response is not evaluated and should be used to contextualise your detailed responses).

	Bidder response below:

	





	Criteria 4.3.2
	Programme of direct marketing appeals and expected results
	Weighting: 10%

	Please provide a programme of direct marketing appeals to existing charity supporters to improve current DM ROI and average gift values from November 2022 to September 2025. All suppliers must show detailed plans and expected results for this period based on the costs submitted in Table 1 and 2 in Appendix No.1.
(NB for timing reasons the incumbent agency will deliver any work in progress which needs to be completed).

	Bidder response below:                                                     Maximum word count 300

	





	Criteria 4.3.3
	Evidence of expertise in producing different campaign types
	Weighting: 15%

	Please demonstrate how you would produce the different campaign types listed below. Please provide visuals of sample packs and expected results/outcomes for each type of campaign (marking is weighted evenly across the campaign types):
A. Warm mailing pack B. Cold acquisition pack  C. Stewardship or welcome pack  
[bookmark: _Hlk104889254]D. Legacy marketing pack E. In-memory fundraising pack

	Bidder response below:                  Maximum word count 300 per each campaign type

	A. Warm mailing pack (3%)



	B. Cold acquisition pack (3%)



	C. Stewardship or welcome pack (3%) 



	D. Legacy marketing pack (3%)




	E. In-memory fundraising pack (3%)






	Criteria 4.3.4
	Creative and strategic approach

	Weighting: 15%

	Please provide and present an example of an appeal plan (5%) and two creative concepts (5% each concept) for a current or previous client to demonstrate your creative and strategic execution.

The plan should include budgets, creative brief, creative concepts, data recommendations.  It should cover the time frame from the initial client brief through to the final results achieved for the appeal including average gift, response rate and ROI. 

	Bidder response below:                                                       Maximum word count 500

	




	Criteria 4.3.5.1
	Fighting climate change
	Weighting: 5%

	Please detail how, through the delivery of the contract, you plan to reduce your carbon emissions (both in your supply chain and embedded carbon within products) through the provision of the service, in line with the NHS targets for decarbonisation.

	Bidder response below:

	



1.6
	Criteria 4.3.5.2
	Tackling economic inequality
	Weighting: 5%

	Please detail how, through the delivery of the contract, you support the tackling of economic inequality, by ensuring opportunities, fair pay, career progression and providing a suitable work/life balance for your employees.

	Bidder response below:

	



1.7
	Criteria 4.3.6
	Presentation
	Weighting: 20%

	Please present a pitch lasting no more than 30 minutes that clearly demonstrates market insight into the future of direct marketing in the charity sector, plans for the next 3 years for The Christie charity to deliver consistent growth in ROI and creative concepts and appeal plan for a current or previous client. The pitching team must be the proposed account team – please confirm the team below.

	Bidder response below:

	




2. 	SUBCONTRACTING 
2.1	Please specify any areas or elements for which you wish to use a subcontractor and provide the following details:
	2.1.1	which subcontractor you wish to use and for what elements;
	2.1.2	what reasons you have for such subcontracting;
	2.1.3	why particular third parties would be chosen;
	2.1.4	any existing relationship with each subcontractor; and
	2.1.5	how you would ensure that appropriate management controls would be put in place.
[bookmark: a906348][bookmark: _Ref405482971]
2.2	Please explain what contractual arrangements you have (if any) with subcontractor(s) to ensure that your obligations to the Authority will adequately flow down to the subcontractor(s).  

	Response 
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[bookmark: AnnexB3]ANNEX B3

cOMMERCIAL SCHEDULE

1. GENERAL INSTRUCTIONS
1. All pricing should be in pounds sterling (£GBP).  If applicable please convert your currency into UK sterling using the rate published by the European Central Bank on the date you submit your Tender. The Authority will make any payments due to the successful Bidder in GBP only.
Costs should be quoted exclusive of VAT.  Please confirm this in your Commercial Schedule and indicate if the project will attract VAT and at what rate.  
If your proposal includes costs for sub-contractors these costs must be identified and shown inclusive of any VAT they will charge you.  
Prices quoted must be fixed (i.e. not subject to variation) for the initial 3 year period of the contract. 
Prices may be reviewed prior to any extension period. If the extension options are taken up a contract review meeting will be held if a request to increase prices is received. A written application must be submitted to the Trust within 4 weeks of the supplier being notified that the contract will be extended detailing the reasons for any price increases. Price increases must be justified and supported by any documentation, for example inflationary indices, and are solely at the discretion of the Trust.  If the submission indicates that the prices will be fixed for any optional extension periods then this clause 1.5 will not apply.
Please complete all required sections of the Commercial Schedule in full.
1. [bookmark: _Ref405483002]ACHIEVING SAVINGS 
Please give details of any savings you envisage could be made and how you envisage these could be achieved. Please give examples of where you have been successful in achieving cost savings for your customers.
	Response 

	








[bookmark: _Ref405483009]Would you commit to reducing your charges over the life of the contract? Please give details of how this would apply and how you would approach this taking into account any initial investment by you to achieve particular savings.
	Response 
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CONFIDENTIAL AND COMMERCIALLY SENSITIVE INFORMATION
1. INFORMATION SUPPLIED BY THE AUTHORITY
All the information that the Authority supplies as part of this contract opportunity may be regarded as Confidential Information as defined in Schedule 4 of the NHS Terms and Conditions.  
1. INFORMATION THAT THE BIDDER CONSIDERS TO BE EXEMPT FROM DISCLOSURE
The Bidder considers that the type of information listed below is exempt from disclosure under the Freedom of Information Act 2000 ("FOIA") and/or the Environmental Information Regulations 2004 ("EIR") for the reasons given below. 

	Information considered exempt from disclosure (include page/paragraph reference)
	Reason for FOIA/EIR exemption 
	Period exemption is sought 
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ADMINISTRATIVE INSTRUCTIONS
Note to Bidders:  Please complete this Annex.  If you are awarded a contract, the details you provide here will be copied into Schedule 1 of the contract (Key Provisions).
1. CONTRACT MANAGERS 
For the Supplier, the Contract Manager at the commencement of the contract will be as follows (see clause 3):  

	Name
	[Insert name]

	Contact details
	[Insert address, e-mail address]

	Role
	[Insert details]



1. NOTICES
Any notices served on the Supplier under the contract are to be delivered to (see clause 4): 

	Name
	Sally Parkinson

	Address
	Wilmslow Road, Manchester. M20 4BX

	Role
	Executive Director of Finance (interim)



1. MANAGEMENT LEVELS FOR DISPUTE RESOLUTION
The management levels at which a dispute will be dealt with are as follows (see clause 5): 

	Level

	Supplier representative

	1
	[Contract manager]

	[2]
	[Insert role]

	[3]
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FORM OF TENDER
DECLARATIONS BY THE BIDDER (TO BE SIGNED AND RETURNED BY THE BIDDER)
FORM OF TENDER, NON-COLLUSION, CONFLICTS OF INTEREST AND ANTI-CANVASSING
DECLARATIONS 
TO: The Christie NHS Foundation Trust (the “Authority”)
PROPOSAL TO PROVIDE DIRECT MARKETING SUPPORT TO THE CHRISTIE CHARITY
REFERENCE NUMBER: 2022/S ###-######
AUTHORITY REFERENCE: CHRT505-2022-23 DES	
Declaration
We have examined the invitation to tender ("ITT") dated 28th July 2022 and all accompanying documents (whether contained within annexes or otherwise).  We confirm that this submission (“Tender”) is made subject to the terms of the ITT, including but not limited to all the instructions to Bidders.
We declare that (except as notified to the Authority in writing on the date of this Tender – tick here if applicable and provide written details in a separate letter:  {………}) the information provided in our response to the selection questionnaire (the "SQ") is correct and has not materially changed.  
We confirm that we are committed to the project as described in the project information section of the ITT.
We tender against the requirements, and offer to enter into a contract with the Authority comprising the following:
· the NHS Terms and Conditions (Annex A1 of the ITT);
· the Specification (Annex B1 of the ITT) (including our response to the Specification);
· our responses to the Tender Response Document (Annex B2 of the ITT); and
· our response to the Commercial Schedule (Annex B3 of the ITT).
Accordingly, this Tender is a contractual offer capable of acceptance by the Authority.  If the Authority accepts this Tender, we will execute any agreement that the Authority produces to record in one place the offer and acceptance.  
We undertake to keep the Tender open for acceptance by the Authority for a period of ninety (90) days from the deadline for receipt of Tenders.
We understand that you are not bound to accept the lowest priced, or any, Tender.
Non-collusive tendering 
In recognition of the principle that the essence of tendering is that the Authority shall receive bona fide competitive tenders from all those tendering, we certify that this Initial Tender is a bona fide submission that is intended to be competitive. 
We have not fixed or adjusted the amount of this Tender under, or in accordance with, any agreement or arrangement with any other person. 
We have not done, and we undertake that, we will not do at any time before the hour specified for the return of the Tender any of the following acts: 
· devised or amended the content of our Tender in accordance with any agreement or arrangement with any other person, other than in good faith with a person who is a proposed partner, supplier, consortium member or provider of finance; or
· communicated to any person other than the Authority the price or approximate price of the  proposed Tender (except where disclosure, in confidence, of the approximate price of the Tender was essential to obtain insurance premium quotations required for the preparation of the Tender); 
· agree with any person that they shall refrain from tendering or as to the amount of any Tender to be submitted; and 
· offer to pay or give any sum of money or valuable consideration directly or indirectly to any person for doing or having done or causing or having caused to be done in relation to any other Tender any act or thing of the sort described above. 

Conflicts of interest
We acknowledge that we are responsible for ensuring that no conflicts of interest exist between us (and our advisers) and the Authority.  
So far as any possible conflict of interest has arisen, we have notified the Authority promptly in writing of that potential conflict of interest and have taken any steps agreed with the Authority to avoid the conflict.  
We acknowledge that if we fail to comply with this requirement, we may be disqualified from the procurement at the discretion of the Authority. 
Anti-canvassing confirmation

We have not canvassed or solicited any member, officer,  employee, agent or adviser of/to the Authority (or their respective partners), in connection with the proposed contract award and to the best of our knowledge and belief nor has any person employed by us or acting on our behalf done any such act.

We further undertake that we will not in the future canvass or solicit any member, officer, employee agent or adviser of/to the Authority (or their respective partners), in connection with the proposed contract and that no person employed by us or acting on our behalf will do any such act.

Name of person duly authorised to sign tenders:

Date:	.............................................................................

Name:	.............................................................................

in the capacity of: ................................................................
duly authorised to sign tenders for and on behalf of:

............................................................................................

By completing this Form of Tender and submitting your Tender you have agreed that the statements in this Form of Tender are correct and that you have complied, and will continue to comply, with the Authority's policies on non-collusion, conflicts of interest and anti-canvassing.  

[bookmark: _Toc523989711][bookmark: _Hlk105775051]ANNEX B7
GENERAL DATA PROTECTION REGULATION (GDPR)
The Direct Marketing Support to The Christie Charity contract will be subject to new Data Protection Legislation.  The Data Protection Legislation comprises i) General Data Protection Regulation (GDPR) which came into force on 25th May 2018; and ii) the Data Protection Act (DPA) 2018 which came into force on 23rd May 2018.

It should be noted to comply with the new Data Protection Legislation may incur costs in doing so, especially where new systems or processes are required.  However, these costs are attributable to conducting business in the EU, and not supplying the UK public sector.  Suppliers will be expected to manage their own costs in relation to compliance. 


The Contracting Authority will require assurance that the supplier is familiar with the new EU and UK legislation and of their obligations as the Processor.


As a minimum the processor should:
●     process the personal data only on the documented instructions of the Controller;
●     comply with security obligations equivalent to those imposed on the Controller
       (implementing a level of security for the personal data appropriate to the risk);
●     ensure that persons authorised to process the personal data have committed
       themselves to confidentiality or are under an appropriate statutory obligation of
       confidentiality;
●     only appoint Sub-processors with the Controller’s prior specific or general written
       authorisation, and impose the same minimum terms imposed on it on the Sub-processor; and the original Processor will remain liable to the Controller for the Sub-processor’s compliance. The Sub-processor must provide sufficient guarantees to implement appropriate technical and organisational measures to demonstrate compliance. In the case of general written authorisation, Processors must inform Controllers of intended changes in their Sub-processor arrangements;

●  	make available to the Controller all information necessary to demonstrate compliance with the obligations laid down in Article 28 GDPR and allow for and contribute to audits, including inspections, conducted by the Controller or another auditor mandated by the Controller - and the Processor shall immediately inform the controller if, in its opinion, an instruction infringes GDPR or other EU or member state data protection provisions;
●     assist the Controller in carrying out its obligations with regard to requests by data
       subjects to exercise their rights under chapter III of the GDPR , noting different rights may apply depending on the specific legal basis for the processing activity (and should be clarified by the Controller up-front);
●     assist the Controller in ensuring compliance with the obligations to implementing a level of security for the personal data appropriate to the risk, taking into account the nature of processing and the information available to the Processor;
●  assist the Controller in ensuring compliance with the obligations to carry out  Data      Protection Impact Assessments, taking into account the nature of processing and the information available to the Processor; and
●    	notify the Controller without undue delay after becoming aware of a personal data breach.





I,  _________________________________  duly authorised to sign on behalf of 
(Print Name) 	
_________________________________
(Print Organisation Name)

confirm that
· we are familiar with the new legislation and of our obligations as the Processor;
· we can and will implement the appropriate technical and organisational measures to comply with GDPR.

Signature:  _________________________________		Date: _______________________
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DATA PROCESSING AGREEMENT
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TEMPLATE DATA PROCESSING AGREEMENT



This template should only be used where the Trust are acting as a Data Controller under Data Protection Legislation.



You are also encouraged to seek legal advice should you wish to have assurance that the agreement once completed is sufficient to capture your obligations including indemnity clauses appropriate to the Trust and any accompanying contract.



This is a template data processing agreement, for use when a supplier is acting as a Data Processor.  It is designed to sit alongside a separate contract for goods or services (the Supply Agreement), which sets out in detail the goods/services to be delivered by the Supplier.



If you do not have a separate Supply Agreement then you will need to adapt the template accordingly. 







	




				 



		This Data Processing Agreement ("Agreement") forms part of the Contract for Services ("Principal Agreement") between



		



		(1) [The Christie NHS Foundation Trust] 

(Hereafter referred to as the Data Controller)



		and



		(2) [Insert relevant supplier/company name]

	(the Data Processor)
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THIS AGREEMENT is made on 				 2019

BETWEEN:

(1)	[The Christie NHS Foundation Trust, Wilmslow Road, Manchester M20 4BX, United Kingdom] (Data Controller) and

(2)	[INSERT SERVICE PROVIDER NAME] [of [INSERT ADDRESS]] [OR] [a company registered in England and Wales (registered number: [INSERT NUMBER]) with its registered office at [INSERT ADDRESS]] (Data Processor).

	(Each a “Party” and together the “Parties”).

BACKGROUND

(A) The Data Controller wishes to formally appoint the Data Processor to ensure that Personal Data is processed in line with Data Protection Legislation.  The Data Controller has appointed the Data Processor to provide the Services (as defined below) under an agreement dated [INSERT DATE] (the Principal Agreement) for the provision of direct marketing services. 



(B) In performing the Services, the Data Processor may be required to process certain Personal Data (as defined below).  The Data Processor may also be required to process pseudonymised commissioning data (whether derived from national commissioning datasets or local provider data flows). The Data Controller has agreed to provide such Personal Data and pseudonymised data to the Data Processor for processing only in accordance with the terms of this Agreement from the date on which this Agreement is entered into (the Commencement Date). 



This Agreement sets out the Personal Data that Data Processor shall process on behalf of the Data Controller, and the purposes for which the Data Processor shall process the Personal Data on behalf of the Data Controller, together with the associated obligations of the Data Processor to ensure compliance with Data Protection Legislation.

(C)	To the extent that the Principal Agreement contains any provisions which govern the processing of Personal Data or Pseudonymised Commissioning Data by the Data Processor, the parties agree and acknowledge that the provisions of this Agreement shall prevail to the extent of such conflict or inconsistency.

[bookmark: _Toc508636298][bookmark: _Toc508636299]IT IS AGREED as follows:

[bookmark: _Ref391924053][bookmark: _Toc21692372]DEFINITIONS AND INTERPRETATION

The following definitions shall apply in this Agreement:

Anonymisation describes the Data Processor’s approved process and techniques to convert Personal Data and Special Categories of Personal Data into data that does not identify or enable the identification of living individuals;

Commencement Date shall have the meaning given in paragraph 2 (Commencement and Duration of this Agreement) of the Schedule;

Controller shall mean a “data controller” for the purposes of the DPA 2018 and a “controller” for the purposes of the General Data Protection Regulation and the Law Enforcement Directive (as such legislation is applicable);

Data Guidance means any applicable guidance, guidelines, direction or determination, framework, code of practice, standard or requirement regarding information governance, confidentiality, privacy or compliance with the Data Protection Legislation (whether specifically mentioned in this Agreement or not) to the extent published and publicly available or their existence or contents have been notified to the Data Processor by the Data Controller and/or any relevant Regulatory or Supervisory Body.  This includes but is not limited to guidance issued by NHS Digital, the National Data Guardian for Health & Care, the Department of Health, NHS England, the Health Research Authority, Public Health England, the European Data Protection Board and the Information Commissioner; 

Data Processing Services means the data processing services described in the Schedule to this Agreement;

Data Processor Personnel means any and all persons employed or engaged from time to time in the provision of the Services and/or the processing of Personal Data or Pseudonymised Commissioning Data whether employees, workers, consultants or agents of the Data Processor or any subcontractor or agent of the Data Processor.



Data Protection Impact Assessment means an assessment by the Data Controller of the impact of the envisaged processing on the protection of Personal Data;

Data Protection Legislation means (i) the DPA 2018 (ii) the GDPR, the LED and any applicable national Laws implementing them as amended from time to time, (iii) all applicable Law concerning privacy, confidentiality or the processing of personal data including but not limited to the Human Rights Act 1998, the Health and Social Care (Safety and Quality) Act 2015, the common law duty of confidentiality and the Privacy and Electronic Communications (EC Directive) Regulations;

Data Protection Officer means the officer referred to in Articles 37 to 39 (inclusive) of GDPR, and the contact details for each Party’s Data Protection Officer (as at the date of this Agreement) are set out in paragraph 4 (Data Protection Officers) of the Schedule;

Data Subject means a data subject (as that term is defined in Data Protection Legislation) and in particular a data subject of the type(s) referred to in paragraph 3 (Details of Data Subjects, Personal Data and Processing) of the Schedule;

Data Subject Access Request means a request made by, or on behalf of, a Data Subject in accordance with rights granted pursuant to the Data Protection Legislation to access their Personal Data;

DPA 1998 means the Data Protection Act 1998

DPA 2018 means Data Protection Act 2018;

Duration means the duration of this Agreement, as specified in or calculated in accordance with paragraph 2 (Commencement and Duration of this Agreement) of the Schedule or the accompanying Principal Agreement;

EU means the European Union; 

European Data Protection Board has the meaning given to it in the Data Protection Legislation;

GDPR means the General Data Protection Regulation (Regulation (EU) 2016/679)

Information Commissioner means the independent authority established to uphold information rights in the public interest, promoting openness by public bodies and data privacy for individuals ico.org.uk and any other relevant data protection or supervisory authority recognised pursuant to the Data Protection Legislation;

Law means any law or subordinate legislation within the meaning of Section 21(1) of the Interpretation Act 1978, bye-law, enforceable right within the meaning of Section 2 of the European Communities Act 1972, regulation, order, regulatory policy, mandatory guidance or code of practice, judgment of a relevant court of law, or directives or requirements with which the Data Processor is bound to comply;

LED means the Law Enforcement Directive (Directive (EU) 2016/680)

Personal Data shall take the meaning given in the Data Protection Legislation and more specifically means the personal data type(s) described in paragraph 3 (Details of Data Subjects, Personal Data and Processing) of the Schedule;

Personal Data Breach means an actual breach of security leading to the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, any of the Personal Data transmitted, stored or otherwise Processed by Data Processor or any of its Sub-processors;

Principal Agreement means the separate agreement between the Parties, under which the Data Processor shall Process the Personal Data, as described in paragraph 1 (Details of Services Agreement and Services) of the Schedule;

Processor shall mean a “data processor” for the purposes of the DPA 2018 and a “processor” for the purposes of the GDPR and the LED (as such legislation is applicable);

Processor Personnel means persons employed or engaged from time to time by or on behalf of the Data Processor in the Processing of the Personal Data, including employees, workers, consultants and agents of the Data Processor and (where the Data Processor delegates such Processing) of any Sub-processor of the Data Processor;

Processing (and cognate terms, including Process and Processed) shall have the meaning given in the Data Protection Legislation;

Protective Measures means appropriate technical and organisational measures which may include: pseudonymising and encrypting Personal Data or Pseudonymised Commissioning Data; ensuring confidentiality, integrity, availability and resilience of systems and services; ensuring that availability of and access to Personal Data or Pseudonymised Commissioning Data can be restored in a timely manner after an incident; and regularly assessing and evaluating the effectiveness of the such measures;

Pseudonymisation shall take the meaning given in the Data Protection Legislation;



Regulatory or Supervisory Body means any statutory or other body having authority to issue guidance, standards or recommendations with which the Data Processor and/or Data Processor Personnel must comply or to which it or they must have regard, including:

(i)	CQC;

(ii)	NHS Improvement;

(iii)	NHS England;

(iv)	the Department of Health; 

(v)	the National Institute for Health and Care Excellence; 

(vi)	Healthwatch England and Local Healthwatch;

(vii)	Public Health England; 

(viii)	the General Pharmaceutical Council;

(ix)	the Healthcare Safety Investigation Branch;

(x)	Information Commissioner;

(xi)	European Data Protection Board;

Relevant IG Assessment means the Data Processor’s latest NHS Data Security & Protection toolkit self-assessment (or any future toolkit self-assessment format) that has been submitted prior to the Commencement Date;



Services means the services provided by the Data Processor under the Principal Agreement, as briefly described in paragraph 1 (Details of Principal Agreement and Services) of the Schedule;



Special Categories of Personal Data shall take the meaning given in the Data Protection Legislation and include those more specifically described in paragraph 3 (Details of Data Subjects, Personal Data and Processing) of the Schedule;



Standing Instructions means the written instructions of the Data Controller referred to in paragraph 1 (Details of Principal Agreement and Services) of the Schedule;



Sub-processor means any third party appointed to process Personal Data or Pseudonymised Commissioning Data on behalf of the Data Processor related to this Agreement; 



Third Country means a state or jurisdiction other than the United Kingdom or EU member state, and also means any international organisation (as that term is defined in GDPR); and



Working Day means a day other than a Saturday, Sunday or bank holiday in England



[bookmark: a603090][bookmark: _Toc514681970]Clause, Schedule and paragraph headings shall not affect the interpretation of this Agreement.

[bookmark: a1015616][bookmark: _Toc514681971]A person includes a natural person, corporate or unincorporated body (whether or not having separate legal personality).

[bookmark: a1043615][bookmark: _Toc514681972]The Schedule (and any Annex) forms part of this Agreement and shall have effect as if set out in full in the body of this Agreement.  Any reference to this Agreement includes the Schedule (and any Annex).

[bookmark: a414871][bookmark: _Toc514681973]Unless the context otherwise requires, words in the singular shall include the plural and in the plural shall include the singular.

A reference to a statute or statutory provision is a reference to it as amended, extended or re-enacted from time to time.

A reference to any legislative provision shall be deemed to include any statutory instrument, bye law, regulation, rule, subordinate or delegated legislation or order and any rules and regulations which are made under it, and any subsequent re- enactment, amendment or replacement of the same.

[bookmark: a182473][bookmark: _Toc514681975]A reference to a statute or statutory provision shall include all subordinate legislation made from time to time under that statute or statutory provision.

[bookmark: a930166][bookmark: _Toc514681976]References to clauses and the Schedule (and any Annex) are to the clauses and Schedule (and any Annex) of this Agreement and references to paragraphs are to paragraphs of the Schedule (and any Annex).

[bookmark: a299968][bookmark: _Toc514681977]Any words following the terms including, include, in particular, for example or any similar expression shall be construed as illustrative and shall not limit the sense of the words, description, definition, phrase or term preceding those terms.

[bookmark: _Toc21692373]DURATION

This Agreement shall commence on the Commencement Date and shall continue for the duration stipulated in the accompanying Principal Agreement.

[bookmark: _Toc21692374][bookmark: _Ref506787449]PERSONAL DATA PROCESSING 

[bookmark: _Ref514077534]Details of the types of Personal Data and Special Categories of Personal Data that shall be Processed by the Data Processor pursuant to this Agreement, the subject matter of the Processing, the nature and purpose of the Processing, the categories of Data Subjects whose Personal Data shall be Processed and the duration of the Processing are as set out in the Schedule to this Agreement.

[bookmark: _Toc21692375]PROCESSING UNDER INSTRUCTION 

The Parties acknowledge and agree that, for the purpose of the Data Protection Legislation, the Data Processor is a Processor of the Personal Data and the Data Controller is the Controller of the Personal Data.

The Data Processor shall, in relation to any Personal Data that is Processed pursuant to this Agreement, Process that Personal Data only in accordance with the written instructions:

set out in the Standing Instructions; or 

the other reasonable written instructions notified by the Data Controller in accordance with the Principal Agreement;

unless the Data Processor is required to do otherwise by Law.



The Data Controller acknowledges that the Data Processor’s obligations under this Agreement shall not apply to the extent that the Data Processor is required by Law to Process the Personal Data other than in accordance with the Data Controller’s instructions.  If the Data Processor is required by Law to Process Personal Data otherwise than in accordance with the Data Controller’s written instructions,  the Data Processor shall notify the Data Controller’s Data Protection Officer of that legal requirement before processing the Personal Data, unless the Law prohibits such notification on important grounds of public interest.

The Data Processor shall notify the Data Controller immediately if it considers that any of the Data Controller’s instructions infringe the Data Protection Legislation.

[bookmark: _Toc21692376]CONFIDENTIALITY

The Data Processor shall, in relation to any Personal Data processed pursuant to this Agreement, ensure that Data Processor Personnel are:

subject to appropriate confidentiality undertakings which are enforceable by the Data Controller against the Data Processor Personnel or (in the case of employees or third parties appointed by a Sub-processor) against the relevant Sub-processor; or

are under an appropriate statutory obligation of confidentiality.

[bookmark: _Toc21692377]SECURITY MEASURES

Taking into account the state of the art, the cost of implementation and the nature, scope, context and purposes of the Processing pursuant to this Agreement, as well as the risk of varying likelihood and severity for the rights and freedoms of living individuals, the Data Processor shall implement appropriate technical and organisational measures to ensure a level of security appropriate to the risk including, but not limited to, as appropriate:

the pseudonymisation and encryption of Personal Data;

the ability to ensure the ongoing confidentiality, integrity, availability and resilience of processing systems and services;

the ability to restore the availability and access to personal data in a timely   manner in the event of a physical or technical incident; and

a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of processing

The Data Processor will ensure as a minimum, compliance with the security measures set out in the latest version of the relevant IG Assessment.  The Data Controller acknowledges and agrees that it has evaluated the relevant IG Assessment and the Data Processor’s technical and organisational security measures and that such are appropriate for the purposes of the Processing pursuant to this Agreement.

The Data Processor shall, in relation to any Personal Data processed pursuant to this Agreement, ensure that:

the Data Processor Personnel do not process the Personal Data except in accordance with this Agreement;

the Data Processor Personnel:

are aware of and comply with the Data Processor’s duties under this Agreement;

are informed of the confidential nature of the Personal Data and do not publish, disclose or divulge any of the Personal Data to any third party unless the Data Processor is authorised or directed in advance and in writing to do so by the Data Controller (or is otherwise permitted by this Agreement);

have undergone adequate training in the use, care, protection and handling of Personal Data

[bookmark: _Toc21692378][bookmark: _Toc522701751]SUB PROCESSORS

The Data Controller hereby authorises the Data Processor to permit the Sub-processors identified or referred to in paragraph 3 of the Schedule to Process any of the Personal Data on behalf of the Data Processor.

Before allowing any Sub-processor, other than those permitted pursuant to clause 7.1, to Process any Personal Data pursuant to this Agreement, the Data Processor must:

notify the Data Controller in writing, of the intended Sub-processor and Processing;

obtain the written consent of the Data Controller to the Processing of the relevant Personal Data by the intended Sub-processor; 

enter into a written agreement (being one that is enforceable by the Data Controller) with the Sub-processor which gives effect to the terms set out in this Agreement such that they apply to the Sub-processor; and

provide the Data Controller with such information regarding the Sub-processor as they may reasonably require

To the extent that the Data Controller permits any Sub-processor to Process the Personal Data, the Data Processor shall to that extent remain responsible for the Processing of the Personal Data by such Sub-processor.

[bookmark: _Toc21692379][bookmark: _Toc522701752]DATA SUBJECT RIGHTS

The Data Processor must assist the Data Controller by taking appropriate technical and organisational measures to the extent that, in the absence of such measures, the Data Controller shall be unable to comply in accordance with Data Protection Legislation with the exercise by Data Subjects of their rights under the Data Protection Legislation.

[bookmark: _Ref507686695]Subject to clause 8.1 above, the Data Processor shall notify the Data Controller immediately if it:

receives a Data Subject Access Request (or purported Data Subject Access Request) connected with Personal Data processed under this Agreement;

receives a request to rectify, block or erase any Personal Data connected with Personal Data processed under this Agreement;

receives any other request, complaint or communication relating to either Party's obligations under the Data Protection Legislation connected with Personal Data processed under this Agreement;

receives any communication from the Information Commissioner or any other Supervisory or Regulatory Body connected with Personal Data processed under this Agreement;

receives a request from any third party for disclosure of Personal Data connected with this Agreement; or

becomes aware an actual or suspected Data Loss Event.

[bookmark: _Ref507689859]This notification shall be given by emailing the original request and any subsequent communications to the-christie.dpo@nhs.net.

[bookmark: _Ref507689874]The Data Processor shall not respond substantively to the communications listed at clause 8.2 save that it may respond to a Regulatory or Supervisory Body following prior consultation with the Data Controller. 

[bookmark: _Ref507686581]The Data Processor’s obligation to notify under clause 8.2 shall include the prompt provision of further information to the Data Controller in phases, as details become available.

Taking into account the nature of the processing, the Data Processor shall provide the Data Controller with full assistance in relation to either Party's obligations under Data Protection Legislation and any complaint, communication or request made (and insofar as possible within the timescales reasonably required by the Data Controller) including by promptly providing:

the Data Controller with full details and copies of the complaint, communication or request;

such assistance as is reasonably requested by the Data Controller to enable the Data Controller to comply with a Data Subject Access Request within the relevant timescales set out in the Data Protection Legislation;

[bookmark: _Ref507689938]such assistance as is reasonably requested by the Data Controller to enable the Data Controller to comply with other rights granted to individuals by the Data Protection Legislation including the right of rectification, the right to erasure, the right to object to processing, the right to restrict processing, the right to data portability and the right not to be subject to an automated individual decision (including profiling);

the Data Controller, at its request, with any Personal Data it holds in relation to a Data Subject;

assistance as requested by the Data Controller following any Data Loss Event;

[bookmark: _Ref507689963]assistance as requested by the Data Controller in relation to informing a Data Subject about any Data Loss Event, including communication with the Data Subject;

assistance as requested by the Data Controller with respect to any request from the Information Commissioner’s Office, or any consultation by the Data Controller with the Information Commissioner's Office;

[bookmark: _Ref507689982]the Data Controller with any copies of requests from Data Subjects seeking to exercise their rights under the Data Protection Legislation.  Such requests must be sent, to the-christie.accesstorecordslegal@nhs.net immediately, and in no longer than one Working Day of receipt by the Data Processor. 

[bookmark: _Toc21692380]SUPPORTING DATA CONTROLLER’S OBLIGATIONS

The Data Processor must assist the Data Controller in ensuring compliance with their obligations as set out in Articles 32 (Security of Processing) to 36 (Data Protection Impact Assessment and Prior Consultation) (inclusive) of the GDPR, taking into account the nature of the Processing of the Personal Data pursuant to this Agreement and the information available to the Data Processor.

The Data Processor shall notify the Data Controller, as soon as reasonably practicable, about any request or complaint received from a Data Subject (without responding to that request, unless authorised to do so by the Data Controller).

The Data Processor shall notify the Data Controller’s Data Protection Officer without undue delay (and in any event within twenty-four (24) hours of the Data Processor becoming aware) following the Data Processor becoming aware of an actual Personal Data Breach.  The Data Controller shall consult with the Data Processor before notifying the Information Commissioner (or any other supervisory authority for the purposes of Data Protection Legislation) and before notifying any Data Subjects about any such Personal Data Breach.

Where the Data Controller is required to complete a Data Protection Impact Assessment (DPIA) the Data Processor will provide all necessary assistance to produce a DPIA e.g. to explain in detail the data processing operations taking place on an appropriate template agreed between the Parties.  

The Data Processor shall provide all reasonable assistance to the Data Controller if the outcome of the Data Protection Impact Assessment leads the Data Controller to consult the Information Commissioner.

[bookmark: _Toc21692381]RETURN OR DESTRUCTION OF DATA

The Data Processor shall, in relation to any Personal Data that is processed pursuant to this Agreement, at the written direction of the Data Controller delete or return the Personal Data (and any copies of it) on termination of the Agreement unless the Data Processor is required by Law to retain the Personal Data. 

Where the Data Processor is asked to delete the Personal Data they shall provide the Data Controller with evidence that the Personal Data has been securely deleted in accordance with the Data Protection Legislation within a period agreed within the written direction of the Data Controller.  

[bookmark: _Toc21692382]ACCESS TO INFORMATION

The Data Processor shall make available to the Data Controller information necessary to demonstrate the compliance of the Data Processor (or, where applicable, compliance of Sub-processors) with Data Protection Legislation.

At the Data Controller’s cost, the Data Processor shall allow for and contribute to (and ensure that, where applicable, its Sub-processors allow for and contribute to) audits, including inspections conducted by the Data Controller or its designated auditor.

The Data Processor shall notify the Data Controller if, in the Data Processor’s opinion, any of the Data Controller’s instructions pursuant to clause 11.1 or clause 11.2 infringes the Data Protection Legislation.

[bookmark: _Toc21692383]DATA PROTECTION OFFICERS

The Data Controller and the Data Processor (where appropriate) hereby each designate the Data Protection Officer whose details are set out in paragraph 4 of the Schedule, for the purposes of this Agreement.

Each Party shall notify all changes in the identity and contact details of its Data Protection Officer to the other Party before such changes enter into effect within the notifying Party’s organisation.	

[bookmark: _Toc21692384]INTERNATIONAL TRANSFERS

The Data Processor shall not transfer Personal Data to any Third Country unless the prior written consent of the Data Controller has been obtained and the following conditions are fulfilled: 

1 

2 

3 

4 

5 

6 

7 

8 

9 

10 

11 

12 

13 

13.1 

13.1.1 the Data Controller and/or the Data Processor (and/or its Sub-processor) has provided appropriate safeguards in relation to the transfer as determined by Data Protection Legislation;



13.1.2 the Data Subjects have enforceable rights (such as the ability to prevent the transfer of their Personal Data to the Third Country) and effective legal remedies (such as by means of the Data Processor exercising and/or enforcing contractual remedies against any Sub-processor);



13.1.3 the Data Processor (and its Sub-processor, if applicable) complies with its obligations under the Data Protection Legislation by providing an adequate level of protection to any Personal Data that is transferred; 



13.1.4 (without prejudice to the Data Processor’s rights referred to in clause 4.2.2) the Data Processor complies (and ensures that its Sub-processor, if applicable, complies) with any reasonable instructions notified to the Data Processor in advance by the Data Controller with respect to the transfer of the Personal Data to the Third Country; and



13.1.5 to achieve this, the Parties shall, unless agreed otherwise, rely on EU approved standard contractual clauses for the transfer of personal data.



[bookmark: _Toc21692385]RECORDS OF PROCESSING

The Data Processor must create and maintain a record of all Processing activities carried out by or on behalf of the Data Processor pursuant to this Agreement, containing:

the categories of Processing carried out on behalf of the Data Controller pursuant to this Agreement;

where applicable, transfers of Personal Data to a Third Country, including the identification of that Third Country and, where relevant, documentation of suitable safeguards;

the general description (as set out in the relevant IG Assessment) of the technical and organisational measures taken by the Data Processor to ensure a level of security for the Personal Data in accordance with clause 6 (Security Measures) above; and

a log recording the processing of Personal Data in connection with this Agreement comprising, as a minimum, details of the Personal Data concerned, how the Personal Data was processed, where the Personal Data was processed and the identity of any individual carrying out the processing

The Data Processor shall ensure that the record of processing maintained in accordance with this clause 14 is provided to the Data Controller within five (5) Working Days following receipt by the Data Processor’s Data Protection Officer of a written request from the Data Controller.

[bookmark: _Toc21692386][bookmark: _Toc522701759]DATA PROCESSOR’S LEGAL OBLIGATIONS

This Agreement does not relieve the Data Processor from any obligations imposed upon it by the Data Protection Legislation.

[bookmark: _Toc21692387]VARIATION, FURTHER LEGISLATION AND GUIDANCE

No variation of this Agreement shall be effective unless it is in writing and signed by the parties (or their authorised representatives).

The Parties agree to take account of any amendment, re-enactment or extension to the Data Protection Legislation, and any relevant guidance issued by the Information Commissioner or the European Data Protection Board.

The Parties agree, at either Party’s written request, to correspond and/or meet with a view to reviewing and amending this Agreement to ensure that it takes account of any amendment, re-enactment or extension to the Data Protection Legislation, and that it complies with any relevant guidance issued by the Information Commissioner or the European Data Protection Board.

[bookmark: _Toc21692388]INTELLECTUAL PROPERTY RIGHTS

To the extent that the Data Processor is not the owner of copyright or database right in the Personal Data and databases that it uses for the purposes of Processing the Personal Data, the Data Controller hereby grants to (and agrees that it shall procure for) the Data Processor a royalty-free, non-exclusive, worldwide licence to use the Personal Data, from and including the Commencement Date for the Duration.

[bookmark: _Toc21692389]CONFLICT

[bookmark: _Toc514682042]If there is an inconsistency or conflict between any of the provisions of this Agreement and the provisions of any other agreement between the Data Controller and the Data Processor, the provisions of this Agreement shall prevail in relation to Personal Data.

[bookmark: _Toc21692390]THIRD PARTY RIGHTS

Except as expressly provided elsewhere in this Agreement, a person who is not a party to this Agreement shall not have any rights under the Contracts (Rights of Third Parties) Act 1999 to enforce any term of this Agreement.

[bookmark: _Toc21692391]SEVERANCE

If any provision or part-provision of this Agreement is or becomes invalid, illegal or unenforceable, each Party shall at the request of the other Party negotiate in good faith to amend such provision so that, as amended, it is legal, valid and enforceable, compliant with Data Protection Legislation, and, to the greatest extent possible, achieves the intended commercial result of the original provision.

[bookmark: _Toc21692392]FURTHER ASSURANCE

Each Party shall (and shall use all reasonable endeavours to procure that any necessary third party shall) at the other Party’s request promptly execute and deliver such documents and perform such acts as may be required for the purpose of giving full effect to clauses 16 (Variation, Further Legislation and Guidance), 17 (Intellectual Property Rights), 20 (Severance).

[bookmark: _Toc21692393]LIABILITY AND INDEMNITY

Nothing in this Agreement excludes or limits the liability of either Party for:

death or personal injury caused by such Party’s negligence;

fraud or fraudulent misrepresentation; or

any other liability which cannot lawfully be excluded or limited

The Data Processor shall indemnify, defend and hold harmless the Data Controller from and against all and any losses, claims, liabilities, costs, charges, expenses, awards and damages of any kind including any fines and legal and other professional fees and expenses (irrespective of whether they were reasonably foreseeable or avoidable) which it/they may suffer or incur as a result of, or arising out of or in connection with, any breach by the Data Processor of any of its obligations in this Agreement and/or any failure by the Data Processor to comply with the Data Protection Legislation.  

For the avoidance of any doubt, any limitation of liability which applies under the Principal Agreement shall not apply to the Data Processor’s liability under this Agreement (which shall be unlimited).

[bookmark: _Toc21682703][bookmark: _Toc21692394]REMEDIES AND NO WAIVER

The rights and remedies provided under this Agreement are in addition to, and not exclusive of, any rights or remedies provided by Law or in equity.

A waiver of any right or remedy under this Agreement or by Law or in equity is only effective if given in writing and signed on behalf of the party giving it and any such waiver so given shall not be deemed a waiver of any similar or subsequent breach or default.

A failure or delay by a party in exercising any right or remedy provided under this Agreement or by Law or in equity shall not constitute a waiver of that or any other right or remedy, nor shall it prevent or restrict any further exercise of that or any other right or remedy.  No single or partial exercise of any right or remedy provided under this Agreement or by Law or in equity shall prevent or restrict the further exercise of that or any other right or remedy.

[bookmark: _Toc21692395]ENTIRE AGREEMENT

This Agreement constitutes the entire agreement between the Parties and supersedes and extinguishes all previous agreements, promises, assurances, warranties, representations and understandings between them, whether written or oral, relating to the Processing of Personal Data by the Data Processor for the purposes of the Services.

Each Party acknowledges that in entering into this Agreement it does not rely on, and shall have no remedies in respect of any statement, representation, assurance or warranty (whether made innocently or negligently) that is not set out in or cross-referenced directly by this Agreement.

Each Party agrees that it shall have no claim for innocent or negligent misrepresentation or negligent misrepresentation based on any statement in this Agreement.

[bookmark: _Toc21692396]GENERAL TERMS

Each Party must keep this Agreement and information it receives about the other Party and its business in connection with this Agreement (“Confidential Information”) confidential and must not use or disclose that Confidential Information without the prior written consent of the other Party except to the extent that:

(a) disclosure is required by law;

(b) the relevant information is already in the public domain.

[bookmark: _Toc21692397]NOTICE

Any notice or other communication given to a Party under or in connection with this Agreement shall be in writing, addressed to the Party’s then-current Data Protection Officer, and shall be delivered by hand, or by pre-paid first-class post or other next working day delivery service at its main or registered office.

Any notice or communication shall be deemed to have been received:

if delivered by hand, on signature of a delivery receipt; or

if sent by pre-paid first-class post or other next working day delivery Service, at 9.00 am on the second Business Day after posting [or at the time recorded by the delivery service].

No notice may be sent by email.

This clause 26 does not apply to the service of any proceedings or other documents in any legal action or, where applicable, any arbitration or other method of dispute resolution.

[bookmark: _Toc21692398]GOVERNING LAW

[bookmark: _Toc514682044]This Agreement and any dispute or claim arising out of or in connection with it or its subject matter or formation (including non-contractual disputes or claims) shall be governed by and construed in accordance with the law of England and Wales.

[bookmark: _Toc21692399]JURISIDICTION

[bookmark: _Toc514682046]Each party irrevocably agrees that the courts of England and Wales shall have exclusive jurisdiction to settle any dispute or claim that arises out of or in connection with this Agreement or its subject matter or formation (including non-contractual disputes or claims).












SCHEDULE – DATA PROCESSING SERVICES

1. The Data Processor shall comply with any further written instructions with respect to processing by/from the Data Controller.



2. Any such further instructions shall be incorporated into this Schedule.



Details of Principal Agreement, Data Subjects, Personal Data and Processing



1	Details of Principal Agreement and Services



		Date of Principal Agreement (if any):

		[Insert the date of the Principal Agreement (if any) between the Data Controller and the Data Processor.]



		Description of Principal Agreement (if any):

		[Insert the title of the Principal Agreement (if any), as given on its title page or the “Background”/ recitals section of the Principal Agreement.]



		Description of the Services:

		[Insert a description of the services for which the Data Processor processes the Personal Data or (if the services consist purely of Processing the Personal Data) a description of the Processing services.  The description should: 

· be based on the specification given in the Principal Agreement.



		Standing Instructions:

		[Insert a cross-reference to the relevant clause(s), schedule, appendix or annex of the Data Processor’s standing instructions from the Data Controller.  Alternatively, set the instructions out here or in an Annex to this Agreement (which you should then cross-refer to in this box).]







2	Commencement and Duration of this Agreement



		Commencement Date:

		



		Duration:

		







3	Details of Data Subjects, Personal Data and Processing



		Subject matter of the processing

		[This should be a high level, short description of what the processing is about i.e. its subject matter]



		Duration of Processing

		[Clearly set out the duration of the processing including dates which may or may not be different from the duration of the agreement]



		Nature/purpose of Processing – to include the relevant statutory basis and data protection processing justifications.

		[Please be as specific as possible, but make sure that you cover all intended purposes.



The nature of the processing means any operation such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of data (whether or not by automated means) etc. 



The purpose might include: employment processing, statutory obligation, recruitment assessment etc. but must be justified under the Data Protection Legislation]



		Categories of Data Subjects

		[Examples include: Staff (including volunteers, agents, and temporary workers), customers/ clients, suppliers, patients, students / pupils, members of the public, users of a particular website etc.]



		Type(s) of Personal Data

		[Examples here include: name, address, date of birth, NI number, telephone number, pay, images, biometric data etc.



You should be clear what data is being used for each purpose you have outlined above.



You should identify whether you are processing any special categories of personal data or any criminal offence data.



The special categories of personal data are very similar to sensitive personal data under the DPA 1998.  They are set out at Article 9.  The special categories of personal data are:

•	race

•	ethnic origin

•	political opinion

•	religion or philosophical belief

•	trade union membership

•	genetics

•	biometrics (where used for ID purposes)

•	health (including mental health)

•	sex life

•	sexual orientation



Unlike under the DPA 1998 personal data relating to criminal convictions and offences are not included.  However, similar extra safeguards apply to criminal offence data, which includes data about criminal allegations, proceedings or convictions that would have been sensitive personal data under DPA 1998 and also personal data linked to related security measures.  You should identify if you are processing this type of data and if so seek further advice from your local Information Governance team before the data is processed.



		Third Countries or International Organisations Personal Data will be transferred to

		

OR

[None]. 



		Sub-Processors

		OR

[None].













4	Data Protection Officers



		Data Controller’s Data Protection Officer:

		Louise Westcott



		Data Processor’s Data Protection Officer:

		







This Agreement has been executed as a Deed and is delivered and takes effect on the date set out at the head of this Agreement.



[NOTE: THIS IS AN EXAMPLE EXECUTION CLAUSE. YOU WILL NEED TO CHECK YOUR USUAL APPROACH TO EXECUTING DEEDS.]



		

Executed as a Deed by the [Name of Foundation Trust] acting by [NAME OF DIRECTOR] a director, in the presence of:



....................

[SIGNATURE OF WITNESS]

[NAME, ADDRESS [AND OCCUPATION] OF WITNESS]

		

		



...................

[SIGNATURE OF DIRECTOR]

Director









		

Executed as a deed

		



		by XXXXXXXXXXXXXXXXXXXXXXXXXXX

		



		acting by and under the signatures of:

		



		[NAME OF DIRECTOR]

		.................................



		 

		[SIGNATURE OF DIRECTOR]



		 

		Director



		 

		 



		[NAME OF DIRECTOR]

		.................................



		 

		[SIGNATURE OF DIRECTOR]



		 

		[Director]
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