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Strategic Commissioning
Kent County Council
County Hall
Sessions House	
County Road
Maidstone
Kent    
ME14 1XQ
Date: 2nd August 2022



Dear Sir/Madam

Invitation to Tender for NEET Autumn 2022

Kent County Council is inviting you to Bid for the above contract and accordingly has enclosed an Invitation to Tender. 

The attached document is in three parts plus appendices as follows:

Part A		Information
Section 1	Scope and Context
Section 2	Requirement
Section 3 	Evaluation Criteria
Section 4	Scoring Methodology

Part B		Evaluation
Section 5 	Quality Questions
Section 6 	Pricing
Section 7	Mandatory Criteria

Part C	            Contract Conditions


Your ITT response should be submitted via Kent Business Portal no later than 12pm on 30th August 2022.

You are advised to read all sections carefully before Bidding. Please refer to the evaluation guidance document for more information before submitting responses.

Should you have any difficulty with the ITT, please get in contact via the Kent Business Portal.

Yours faithfully


Kent County Council








INVITATION TO TENDER

NEET Autumn 2022

Page 2 of 2

Part A – Information

Scope and Context

Kent County Council (the Council) is the largest local authority in England covering an area of 3,500 square kilometres. It has an annual expenditure of over £1bn on goods and services and a population of 1.6m. The Council provides a wide range of personal and strategic services on behalf of its residents, operating in partnership with the NHS Kent and Medway Clinical Commissioning Group, 12 district councils, and 289 parish/town councils.

The Council consists of four directorates:

· Adult Social Core and Health
· Children, Young People and Education
· Growth, Environment and Transport
· Strategic and Corporate Services

The Covid-19 pandemic has significantly affected children and young people, and it is recognised nationally and internationally that children and young people have sacrificed more than most over the course of the pandemic. It is therefore vital that we support this cohort of the Kent population to reconnect with the things they have missed over the past year.  
 
Reconnect is an ambitious whole County collaboration of initiatives to engage, inspire and reconnect children and young people to everything they have missed during the pandemic. The programme will focus on the following five themes: 
· Learning missed.
· Health and happiness 
· Friends, family and community 
· Sports, activities and the outdoors 
· Economic wellbeing. 
 
Reconnect will run from April 2021 to the end of March 2023 and will be available to all children in Kent, from the age of 2 to 19 years old (or 24 years old if they have special educational needs and/or disabilities). The programme’s activities and support will meet different levels of need and will be in addition to, rather than instead of, existing services.  
 
Although the programme will be KCC-led, it will involve district and parish councils, schools and settings, sports and leisure clubs, community groups, charities, businesses, Kent Police, Kent Fire & Rescue Service and individuals. KCC will act as the co-ordination centre for the programme, providing resources and mechanisms for receiving pledges, offers of support, and contributions. Responsibility for delivering activities and initiatives for children and young people will sit with local Delivery Teams.  
 
The programme will be funded via a variety of routes: KCC, external grants, partner organisations, public donations and charitable sources.  
 
Ultimately, Reconnect is about bringing individuals and organisations within communities together, harnessing their collective energy and ambitions and working in collaborative ways to begin to solve complex issues for children and young people in Kent.

Requirement

Overview of Requirement
Bidders may propose alternative solutions to meet the Council’s requirement. Should alternatives be proposed, the alternatives must, as a minimum, fulfil the requirement as communicated by this documentation otherwise the bid may be rejected. 

Kent County Council reserve the right to reject any bids that are not completed in the requested format and such bids will not be accepted. 

Kent County Council may use its discretion to cancel a procurement exercise by and reserve the right not to award any contracts or be liable for bidders’ costs in submitting a bid.
Kent County Council will notify candidates and tenderers of the grounds for its decision if it decides to withdraw the invitation to tender for the contract. 
NB : If you are successful in your bids and are new to working in Kent you will be required to enter your details on the kentchoices website (www.kentchoices.com).  Please see the attached terms and conditions. 


In order to be GDPR compliant, if the bidder has not already done so, they must sign the Kent and Medway Information Sharing Agreement and the record of sharing. This will enable us to share information about individuals on your provision and identify individuals that need support. You can find out more here on Kelsi (https://www.kelsi.org.uk/school-management/data-and-reporting/access-to-information/information-sharing) and we have attached the necessary documents for you to complete as a requirement of the bid. 



We will contact successful bidders to facilitate this after bids have been assessed.  
Key Details

There has been a long-term decline in NEET provision across the county. In Autumn 2021, Reconnect provided some funding to deliver re-engagement provision in areas, where provision was particularly lacking.  Despite new provision being launched in the county, the NEET Support Service have identified 4 areas where there is urgent need for provision:

· Thanet
· Swale
· Maidstone
· Gravesend


The Covid-19 pandemic has led to many students becoming very disengaged from education and continue to struggle to access services and education. A high number are experiencing mental health problems. We are looking for projects to re-engage these young people.  

These should offer:

· Activities that will bridge the gap back into mainstream education and services.
· Activities should be needs lead based on an initial assessment.
· Motivational/confidence building support
· Employability/Soft skills development
· Mentoring/personal support
· Maths and English where required – a recognised qualification such as functional skills.
· Work Experience/community activities/general positive activities
· Support for those experiencing mental health issues.
This is an indicative list, and we are open to other offers if the bidder can demonstrate they are effective in re-engaging NEET young people.  

Delivery should primarily be face to face for this client group.

Please see below an indication of provisional key milestones. 

	Date
	Milestone

	30th August 2022
	Invitation to Tender closes

	7th September 2022
	Award notification letters sent

	19th September 2022
	Standstill period ends

	19th September 2022
	Contract award

	19th September 2022
	Mobilisation

	19th September 2022
	Delivery to begin

	31st March 2022
	Contract end




Supplier Responsibilities
· Delivery should commence as soon as possible.  Where a new project is to be set up, the NEET Support Service recommends allowing 6 weeks’ lead time to engage young people. This funding would therefore suit a provider with existing provision that could be upscaled rapidly or with an off-the-shelf programme that could be implemented in the timescale.
· Successful bidders must work with the NEET Support Service to implement projects and ensure that they meet local needs.
· Bidders will be able to source referrals from their usual range of sources but in the first instance should work with the NEET support service to source potential participants.
· Age Range:16-19 years (Academic Years 12 and 13). There may be some year 11 Electively Home Educated young people who would benefit from the service to prepare them for starting college in September. The EHE referrals must only come from the NEET support service.
Bidders will be required to provide The Education People’s tracking team with information on participants to fulfil KCC’s statutory duty to track young people.
Programmes should be of 6-12 weeks duration with a minimum of 5 hours contact/activity time per week. We would expect a minimum of 10-15 participants per lot. If providers can offer more places, this will be considered when bids are evaluated. 

This aspect of provision should be delivered in the following locations (1 Lot per location):
	Lot Number
	Location

	1
	                                       Thanet – Oct/November start

	2
	Maidstone - Oct/November start

	3
	                                       Swale - Oct/November start


	4
	Gravesend - Oct/November start

	5
	Thanet – starting after Christmas

	6
	Swale – starting after Christmas

	7
	Maidstone – starting after Christmas

	8
	Gravesend – starting after Christmas



All delivery must be completed by March 31st 2023.

We have identified £100,000 to support this need, up to £12,500 for each location. Organisations may bid for more than one Lot. 

Payment Terms

Refer to Section 4 Charges and Payment in Terms and Conditions





Evaluation Criteria

The bids provided by Tenderers will be evaluated based on the ability of tenderer to meet the requirement, the quality of the quotation and price.
 
The quality of the bid ability to meet the requirement will be measured using the evaluation questions in Section 5 – Evaluation Questions, against the scoring methodology detailed in Section 4 – Scoring Methodology.

Tenderers must complete Section 6 – Pricing to set out the total price of the bid, breaking down individual elements as required.


Price Per Quality Point

It is incredibly important to the Council that the contract procured via this opportunity is good value for money. Therefore, the Council will evaluate the bids received from Tenderers based on the price per quality point evaluation method. 

The quality of the quotation will be measured using the quality questions in Section 5 – Evaluation Questions, against the scoring methodology detailed in Section 4 – Scoring Methodology. Taking into account the weightings applied, Tenderers must also obtain a minimum overall quality score of 60 out of 100 to progress to be evaluated on Price.

Price per quality point will then be calculated from the following calculation. The lowest score that meets the minimum quality score will rank highest.



This cost will be divided by the quality score to calculate the Price per Quality Point. The tenderer that scores the lowest price per quality point will become the council’s Preferred Supplier.

Example:

This process is explained in the following example. Please note – the figures in this table are for illustrative purposes only.

	Bidder
	Quality Score
	Total Price
	Price Per Quality Point
	Ranking

	Company A
	75%
	£10,000
	133
	2

	Company B
	85%
	£11,000
	129
	1

	Company C
	87%
	£15,000
	172
	3

	Company D
	49%
	£13,000
	Not Considered
	Not Considered



Company B had a higher total cost than Company A but the higher quality score led them to have a lower price per quality point. Company C did have the highest quality score of the bidders but this was offset by their high total cost. Company D scored less than the 60% threshold and therefore was not considered.


Scoring Methodology

Each question in Section 5 – Evaluation Questions will be scored using the rating system that is detailed in the table below. 

	
0 –Unacceptable

	Nil or inadequate response. Fails to demonstrate an ability to meet the requirement.

	
1 – Poor
	Response is partially relevant and poor. The response addresses some elements of the requirement but contains insufficient/limited detail or explanation to demonstrate how the requirement will be fulfilled.

	
2 – Acceptable
	Response is relevant and acceptable. The response addresses a broad understanding of the requirement but may lack details on how the requirement will be fulfilled in certain areas.

	
3 – Good
	Response is relevant and good. The response is sufficiently detailed to demonstrate a good understanding and provides details on how the requirements will be fulfilled.

	
4 – Excellent
	Response is completely relevant and excellent overall. The response is comprehensive, unambiguous and demonstrates a thorough understanding of the requirement and provides details of how the Requirement will be met in full.




Part B – Invitation to Tender Evaluation

Quality Questions

Tenderers should provide a full response to the questions in this section. Tenderers should ensure they fully understand the requirement before answering the following questions and make sure they stay within the allocated word count.

	Question 1 Weighting 30%

	Please detail how your organisation can deliver the requirement specified in this Invitation to Tender. Where appropriate and useful, please include:
· Readiness for mobilisation and your mobilisation plan (Delivery must be completed by the end of March so the earliest possible start is essential). 
Bidders must upload a separate mobilisation plan to support their response to this question, which does not form part of the word count. 
· Staffing resources and venues available to support this project 


	Maximum Word Count:

	3000  


	[Enter response here]
[bookmark: Text9]     















	Scored question, minimum score of 2 required 
Score:     




	Question 2 Weighting 30%

	
Please explain how you will meet the requirement detailed in Section 2.  We will look for evidence of the following and score accordingly:
· Meeting local need
· Number of students who can be supported 
· Plans to support students to progress into destinations that meet the definition of participating in education 
· Range and variety of activities 
· Support for those with mental health needs and other vulnerabilities
· Please demonstrate how you will measure impact and Quality Assure the activities


	Maximum Word Count:

	3000  


	[Enter response here]
     















	Scored question, minimum score of 2 required 
Score:

	Question 3 Weighting 20%

	Please demonstrate how you have fulfilled similar projects or similar models have you delivered?

· Please provide evidence of practical delivery, reach, attendance and engagement etc. 
· Number of students who were supported 
· Plans to support students to progress into destinations that meet the definition of participating in education. 
· Range and variety of activities 
· Evidence of support for those with mental health needs and other needs and/or vulnerabilities. 



	Maximum Word Count:

	1000  


	[Enter response here]
     















	Scored question, minimum score of 2 required 
Score:



	Question 4 Weighting 20%

	
Describe how your organisation would recruit, retain, support and train local people engaged, or to be engaged, in the performance of the contract. 


	Maximum Word Count:

	500  


	[Enter response here]




















	Scored question, minimum score of 2 required 
Score:






	
	Potential supplier information

	Question number
	Question
	Response

	1.1(a)
	Full name of the potential supplier submitting the information (This needs to be the registered company’s name or trading name.)

	

	1.1(b) – (i)
	Registered office address (if applicable)
	

	1.1(b) – (ii)
	Registered website address (if applicable) 
	

	1.1(c)
	Trading status 
a) public limited company
b) limited company 
c) limited liability partnership 
d) other partnership 
e) sole trader 
f) third sector
g) other (please specify your trading status)
	

	1.1(d)
	Date of registration in country of origin
	

	1.1(e)
	Company registration number (if applicable)
	

	1.1(f)
	Charity registration number (if applicable)
	

	1.1(g)
	Head office DUNS number (if applicable)
	

	1.1(h)
	Registered VAT number 
	

	1.1(i) - (i)
	If applicable, is your organisation registered with the appropriate professional or trade register(s) in the member state where it is established?
	

	1.1(i) - (ii)
	If you responded yes to 1.1(i) - (i), please provide the relevant details, including the registration number(s).
	

	1.1(j) - (i)
	Is it a legal requirement in the state where you are established for you to possess a particular authorisation, or be a member of a particular organisation in order to provide the services specified in this procurement?
	

	1.1(j) - (ii)
	If you responded yes to 1.1(j) - (i), please provide additional details of what is required and confirmation that you have complied with this.
	

	1.1(k)
	Trading name(s) that will be used if successful in this procurement
	

	1.1(l)
	Relevant classifications (state whether you fall within one of these, and if so which one)
a) Voluntary Community Social Enterprise (VCSE)
b) Sheltered Workshop
c) Public service mutual
	

	1.1(m)
	Are you a Small, Medium or Micro Enterprise (SME)[footnoteRef:2]? [2:  See EU definition of SME: http://ec.europa.eu/enterprise/policies/sme/facts-figures-analysis/sme-definition/] 

	

	1.1(n)
	Details of Persons of Significant Control (PSC), where appropriate:  [footnoteRef:3]  [3:   UK companies, Societates European (SEs) and limited liability partnerships (LLPs) will be required to identify and record the people who own or control their company. Companies, SEs and LLPs will need to keep a PSC register, and must file the PSC information with the central public register at Companies House. See PSC guidance. ] 

- Name:
- Date of birth: 
- Nationality:
- Country, state or part of the UK where the PSC usually lives: 
- Service address:
- The date he or she became a PSC in relation to the company (for existing companies the 6 April 2016 should be used): 
- Which conditions for being a PSC are met:
 	- Over 25% up to (and including) 50%, 
	- More than 50% and less than 75%, 
	- 75% or more. [footnoteRef:4] [4:  Central Government contracting authorities should use this information to have the PSC information for the preferred supplier checked before award. ] 


(Please enter N/A if not applicable)


For more information relating to PSC please follow link: 
https://www.gov.uk/government/publications/guidance-to-the-people-with-significant-control-requirements-for-companies-and-limited-liability-partnerships



	

	1.1(o)
	Details of immediate parent company:
 
- Full name of the immediate parent company
- Registered office address (if applicable)
- Registration number (if applicable)
- Head office DUNS number (if applicable)
- Head office VAT number (if applicable)

(Please enter N/A if not applicable)
	

	1.1(p)
	Details of ultimate parent company:

- Full name of the ultimate parent company
- Registered office address (if applicable)
- Registration number (if applicable)
- Head office DUNS number (if applicable)
- Head office VAT number (if applicable)

(Please enter N/A if not applicable)
	



	Section 1 (b)
	Contact details and declaration

	Question number
	Question
	Response

	1.3(a)
	Contact name
	

	1.3(b)
	Name of organisation
	

	1.3(c)
	Role in organisation
	

	1.3(d)
	Phone number
	

	1.3(e)
	E-mail address 
	

	1.3(f)
	Postal address
	

	1.3(g)
	Signature (electronic is acceptable)
	

	1.3(h)
	Date
	



Pricing

In this section, Tenderers should detail the price that they can fulfil the requirement detailed in Section 2 – Requirement for. Tenderers must ensure that the price quoted is realistic and covers all aspects of the requirement. Please provide a full breakdown of costs.

	Cost Type
	Details/Description
	Cost Total

	E.g. Staff, Training, Equipment, Products etc.

	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	Total Contract Value (£):
	Enter sum of cost totals
	[incl. or excl. VAT]




Mandatory Criteria



	Mandatory Criteria Requirements
	Attached ()
	Pass/ Fail

	Enhanced DBS Checks

(Please attach as separate document)
	
	

	Relevant policies/documents such as Safeguarding, training, risk assessments etc.

(Please attach as separate document)

	
	

	If successful 
and new to working in Kent –
You will be required to enter your details on the kentchoices website (www.kentchoices.com).



	
	

	If successful –
 Bidders must sign the Kent and Medway Information Sharing Agreement and the record of sharing.
	
	











Part C: Contract Conditions


THE KENT COUNTY COUNCIL

GENERAL TERMS AND CONDITIONS
FOR THE PURCHASE OF GOODS AND SERVICES
WHERE CONTRACT VALUE IS BELOW OJEU THRESHOLD EX VAT



0. DEFINITIONS AND INTERPRETATION
In this Contract:
“Applicable Laws” means all applicable laws, byelaws, regulations, regulatory requirements and codes of practice of any relevant jurisdiction, as amended and in force from time to time.
“Business Day(s)” means days when the clearing banks are open for business in London.
Charges payable for the Goods and/or Services shall be the prices stated in the Order.
“Confidential Information” means all information of a confidential nature in the disclosing party’s possession or control, whether created before or after the date of the Contract, whatever its format, and whether or not marked “confidential”, including the terms of the Contract, and negotiations relating to them, but shall not include any information which is or comes into the public domain through no fault of the other party, was already lawfully in the other party’s possession or comes into the other party’s possession without breach of any third party’s confidentiality obligation to the disclosing party, or is independently developed by or on behalf of the other party.
“Conditions” means the terms and conditions set out in this document.
“Contract” means the agreement between the Council and Supplier for the purchase of Goods or Services by the Council in accordance with these Conditions and any Order.
“Council” means The Kent County Council of County Hall, Maidstone, Kent ME14 1XQ
“Council Materials” means any materials, patterns, templates, drawings, know-how, techniques and information provided by the Council to the Supplier in connection with a Contract.
“Council Policies and Regulations” as published on the www.kent.gov.uk website from time to time means all relevant Council policies, rules, regulations, local and national byelaws, including, but not limited to the Council’s whistleblowing policy, drugs and alcohol policy, modern slavery and human trafficking policy, general data protection rules, conflicts of interest, transparency, extremism and radicalisation, whistleblowing, use of Council datasets, Caldicott Principles, safeguarding children and vulnerable people, and business continuity/disaster recovery policies/procedures applicable to or as part of this Contract.
“Council Representative” means any representative nominated in an Order or from time to time by the Council.
“Data” means all Personal Data and other data collected, generated or otherwise processed by one party as a result of, or in connection with, the Contract.
“Data Protection Laws” means any data protection laws and regulations applicable in the United Kingdom from time to time and any codes of practice, guidelines and recommendations issued by the Information Commissioner or any replacement body.
Employment Regulations” means the Transfer of Undertakings (Protection of Employment) Regulations 2006 and any equivalent provisions in any other relevant jurisdiction.
“Force Majeure Event” means an event or circumstance beyond the reasonable control of a party which is not attributable to its fault or negligence, including acts of God, expropriation or confiscation of facilities, any form of government intervention, war, hostilities, rebellion, terrorist activity, local or national emergency, strikes and other industrial action (other than strikes and other industrial action of the Supplier Personnel), sabotage or riots, and floods, fires, explosions or other catastrophes which directly prevent performance of the Contract.
“Good Industry Practice” means the exercise of the degree of skill, care and diligence expected from an expert and experienced supplier of goods and/or services the same as or similar to the Goods and/or Services.
“Goods” means the goods (including any instalment of the goods or any parts for them) which are set out in the Order.
“Intellectual Property Rights” means copyright, patents, rights in inventions, rights in confidential information, Know-how, trade secrets, trade marks, service marks, trade names, design rights, rights in get-up, database rights, rights in data, semi-conductor chip topography rights, mask works, 

utility models, domain names, rights in computer software and all similar rights of whatever nature and, in each case: (i) whether registered or not, (ii) including any applications to protect or register such rights, (iii) including all renewals and extensions of such rights or applications, (iv) whether vested, contingent or future and (v) wherever existing.
“Know-how” means inventions, discoveries, improvements, processes, formulae, techniques, specifications, technical information, methods, tests, reports, component lists, manuals, instructions, drawings and information relating to customers and suppliers (whether written or in any other form and whether confidential or not).
“Malpractice” includes giving or receiving any financial or other advantage that may be construed as a bribe, whether for the purpose of the Bribery Act 2010 or any other Applicable Law.
“Month/Monthly” means a calendar month.
“New Materials” means any materials, patterns, templates, drawings, know-how, techniques and information that the Supplier or its Representatives create for the Council under a Contract.
“Order” is an order for Goods and/or Services placed with the Supplier by the Council.
“Personal Data” has the meaning given under the Data Protection Laws.
“Premises” means the premises at which any Services are carried out as specified in an Order.
“Representatives” means, as applicable, the Supplier or a member of the Supplier’s group or the Council or any of their directors, officers, employees, agents, professional advisors, suppliers or contractors.
“Services” means the services described in the Order including hardware and software services, where applicable.
“Service Levels” if set out in the Order means the required standards with which the Goods and Services are to be supplied.
“Supplier” means the supplier named in the Order.
“Supplier Materials” means any materials, patterns, templates, drawings, know-how, techniques and information of the Supplier that the Supplier or its Representatives do not create for the Council under the Contract.
“Supplier Personnel” means the employees, agents, subcontractors or invitees of the Supplier from time to time.
“VAT” means value added tax or any similar or substituted turnover or sales tax in the United Kingdom or elsewhere.
In these Conditions and any Contract:
i. [bookmark: _Toc298437663][bookmark: _Toc298437709][bookmark: _Toc298438462][bookmark: _Toc298438549][bookmark: _Toc298514509][bookmark: _Toc299017849][bookmark: _Toc299029057]the interpretation of general words shall not be restricted by words indicating a particular class or particular examples;
ii. any reference to a statute or statutory provision includes a reference to any statutory amendment, consolidation or re-enactment of it to the extent in force from time to time; and 
iii. unless otherwise stated, time shall not be of the essence for the performance of any obligation.
0. [bookmark: _Toc300562612][bookmark: _Toc301880483][bookmark: _Toc307273488]FORMATION OF A CONTRACT
An Order is an offer by the Council to purchase the Goods and/or Services subject to these Conditions. Acceptance of an Order by the Supplier constitutes unconditional acceptance of these Conditions.
These Conditions shall apply to every Contract.
If there is any conflict between the terms of an Order and these Conditions, these Conditions shall prevail.
The Supplier’s performance of any Order will amount to its acceptance of these Conditions, regardless of whether or not it has given a formal acceptance of an Order.
These Conditions replace all previous agreements and any course of dealing between the Council and the Supplier and is the entire agreement between the Council and the Supplier in relation to the Goods and/or Services.
These Conditions shall apply to the Contract to the exclusion of any other terms and conditions contained in or referred to in any documentation submitted by the Supplier, or in any correspondence or elsewhere or implied by trade custom, practice or course of dealing.
0. [bookmark: _Ref298243547][bookmark: _Toc298437664][bookmark: _Toc298437710][bookmark: _Toc298438463][bookmark: _Toc298438550][bookmark: _Ref298438885][bookmark: _Ref298438886][bookmark: _Toc298514510][bookmark: _Toc299017850][bookmark: _Toc299029058][bookmark: _Toc300562613][bookmark: _Toc301880484][bookmark: _Toc307273489][bookmark: _Ref462244384]CANCELLATION
The Council may cancel any Order without liability, in whole or in part, by giving written notice to the Supplier at any time prior to delivery of the Goods or the commencement of the provision of the Services.
0. [bookmark: _Ref298436451][bookmark: _Toc298437666][bookmark: _Toc298437712][bookmark: _Toc298438465][bookmark: _Toc298438552][bookmark: _Toc298514513][bookmark: _Ref298525731][bookmark: _Ref298525732][bookmark: _Ref298754579][bookmark: _Ref299005980][bookmark: _Toc299017852][bookmark: _Toc299029060][bookmark: _Toc300562615][bookmark: _Toc301880486][bookmark: _Toc307273491][bookmark: _Ref462323124][bookmark: _Ref298303179]CHARGES AND PAYMENT
Unless otherwise stated:
iv. the Charges (together with any applicable VAT) are the only amounts payable by the Council under a Contract;
v. the Charges shall be exclusive of any applicable VAT (which shall be payable by the Council subject to receipt of a VAT invoice);
vi. the Charges shall be inclusive of all charges for packaging, packing, shipping, carriage, insurance and delivery of the Goods or services to the delivery address specified by the Council and any duties, custom or levies, other than VAT; and
vii. all other costs, charges and expenses which relate to the performance of the Supplier’s obligations and the supply of the Goods and/or the Services shall be borne by the Supplier. The fact that a particular provision in an Order does not state that the Supplier must perform the obligations “at no additional charge” may not be taken as implying that the Supplier may charge extra for complying with the obligation.
No increase in the Charges for the Goods and/or Services may be made (whether on account of increased material, labour or transport costs, fluctuation in rates of exchange or otherwise) without the prior written consent of the Council and signed by a properly authorised representative of the Council.
The Supplier shall invoice the Council in pounds sterling (GBP/£) in arrears on or after delivery of the Goods and/or completion of the Services unless otherwise is stated in the Order.
[bookmark: _Ref482723318]The Council shall only be obliged to make payments which:
viii. are supported by accurate and properly prepared invoices which are VAT invoices where required;
ix. include details of the Supplier, Goods and/or Services;
x. Include purchase order references;
xi. Include all those details the Council states it requires for it to process the invoice; and
xii. where the Council is satisfied that the Goods are of satisfactory quality and fit for purpose and/or the Services have been carried out to the standard required by the Council in the Order and in accordance with the Contract and these Conditions.
[bookmark: _Ref482685748]Subject to Clause 4.4, the Council shall pay the undisputed and properly due Charges 30 days from the end of the Month in which an accurate and valid invoice is received, unless otherwise is specified in the Order.
The Council may set off, deduct or withhold from any liability owed to the Supplier under or in connection with any Contract any current liability of the Supplier to the Council in connection with any Contract whether liquidated or unliquidated and whether owed jointly or severally or in any other capacity.
The Council reserves the right to recover from the Supplier any payments made and/or costs incurred in the event of the Supplier not meeting its Service Levels in accordance with Clause 8.3.
Clauses 5 to 7 additionally apply to Contracts in respect of the supply of Goods only.
0. [bookmark: _Ref482723346]DELIVERY
The Supplier shall deliver the Goods, properly packed and secured at its own risk, on the date or between the dates (as the case may be) specified in the Order. Delivery of the Goods shall take place at such location as the Council may specify in the Order.
Time of delivery is of the essence. If the Supplier fails to deliver the Goods or make them available for collection at the time specified in the Order, the Council may:
xiii. refuse to accept any subsequent attempts to deliver the Goods and terminate this Contract immediately and at no cost to the Council by serving notice in writing on the Supplier;
xiv. procure similar goods from an alternative supplier; and
xv. recover from the Supplier all losses, damages, costs and expenses incurred by the Council arising from the Supplier’s default.
[bookmark: _Hlk306852367]If the Council fails to take delivery of any one or more instalments of Goods delivered in accordance with a Contract, the Supplier shall store the Goods at its own premises or at another suitable location at its own expense for a reasonable period and arrange with the Council an alternative delivery time.
[bookmark: _Ref482685782]The Supplier shall notify the Council immediately after receipt of an Order if the delivery dates for the Goods cannot be met. 
A packing note quoting the Order number must accompany each delivery or consignment of the Goods and must be displayed prominently.
If the Goods are to be delivered by instalments, the Contract will be treated as a single contract and is not severable.
[bookmark: _Ref483212037]The Goods shall:
xvi. be free from defects in materials and workmanship, be of satisfactory quality and conform to and in all respects with the specifications set out in the Order and any other specifications, standards, procedures and requirements agreed in writing between the parties from time to time;
xvii. comply with all Applicable Laws; and
xviii. not be the subject of any security interest, lien, encumbrance, charge or adverse title.
The Council may reject any Goods which do not comply with Clause 5.7.
The Council shall not be deemed to have accepted the Goods (in whole or in part) until the Council has had a reasonable time to inspect them following delivery or, if later, within a reasonable time after any latent defect in the Goods has become apparent. Any inspection or testing of the Goods by the Council shall not prejudice the Council’s right to reject defective Goods at a later date and make a claim in respect of them.
0. TITLE AND RISK
Risk in the Goods shall pass to the Council once they are delivered to the Council. Title in the Goods shall pass to the Council on delivery, unless payment for the Goods is made prior to delivery, when it shall pass to the Council once payment has been made and received by Supplier.
The Supplier shall at its own cost collect any Goods rejected under Clause 5 or Clause 15. Risk and title in the rejected Goods shall pass back to Supplier at the point at which the Goods are collected or, if earlier, ten days from the date on which the Council notifies the Supplier of the rejection.
Should the Goods have already been paid for by the Council at the time they are rejected title in the rejected Goods shall pass back to the Supplier when the Council has received a refund of all payment made to the Supplier for the rejected Goods.
0. [bookmark: _Ref482723366]INSTALLATION AND COMMISSIONING
If required in the Order, the Supplier will install and commission the Goods at no additional cost unless such cost is stated in the Order, by the date in the Order and such installation and commissioning will be regarded as Services.
Without prejudice to Clause 5.9, the Council will receipt the Order when it is satisfied the successful installation and commissioning of the Goods has taken place and when the Supplier has provided the Council all documents needed to operate and maintain the Goods.
If Goods are not installed by the Supplier, the Supplier will (on or before delivery) provide the Council with all documents needed to install, operate and maintain the Goods.
[bookmark: _Toc298437675][bookmark: _Toc298437721][bookmark: _Toc298438474][bookmark: _Toc298438561][bookmark: _Ref298507705][bookmark: _Toc298514522][bookmark: _Ref298527719][bookmark: _Ref298527720][bookmark: _Toc299017853][bookmark: _Toc299029061][bookmark: _Toc300562616][bookmark: _Toc301880487][bookmark: _Toc307273492]Where reasonably practicable (or required in an Order) the Supplier will on the later of delivery of the Goods or technical handover transfer any manufacturer's warranty in relation to the Goods to the Council.
Clauses 8 to 10 additionally apply to Contracts in respect of the provision of Services only.
0. [bookmark: _Ref483239377][bookmark: _Ref482775955]PERFORMANCE OF THE SERVICES
The Supplier shall carry out the Services within the time period specified in the Order. The time that the Services are to be carried out or delivered shall be agreed by the Council Representative in advance.
The Supplier shall notify the Council Representative when the Services are completed or fully delivered.
The Supplier shall:
xix. provide any Services in line with Good Industry Practice;
xx. at its own expense, promptly supply everything necessary for the performance of its obligations under the Contract and leave the Council Premises, if used, as clean, tidy and safe as they were when it entered them.
xxi. participate in regular reviews of its performance if specified in the Order;
xxii. provide the Goods and Services in line with any Service Levels set out in the Order;
xxiii. incur poor performance liabilities (calculated as set out in the Order) where it fails to meet the applicable Service Levels; 
xxiv. provide the Council with such reporting as is specified in the Order and/or as are reasonably required; and
xxv. where any report indicates a persistent failure by it to meet any Service Levels, participate as required by the Council in reviews to correct defective Service delivery.
Any materials used or supplied by Supplier in the performance of the Services shall be in accordance with the highest requirement of any European Union and/or British Standard specifications and or regulations.
When working on the Council Premises or representing the Council at the site/s defined within the contract, the Supplier shall ensure that all equipment, working conditions and methods are safe and without risks to health for all employees, staff, visitors, users of the Premises, supplier personnel and others. The Supplier shall also ensure that the Supplier Personnel shall comply with any and all applicable the Council Policies and Regulations as well as those applicable third party policies, procedures and regulations.
The Supplier shall:
xxvi. ensure that any Services are carried out in such a way as to prevent so far as reasonably possible damage or pollution to the environment;
xxvii. keep any waste, surplus, condemned (or otherwise unusable) and recyclable materials and rubbish arising from the Services securely and safely on the Premises until cleared away in accordance with Applicable Laws and/or the Council’s reasonable instructions;
xxviii. ensure that any removal of waste is only carried by registered, authorised and licensed carriers 
xxix. keep a record of the carrier’s waste transfer notices, registration, authorisation or licence and of the carrier’s written confirmation of the disposal site used. 
0. [bookmark: _Ref482775935]SUPPLIER EQUIPMENT
The Supplier shall provide all the equipment necessary for the provision of the Services. 
The Supplier shall maintain all items of its equipment within the Premises in a safe, serviceable and clean condition. 
All equipment provided by the Supplier shall be at the risk of the Supplier and the Council shall have no liability for any loss of or damage to such equipment unless the Supplier is able to demonstrate that such loss or damage was caused by the negligence or wilful default of the Council. 
0. [bookmark: _Ref482872944][bookmark: _Toc298437676][bookmark: _Toc298437722][bookmark: _Toc298438475][bookmark: _Toc298438562][bookmark: _Ref298512366][bookmark: _Toc298514523][bookmark: _Ref298528087][bookmark: _Ref298528088][bookmark: _Toc299017854][bookmark: _Toc299029062][bookmark: _Toc300562617][bookmark: _Toc301880488][bookmark: _Toc307273493]SUPPLIER’S EMPLOYEES
“The Supplier will indemnify the Council on demand against all claims, demands, actions, awards, judgments, settlements, costs, expenses, liabilities, damages and losses (including all interest, fines, penalties, management time and legal and other professional costs and expenses) incurred by the Council on its own behalf and on behalf of any successor service provider relating to:
xxx. the employment and termination of employment of any person who transfers from the Supplier or its Representatives to the Council or any successor service provider under the Employment Regulations or otherwise (“Relevant Employees”) provided that (in the case of termination), such termination is carried out within 60 days of the Council becoming aware of the transfer;
xxxi. any act or omission by the Supplier or its Representatives in respect of any Relevant Employee up to and including the date of transfer; and
xxxii. any failure by the Supplier or its Representatives to comply with the Employment Regulations save to the extent caused by the Council or any successor service provider.
At any time on request, the Supplier will provide (as relevant) the Council or any successor service provider with the information specified in regulation 11 of the Employment Regulations in respect of any potential Relevant Employees.
The following Clauses apply to all Contracts.
0. [bookmark: _Ref462310037][bookmark: _Toc298438478][bookmark: _Toc298438565][bookmark: _Ref298439163][bookmark: _Ref298439164][bookmark: _Ref298487301][bookmark: _Ref298494856][bookmark: _Ref298512389][bookmark: _Toc298514526][bookmark: _Ref298514728][bookmark: _Ref298527401][bookmark: _Ref298527402][bookmark: _Ref298528109][bookmark: _Ref298528110][bookmark: _Ref298771673][bookmark: _Toc299017857][bookmark: _Ref299028563][bookmark: _Ref299028564][bookmark: _Ref299028572][bookmark: _Ref299028573][bookmark: _Toc299029065][bookmark: _Ref299088475][bookmark: _Toc300562620][bookmark: _Toc301880491][bookmark: _Ref305657617][bookmark: _Ref305916894][bookmark: _Ref305916895][bookmark: _Ref305916906][bookmark: _Ref305916907][bookmark: _Ref305916913][bookmark: _Ref305916914][bookmark: _Toc307273496][bookmark: _Ref308110426][bookmark: _Ref308110427][bookmark: _Ref298313029][bookmark: _Toc298437679][bookmark: _Toc298437725]VARIATIONS
No changes to the Conditions or Contract shall be valid unless a new or revised Order has been issued by the Council.
0. INTELLECTUAL PROPERTY
[bookmark: _Ref482632617][bookmark: _Ref482121401]The Council will own the Intellectual Property Rights in any New Materials and the Supplier assigns to the Council by present and future assignment, with full title guarantee, all legal and beneficial rights, title and interest in the New Materials. 
The Supplier will continue to own the pre-existing Intellectual Property Rights in any Supplier Materials and where any Supplier Materials are included in any Goods or used in any Services then the Supplier grants the Council a perpetual, irrevocable, worldwide, sub-licensable, assignable, royalty-free, non-exclusive licence to use Supplier Materials to the extent necessary to take the full benefit of the Contract.
The Council will continue to own the Intellectual Property Rights in any Council Materials together with any new Intellectual Property Rights and Know-How howsoever developed. 
Where the Council provides the Supplier with Council Materials then it grants the Supplier a limited, revocable, non-assignable, worldwide, royalty-free, non-exclusive licence to use the Council Materials to the extent necessary in accordance with any guidelines the Council notifies it from time to time, solely to the extent needed to fulfil its obligations under the Contract.
0. [bookmark: _Ref483239545]DATA PROTECTION AND FREEDOM OF INFORMATION
If, during the term, either party processes Data on behalf of the other party, the provisions of this Clause 13 shall apply.
Each party shall comply with the requirements of the Data Protection Laws in respect of the activities which are the subject of the Contract and shall not knowingly do anything or permit anything to be done which might lead to a breach by the other of the Data Protection Laws.
Each party shall only process the Data to the extent necessary to perform its obligations under the Contract and shall have in place, and shall maintain, appropriate technical and organisational measures against unauthorised or unlawful processing of the Data and against accidental loss or destruction of, or damage to, the Data.
Any Data processed by Supplier under the Contract shall comply with applicable Council Policies and Regulations in place from time to time and, where applicable, third party policies and procedures.
The Supplier acknowledges that the Council is subject to the requirements of the Freedom of Information Act 2000 and the EI Regs 2004 and shall promptly and fully assist and cooperate with the Council to enable the Council to comply with its obligations in respect of those requirements.
[bookmark: ORIGHIT_25][bookmark: HIT_25][bookmark: ORIGHIT_26][bookmark: HIT_26][bookmark: ORIGHIT_27][bookmark: HIT_27][bookmark: ORIGHIT_28][bookmark: HIT_28]While the Council may, if practicable and appropriate, consult with Supplier in relation to whether any information relating to Supplier or this Contract should be disclosed as part of a request for information, the Council shall ultimately be responsible for determining in its absolute discretion whether any Information will be disclosed and whether any exemptions apply to the disclosure of the Information.
0. [bookmark: _Ref482632531][bookmark: _Ref482112973][bookmark: _Ref462243105]CONFIDENTIALITY
[bookmark: _Ref127184995][bookmark: _Ref299028501][bookmark: _Toc209518464][bookmark: _Toc209518697][bookmark: _Toc209518858][bookmark: _Toc215669192][bookmark: _Toc215677877][bookmark: _Ref215678425][bookmark: _Ref215678426][bookmark: _Ref215680269][bookmark: _Ref215680270][bookmark: _Ref215680393][bookmark: _Ref215680394][bookmark: _Toc215682607][bookmark: _Ref218313309]Each party shall safeguard the other party’s Confidential Information as it would its own confidential information, and shall use, copy and disclose that Confidential Information only in connection with the proper performance of the Contract.
Nothing in the Contract shall be construed so as to prevent one party from disclosing the other’s Confidential Information where required to do so by a court or other competent authority, provided that, unless prevented by law, the first party promptly notifies the other party in advance and discloses only that part of the other party’s Confidential Information that it is compelled to disclose. 
Each party shall tell the other immediately if it discovers that this Clause 14 has been breached and shall, on request, return to the other all of the other party’s Confidential Information which is in a physical form and destroy any other records containing Confidential Information.
[bookmark: _Toc298437684][bookmark: _Toc298437730][bookmark: _Toc298438483][bookmark: _Toc298438570][bookmark: _Ref298507717][bookmark: _Ref298512427][bookmark: _Toc298514530][bookmark: _Ref298527742][bookmark: _Ref298527743][bookmark: _Ref298528132][bookmark: _Ref298528133][bookmark: _Toc299017859][bookmark: _Toc299029067][bookmark: _Toc300562622][bookmark: _Toc301880493][bookmark: _Toc307273498]The obligations in this Clause 14 shall continue without limit in time.
0. [bookmark: _Ref482775875][bookmark: _Ref482633433][bookmark: _Ref482633380]WARRANTIES
Each party represents and warrants that:
xxxiii. it has the power and authority to enter into and perform the Contract, which constitute valid and binding obligations on it in accordance with their terms; and
xxxiv. in performing its obligations under the Contract it shall comply with all Applicable Laws
[bookmark: _Hlk525033531]The Supplier warrants and represents that the Goods and Services delivered by the Supplier shall:
xxxv. conform to the Specification and to any descriptions given in quotations, estimates and sales material;
xxxvi. be free from defects in design, materials and workmanship;
xxxvii. comply with all applicable laws, standards and good industry practice (including in relation to their manufacture, packaging and delivery);
xxxviii. be, in the case of Goods, of satisfactory quality within the meaning of the Sale of Goods Act 1979;
xxxix. be fit for any purpose specified in the Order;
xl. in the case of Services, be carried out the with all due skill and diligence and in a good and workmanlike manner, and in accordance with Good Industry Practice;
xli. in the case of Services, the Supplier’s employees and agents will have the necessary skills, professional qualifications and experience to provide the Services in accordance with the Order, including any specifications and Good Industry Practice (with the Supplier being responsible for all costs, fees, expenses and charges for training necessary or required for the Supplier’s employees and agents to provide the Services;
xlii. [bookmark: _Hlk525034421]that neither the Goods nor any Services shall infringe any third party Intellectual Property Rights;
Without limiting any other remedies to which it may be entitled, the Council may at any time after Delivery and at no cost to itself, reject any Goods or Services that do not comply with Clause 15.2 by providing notification to the Supplier. As soon as reasonably practicable but in any event within ten Business Days after receiving the notification, the Supplier shall, at the Council’s option:
xliii. repair or replace the Goods; or
xliv. provide the Council with a full refund of the Charges paid by the Council.
The provisions of this Contract shall apply to any Goods that are repaired or replaced.
0. [bookmark: _Ref482892861]INDEMNITIES
The Supplier shall indemnify the Council from and against all claims, demands, actions, awards, judgments, settlements, costs, expenses, liabilities, damages and losses (including all interest, fines, penalties, management time and legal and other professional costs and expenses) incurred by the Council, its employees, officers, agents and contractors as a result of or in connection with:
xlv. any damage to property or injury to persons resulting from the supply of Goods or provisions of Services;
xlvi. any claim by the Council or any third party resulting from the negligence of or breach by or fraud on behalf of the Supplier; or
xlvii. any claim, demand or action alleging that the provision and/or use of the Goods or Services has infringed any Intellectual Property Rights of a third party.
0. CAPS ON LIABILITY
[bookmark: _Ref482632416]Subject to Clauses 17.2 and 17.4, the liability of the Supplier under or in connection with the Contract is limited to:
xlviii. for liability arising from loss of or damage to property, £10,000,000 per occurrence; and
xlix. for all other liabilities, the higher of:
£50,000; or
100% of the total amounts paid and which would be payable under the Contract.
[bookmark: _Ref482632400]Other than in respect of death or personal injury to the extent caused by the Council or such other matters for which liability is precluded by the operation of law, the maximum extent of the Council’s liability to Supplier in respect of any and all liabilities shall be limited to the lower of:
l. The outstanding properly due invoiced amount; or
li. £10,000.
Neither party will be liable for any indirect or consequential loss.
[bookmark: _Ref482632405]The exclusions and limitation of liability set out in Clauses 17.1 and 17.2 do not apply to:
lii. liability arising from death or injury to persons;
liii. any breach of Clause 13 or Clause 14;
liv. any indemnity; or
lv. anything else which cannot be excluded or limited at law,
lvi. to which no limit applies.
0. INSURANCE
[bookmark: _Ref482633711]Without prejudice to Clause 16 the Supplier shall maintain in force at its own expense with reputable insurance companies:
lvii. employer’s liability insurance for the minimum amount of £5 million;
lviii. public and product liability insurance for the minimum amount of £5 million per occurrence and in the annual aggregate; 
lix. professional indemnity, errors or omissions or equivalent insurance for the minimum amount of £1 million per event and in the annual aggregate; and
lx. any other insurances reasonably required by Applicable Law or by the Council.
Within 14 days of a request by the Council, the Supplier shall provide evidence of the policies referred to in Clause 18.1.
The Supplier will provide all facilities, assistance and information reasonably required by the Council or its insurers for the purpose of bringing an action or claim arising out of the performance of these Conditions.
0. [bookmark: _Ref482633360][bookmark: _Ref482120156]TERM AND TERMINATION
The Contract commences on the date of the acceptance of the Order and continues until the Goods have been delivered or the Services have been completed in accordance with the Contract, on which date the Contract will terminate.
[bookmark: _Ref482633341]A Contract may be terminated immediately by notice in writing:
lxi. by either party if the other party is in material or continuing breach of any of its obligations under the Contract and fails to remedy the breach (if capable of remedy) for a period of ten working days after written notice by the other party;
lxii. by either party with immediate effect from the date of service on the other party of written notice if:
such other party becomes unable to pay its debts within the meaning of section 123 of the Insolvency Act 1986 (as amended); 
such other party ceases or threatens to cease to carry on the whole or a substantial part of its business;
any distress or execution shall be levied upon such other party’s property or assets, or any of its property is subject to the exercise of commercial rent arrears recovery;
such other party shall make or offer to make any voluntary arrangement or composition with its creditors;
any resolution to wind up such other party (other than for the purpose of a bona fide reconstruction or amalgamation without insolvency) shall be passed, any petition to wind up such other party shall be presented or an order is made for the winding up of such other party;
such other party is the subject of a notice of intention to appoint an administrator, is the subject of a notice of appointment of an administrator, is the subject of an administration application, becomes subject to an administration order, or has an administrator appointed over it;
a receiver or administrative receiver is appointed over all or any of such other party’s undertaking property or assets;
any bankruptcy petition is presented or a bankruptcy order is made against such other party; an application is made for a debt relief order, or a debt relief order is made in relation to the Council; or
such other party is dissolved or otherwise ceases to exist.
Termination shall not affect either of the parties’ accrued rights or liabilities, or the coming into force or the continuance in force of any provision which is expressly or by implication intended to come into or continue in force on or after such termination.
0. [bookmark: _Toc298438489][bookmark: _Toc298438576][bookmark: _Toc298514535][bookmark: _Ref298757076][bookmark: _Ref298778918][bookmark: _Ref298841466][bookmark: _Toc299017862][bookmark: _Toc299029070][bookmark: _Toc300562625][bookmark: _Toc301880496][bookmark: _Ref301941936][bookmark: _Ref301941937][bookmark: _Toc307273501][bookmark: _Ref479530135][bookmark: _Ref479530165]FORCE MAJEURE AND EXCLUDED EVENTS
Neither party shall be liable for any breach of the Contract, and the Council shall not be liable for any failure or delay in providing the Services, arising directly or indirectly as a result of a Force Majeure Event.
0. [bookmark: _Toc298438490][bookmark: _Toc298438577][bookmark: _Ref298507668][bookmark: _Ref298512468][bookmark: _Toc298514536][bookmark: _Ref298527954][bookmark: _Ref298527955][bookmark: _Ref298528155][bookmark: _Ref298528156][bookmark: _Ref298934002][bookmark: _Ref298937315][bookmark: _Ref299015981][bookmark: _Toc299017863][bookmark: _Toc299029071][bookmark: _Toc300562626][bookmark: _Toc301880497][bookmark: _Toc307273502][bookmark: _Toc298437691][bookmark: _Toc298437737]FRAUD, BRIBERY AND CORRUPTION
[bookmark: _Ref298427666]Each party shall notify the other immediately if it becomes aware of or has 
grounds for suspecting any fraud or Malpractice relating to the supply of Goods or Services.
Without prejudice to any other remedy it may have, if either party has reasonable grounds for believing that any of the other party’s personnel has committed a fraud or Malpractice relating to the supply of Goods or Service, that party may, in its absolute discretion:
lxiii. suspend the supply of the Goods or Services; and/or
lxiv. withhold payment of any Charges falling due.
Payment of the Charges and supply of the Goods or Services shall be resumed if it is established that the other party’s personnel were not responsible for any fraud or Malpractice.
0. WHISTLEBLOWING POLICY
The Supplier shall have, and keep operational, a suitable and effective Public Interest Disclosure Act 1998 (Whistleblowing) Policy which will include procedures under which Supplier Personnel can raise, in confidence, any serious concerns that they may have and do not feel that they can raise in any other way. These will include but will not be limited to situations listed below when Supplier Personnel believe that:
a criminal offence has been committed, and/or
someone has failed to comply with a legal obligation, and/or
a miscarriage of justice has occurred, and/or
the health and safety of an individual is being endangered, and/or
there are or may be financial irregularities, and/or
there may be a Safeguarding concern.
The Supplier will make its Whistleblowing Policy available to the Council for inspection upon request.
0. GENERAL
The Supplier shall not, without the prior written consent of the Council assign, transfer, grant any security interest over or hold on trust any of its rights or obligations under these Conditions or under the Contract or any interest in them.
The Supplier may not subcontract any of its rights or obligations (or both) under these Conditions or under the Contract without the prior written consent of the Council. The Supplier shall remain responsible for all obligations that are performed by the Supplier Personnel as if they were acts or omissions of the Supplier.
Nothing in these Conditions or the Contract is intended to or shall operate to create a partnership or joint venture or other business arrangement of any kind between the parties. No party shall have the authority to bind the other party or to contract in the name of, or create a liability against, the other party in any way or for any purpose.
Council Materials shall not be used by the Supplier or Supplier Personnel for any purpose whatsoever other than for the performance of the Contract and are to be returned carriage paid, carefully packed. All Council Materials whilst in the Supplier’s possession are at Supplier’s risk and must be insured by it against loss or damage.
Any waiver by the Council of any breach by the Supplier shall not constitute a waiver of any subsequent breach.
Any failure of delay by the Council in either enforcing or partially enforcing any provision of this Contract is not a waiver of any of its rights under this Contract.
The parties do not intend any third party to have the right to enforce any provision of these Conditions or of any Contract under the Contracts (Rights of Third Parties) Act 1999 or otherwise.
If any provision of this Contract (or part of any provision) is or becomes illegal, invalid or unenforceable, the legality, validity and enforceability of any other provision of this Contract shall not be affected
The rights and remedies expressly conferred by these Conditions or by any Contract are cumulative and additional to any other rights or remedies a party may have.
[bookmark: _Ref463965091]Communications under the Contract shall be in writing and delivered by hand, sent by recorded delivery post or by email to the relevant party at its address or email address (as applicable). Without evidence of earlier receipt, communications are deemed received: if delivered by hand, at the time of delivery; if sent by recorded delivery, at 9.00 am on the second Business Day after posting; if sent by email, at the earlier of (i) the time the recipient acknowledges receipt and (ii) 24 hours after transmission, unless the sender receives notification that the email has not been successfully delivered, and provided that a copy is also sent by pre-paid post. In the case of post it shall be sufficient to prove that the communication was properly addressed and posted or transmitted.
If any dispute arises under or in connection with this Contract, the parties agree to enter into mediation to endeavour to settle such a dispute. The commencement of a mediation will not prevent the parties commencing or continuing court proceedings in the English courts, in accordance with Clause 23.12 below.
[bookmark: _Ref488923053]The Contract and any non-contractual obligations arising in connection with it is governed by and construed in accordance with English law, and the English courts have exclusive jurisdiction to determine any dispute arising in connection with them, including disputes relating to any non-contractual obligations.

ANNEX 1 
Schedule of Processing, Personal Data and Data Subjects
Guidance for Completion
1. If processing Personal Data, complete Annex 1 in full, otherwise please write N/A.
	Description
	Details

	Subject matter of the Processing

	[This should be a high level, short description of what the processing is about i.e. its subject matter]
OR  [“Not Applicable”]

	Duration of the Processing

	[Clearly set out the duration of the processing including dates]
OR [“Not Applicable”]

	Nature and purposes of the Processing
	[Please be as specific as possible, but make sure that you cover all intended purposes. The nature of the processing means any operation such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of data (whether or not by automated means) etc. The purpose might include: employment processing, statutory obligation, recruitment assessment etc.] 
OR [“Not Applicable”]

	Type of Personal Data
	[Examples here include: name, address, date of birth, NI number, telephone number, pay, images, biometric data etc.] 
OR [“Not Applicable”]

	Categories of Data Subject
	[Examples include: Staff (including volunteers, agents, and temporary workers), customers/ clients, suppliers, patients, students / pupils, members of the public, users of a particular website etc.] 
OR [“Not Applicable”]

	Data Retention

	[Describe how long the data will be retained for and how it be returned or destroyed or to what extent any exemption to the same applies (under UK GDPR or otherwise).] 
OR [“Not Applicable”]
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THE EDUCATION

PECGILE

Introduction
The Education People runs a digital platform on behalf of Kent County Council as their commissioned
provider.

Young people, parents and carers and professionals use the digital platform to support post-16 transition.
From September 2020, it includes all education and training provision for 16 to 18 year olds and is creating a
level playing field for the presentation of post-16 education and training opportunities with a single point of
access for information.

It is essential that all training provision suitable for 16 to 18 year olds is advertised on the digital platform. This
will benefit young people for whom this type of provision is appropriate and the providers who are seeking to
recruit.

Provider Requirements

In order for a provider to access this free service and present their post-16 offer on the digital platform, the
requirements set out below must be met. By using the digital platform you’re accepting these terms and
conditions.

e There must be a nominated contact for the organisation for maintaining their provider profile and
course entries and that this nominated contact completes requests from The Education People within
10 working days.

o There must be a nominated contact from the organisation that is responsible for authorising new
users and maintaining their user details for the platform.

e Providers must be signatories to the Kent and Medway Information Sharing Agreement (K&MISA) and
completed the KMIP Record Sharing — Repeat Sharing. The Education People will help facilitate this
process through Kent County Council.

e Providers must securely send The Education People tracking data for 16 to 18 year olds, in line with
Section 72 of Education and Skills Act 2008
(https://www.legislation.gov.uk/ukpga/2008/25/section/72) which places a duty on education
institutions to provide information to local authorities for them to delivery their duties under Section 68.
The Education People are the contracted provider of this service, working on behalf of Kent County
Council.

o Enrolment data for 16 to 18 year olds, within five working days of a start date;
o Information on learners who have left their provision within five working days; and
o If known, learner’'s onward destination.

e Providers must ensure that their provider profile is complete and accurate at all times.

¢ Providers must ensure that their all eligible provision is advertised, with courses and opportunities that
are complete, accurate, current and available. Provision that is not available should not be visible.

e Providers may only use relevant keywords. Location keywords should be used, but it must be
reasonable travel distance for young people to access the course. If a provider has any queries
relating to travel distance, contact The Education People for advice.

The Education People
The Education People has the right to remove any provider and courses, without notice or explanation.

The Education People will:

provide a named contact who will respond to enquiries within five working days.

consult with training providers about future development of the digital platform.

report on how the digital platform is being used.

allow providers to advertise their open events on the digital platform.

provide access to their resources (for example, webinars, training material, the NEET Support team,
post-16 transition material).



https://www.legislation.gov.uk/ukpga/2008/25/section/72
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K-MIP RECORD OF SHARING – REPEAT SHARING

V2: 2019



WHO?

		Names of our organisation(s): 

		The Education People, Skills and Employability Service, working on behalf of Kent County Council.



		

		



		

		







☐ 	We have checked for any conflicts of interest and carried out a risk assessment if required



WHAT?

		Description of personal information we shared:

		Enrolment data -Name of student, address, phone number, date of birth, course studied, level of course, date course due to end



		

		Early leaver data – Name of student, address, phone number, date of birth, date left course and onward destination if known.



		

		







☐ 	We will pseudonymise some/all of the personal information that we share



WHEN?

		Date sharing began:

		Click or tap to enter a date.

		How long our sharing will continue:

		Sharing of data will continue while the organisation recruits young people academic aged 16 and 17 or up until the age of 25 if the young person has an learning difficulty to their education/training provision.



		How often we will share personal information:

		Date will be shared each time a course starts or when a learner joins a roll on roll off course and when a students leaves a course before the agreed end date.



		We will review this Record:

		Click or tap to enter a date.





WHY?

1. Purposes:

		Our purposes for sharing the personal information were (list all purposes):

		The collection of enrolment data, leaver data and destination data from training providers is required to support the LA’s statutory duty to

a. track all young people academic age year 16 and 17 and those up to age 25 with a learning difficulty and 

b. identify young people who are not participating. 





		

		The data is shared with the DfE in accordance with their NCCIS management information requirement. 





		

		Those identified as not participating through this process are then offered support to reengage in education or training by The Education People’s NEET support Service.



		

		












2. Our lawful basis for sharing the personal information was (tick all applicable):

☐ 	The sharing is necessary because we are carrying out a specific task in the public interest;

☐ 	The sharing is necessary because we are exercising our own official authority;

☒ 	The sharing is necessary in order for us to comply with a legal obligation to which we are subject; 

☐ 	The sharing is necessary to protect the vital interests of the individual(s) or another living person (this means to protect the life or physical integrity of an individual); 

☐ 	The individual(s) freely consented to the sharing of their personal information;  

☐ 	The sharing is necessary for legitimate interests: 

		The legitimate interests were:





		Section 72 of ESA 2008 places a duty on educational institutions to provide information to local authority services in order for them to deliver their duties under section 68. Sections 76 and 77 provide additional data sharing powers to support local authorities to deliver their duties under section 68.





		The potential impacts on the individual(s) of sharing the personal data were: 



		By sharing this data, The Education People working on behalf of KCC will be able to:

· fulfil their statutory duty to track young people;

· identify young people who are at risk of becoming NEET or who are NEET and need support and 

· inform the planning of provision and support services for young people.



		We decided sharing the personal information was proportionate because:

		It provided the minimum amount of data to enable young people to be contacted in order to fulfil the statutory duty to track young people and then if necessary support them back in  to education or training. 







3. Our further lawful basis for sharing any special category personal information was:

☐ 	the sharing is necessary for the purposes of carrying out our obligations and exercising specific rights in the field of employment and social security and social protection law; 

☐ 	the sharing is necessary for health or social care purposes; 

☐ 	the sharing is necessary for reasons of public interest in the area of public health, and is carried out under the responsibility of a health professional or another person who owes the individual a duty of confidentiality; 

☐ 	the sharing is necessary for archiving purposes, scientific or historical research purposes or statistical purposes and is in the public interest;

☐ 	the sharing is necessary for the exercise of a function conferred on us by an enactment; 

☐ 	the sharing relates to personal information which are manifestly made public by the individual; 

☐ 	the sharing is necessary for the establishment, exercise or defence of legal claims; 

☐ 	the sharing is necessary for reasons of substantial public interest , and we have an appropriate policy document in place (i.e. a policy document that is reviewed regularly and explains how we will comply with the data protection principles and our policies for retention and erasure of personal information), and one of the following conditions applies: 

☐ 	the sharing is necessary for the exercise of a function conferred by an enactment; 

☐ 	the sharing is necessary for the administration of justice;

☐ 	the sharing is necessary for equal treatment monitoring; 

☐ 	the sharing is necessary to prevent or detect unlawful acts, including an unlawful failure to act;

☐ 	the sharing is necessary to protect the public against dishonesty, malpractice or other serious improper conduct; 

☐ 	the sharing is necessary to prevent fraud; 

☐ 	the sharing is necessary for certain disclosures made under the Terrorism Act 2000 and the Proceeds of Crime Act 2002; 

☐ 	the sharing is necessary for the provision of confidential counselling, advice or support services.



4. Our lawful basis for sharing any personal information concerning criminal convictions and/or offences was:

☐ 	the sharing is necessary to protect the vital interests of an individual (this means to protect the life or physical integrity of an individual);

☐ 	the sharing is necessary for (i) any legal proceedings; (ii) obtaining legal advice; or (iii) establishing, exercising or defending legal rights;

☐ 	the sharing is necessary for reasons of substantial public interest, and we have an appropriate policy document in place, and one of the conditions below applies:

☐ 	the sharing is necessary for the exercise of a function conferred by an enactment;

☐ 	the sharing is necessary for the administration of justice; 

☐ 	the sharing is necessary for preventing or detecting unlawful acts; 

☐ 	the sharing is necessary for equal treatment monitoring;

☐ 	the sharing is necessary to prevent or detect unlawful acts, including an unlawful failure to act; 

☐ 	the sharing is necessary to protect the public against dishonesty; or malpractice or other serious improper conduct; 

☐ 	the sharing is necessary to prevent fraud; 

☐ 	the sharing is necessary for certain disclosures made under the Terrorism Act 2000 and the Proceeds of Crime Act 2002; 

☐ 	the sharing is necessary for the provision of confidential counselling, advice or support services.



5. Our sharing was carried out under an exemption:

☐ 	the sharing was necessary for the purposes of preventing or detecting crime, the apprehension or prosecution of offenders or the assessment of tax or duty;

☐ 	the sharing was necessary for the purposes of maintaining effective immigration control, or the investigation or detection of activities that would undermine the maintenance of effective immigration control;

☐ 	the sharing was required by an enactment, rule of law or court/tribunal order;

☐ 	the sharing was necessary for the purposes of actual or prospective legal proceedings, or obtaining of legal advice or establishing, exercising or defending legal rights;

☐ 	the sharing was necessary for discharging our functions protecting the public in relation to financial loss, harm by persons authorised to carry on any profession or other activity;

☐ the sharing was necessary for discharging our functions protecting charities and community interest companies and their property from mishandling;

☐ the sharing was necessary for discharging our functions protecting the public from maladministration and failures by a public body;

☐ the sharing was necessary for discharging our functions regulating anti-competitive behaviour;

☐ 	the sharing was necessary because we are discharging specific regulatory functions relating to legal services, the health service and children’s services (but are not related to our own complaints handling functions).
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KENT & MEDWAY INFORMATION SHARING AGREEMENT

Sharing of information is crucial to the successful delivery of local services. This Information
Sharing Agreement provides a framework to enable a number of organisations and public
bodies across Kent and Medway to share personal information.

This Agreement provides for openness and transparency in information sharing, as well as
appropriate governance and support, in order to assist signatory organisations and public
bodies to share personal information lawfully, safely and securely.

This Agreement reflects the requirements of the UK GDPR (derived from the General Data
Protection Regulation (EU) 2016/679)) and the UK Data Protection Act 2018 (DPA 2018). The
UK GDPR aims to refocus data protection to remind us that it is people who are at the heart
of the process; people whose personal information matters to them. It therefore gives people
rights in relation to their information, and also requires organisations and public bodies to
operate in a fair, lawful and transparent manner when they, for example, obtain and collect;
use, share and publish; store, archive and delete people’s personal information.

But the UK GDPR also specifically recognises that “data protection” should not be an excuse
to prevent proper sharing of personal data. It reminds us that we can (and sometimes we have
a legal obligation to) share personal information. Information sharing can be vital, for example
in emergency situations. We are enabled to share such information, and protected by the law
when we do, so long as:

e we have proper reasons to share and use personal information, and we share only the
information relevant to and adequate for those purposes;

¢ we tell individuals why and how we will share their information, including identifying for
them (and for ourselves) the lawful basis for sharing the information;

e we ensure that the personal information is factually accurate;

e we store personal information for the minimum time necessary for the purposes for which
the information was obtained;

e we take practical steps to prevent loss of or damage to the personal information; and

e we adopt good governance and record keeping procedures concerning our use of
personal information.

This Agreement addresses each of those bullet points below. It enables its signatory
organisations and signatory public bodies to comply with the requirements of the UK GDPR
and the DPA 2018.

Signatory organisations to the Agreement automatically become members of the Kent &
Medway Information Partnership (K-MIP). More information is available on Kent Connects,
which operates as the K-MIP web portal. K-MIP will hold quarterly meetings and will review
this Agreement annually.
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Version Control

Document filename:

Programme K-MIP Project UK GDPR

Version issue date 19/01/2021 Version 6
Amendment: UK ditto ditto
GDPR

Data Protection Officers

All public authorities (i.e. bodies subject to the Freedom of Information Act 2000 or specified
by the Secretary of State in regulations) are required to appoint a Data Protection Officer
(“DPO”). DPOs perform an independent role, governed by the UK GDPR, overseeing,
facilitating and promoting data protection within their organisations. It is also good practice for
non-public authorities who carry out public tasks to appoint a DPO.

Some other bodies are also required to appoint a DPO:

(&) where the key operations of the organisation involve regular tracking and profiling of
individuals via large volumes of personal information or via personal information held
for a long time or covering a large geographical area (for example, tracking individuals’
movements through the GPS in their vehicles);

(b) where the key operations of the organisation involve processing of large volumes of
special category personal information (for example, processing of health data by a
hospital) or information concerning criminal convictions and offences.

IG Contacts and SIROs

Not all organisations will have a DPO. But all organisations will have an individual who is
tasked with responsibility for information governance or for protecting personal information or
strengthening information assurance. These individuals are often called Information
Governance contacts or Senior Information Risk Owners (SIROSs).

A list of the DPOs, IG contacts or SIROs of signatories to this Agreement can be found here,
on the K-MIP portal.
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1. Information to be shared

e We recognise that this Agreement concerns “personal information”. That means any
information relating to an identified or identifiable living individual.

e We recognise that information relating to “legal persons”, such as companies or
corporate entities, is excluded from the definition of personal information (but of
course the information of all their living employees is “personal information”). The
information of people who have passed away is not “personal information”, but we
may still need to treat it confidentially (for example, as a result of the Code of Practice
for the NHS).

e We accept that “personal information” is broadly defined:

0 An individual may be identifiable directly or indirectly;

o In particular, an individual may be identifiable by reference to an identifier such
as a name, an identification number, location data, an online identifier or to one
or more factors specific to the physical, physiological, genetic, mental,
economic, cultural or social identity of that living individual;

0 Such information can include photographs and other recorded images, CCTV
and voice recordings;

o Information which is also in the public domain (for example, information on
social media or otherwise published online or in physical form) remains
“personal information” if it identifies a living individual;

0 Expressions of opinion about individuals are their personal information, as is
the factual basis for the opinion.

e Sometimes we will share special category personal information, which is defined
as only the following types of information:

the racial or ethnic origin of the individual,

his/her political opinions,

his/her religious or philosophical beliefs,

his/her health,

his/her sex life and sexual orientation

whether he/she is a member of a trade union,

the processing of genetic data,

the processing of biometric data in order to uniquely identify a person
(“biometric data” is information relating to individuals’ physical or behavioural
characteristics which allow unique identification of that individual, such as
fingerprint recognition, voice recognition, facial recognition or walking pattern
recognition).

O O0OO0OO0OO0OO0OO0OOo

¢ We recognise that personal information concerning criminal convictions and offences
is not special category personal data, but is a very sensitive type of personal
information which can only be shared in narrow circumstances.

¢ We will share the personal information of our service users, where it is fair and lawful
to do so and where that sharing takes place in a transparent manner. These elements

1
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— fairness, lawfulness and transparency — are reflected in our privacy notices (or fair
processing notices or data protection notices) and our privacy policies or data
protection policies.

e Pseudonymisation: Sometimes we will be able to “pseudonymise” the information
we share. Pseudonymisation substitutes the identity of the individual in such a way
that additional information is required to re-identify that individual.

0 Pseudonymisation is not anonymisation. Anonymisation irreversibly destroys
any way of identifying the individual, usually by scrubbing all identifying
information held by an organisation.

o0 Instead, pseudonymisation means “key coding” the information or masking the
identities of individuals, for example by using random characters instead of
names. The organisation then holds the pseudonymised information
completely separately from the information that identifies the individual.

0 Pseudonymisation limits the ability of a recipient to attribute the information to
a specific living individual.

0 We recognise that pseudonymised information remains personal information,
and so sharing it must be fair, lawful and transparent. But the pseudonymisation
means we can use that information for more purposes and can keep it for
longer than non-pseudonymised information.

0 We acknowledge that it is good practice to consider whether personal
information can be pseudonymised before it is shared and to take every
opportunity to pseudonymise where possible.

NB: Any regular sharing must have a context specific information sharing agreement
in place or the sharing recorded using the one off or repeat sharing forms (as
applicable). This overarching Agreement must not to be relied on for specific/regular
shares.

2. Purposes for sharing personal information

e We recognise that there is a wide array of purposes for which we could share
personal information. However, whenever we share personal information, we have to
have a specified, explicit and legitimate purpose for that sharing. This means that
the reason(s) for each instance of sharing of personal information will be set out,
clearly and understandably, in our privacy notices (or fair processing notices or data
protection notices), so that individuals will appreciate why their personal information
may be shared.

e We recognise that:

0 The organisation or public body providing/disclosing the personal information
must have a specified, explicit and legitimate purpose for each instance of
providing or disclosing the information;

0 The organisation or public body receiving/collecting the personal information
must have a specified, explicit and legitimate purpose for each instance of
receiving or collecting the information.
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e Our purposes for sharing personal data will be specified and made explicit in our
privacy policies or data protection policies and our privacy notices (or fair processing
notices or data protection notices), which will be provided to the individuals whose
personal data is shared (see section 5 below).

e We recognise that it is important for us to agree the types of purposes for which it is
legitimate for us to share personal information. We may share information for the
following legitimate purposes:

0 To provide direct health or social care to individuals, including mental
healthcare;

To maximise individuals’ access to benefits;

To support individuals in, or into, employment;

To assist individuals with housing and enforce housing standards;

To support individuals who are homeless and help prevent homelessnes;

For reasons of environmental protection;

To help individuals who have been identified as at risk, or who may be so
identified;

To address fuel poverty and water poverty;

To provide counselling services;

To safeguard vulnerable adults;

To support vulnerable families;

To safeguard children and young people;

To support or improve educational provision;

To detect, prevent or provide assistance in cases of domestic abuse;

To enforce professional standards;

To support the Prevent Strategy;

To aid with the detection or prevention of crime;

To support Liaison and Diversion Schemes;

For reasons related to the detection and prevention of terrorism;

To aid with the detection and prevention of non-criminal acts that are
nevertheless unlawful;

To address anti-social behaviour;

To support release from custodial settings;

To improve the efficiency of service provision;

To improve operational efficiency;

For reasons of public safety and emergency planning;

To assist emergency responders;

For research purposes;

To calculate and levy tax and to investigate matters relating to tax;

To combat fraud;

For purposes of immigration control;

For purposes related to inquests or investigations by Coroners;

To facilitate reimbursement of costs or to apply charges for services;

To support or promote democratic engagement (i.e. the range of activities
inside and outside the election periods).

©O 0O O0O0O0Oo

O 0O O0OO0OO0OO0OO0OOOOOODO

O 0O O0OO0OO0OO0OO0OO0OO0OO0OOoOOoOOo

e We recognise that the type and extent of personal information which it is fair and
lawful to share will be different for each of the purposes set out above.
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e We will never use any personal information shared with us for a purpose that conflicts
with or is not compatible with the purpose(s) for which it was shared.

3. Fair sharing

e We recognise that all our handling of personal information, including sharing that
information, must be fair. Fairness is at the core of our obligations to individuals.

e We will ensure that, whenever we share personal information, we will do so fairly.
This means:

o We will never deceive individuals as to how we will use their information, and
in particular will never deceive them about whether, how or with whom their
information may be shared.

o We will ensure that individuals have realistic expectations about how we will
use and share their information. We will set these expectations by being
transparent about how we use and share information (more in section 5 below).

o We will always consider the impact on the individual of sharing their information
and whether that impact is justified by the reason we have to share the
information.

o We will take care when we share opinions about individuals and will make sure
there is a proper evidential basis for the opinions. If sharing the opinion would
have a potentially detrimental effect on the individual, then we will only share
that opinion where the reason for sharing outweighs any detriment that the
individual will suffer.

4.  Lawful bases for sharing

e We recognise that we are required to identify a lawful basis for each instance of
sharing personal information.

o0 We only need to identify one of the lawful bases set out below to justify the
sharing of personal information, but we can rely on more than one basis.

o We will record in our Record of Sharing (see section 9 below) the lawful base(s)
on which we are sharing information and justify our reliance on it/them.

¢ In many instances, the lawful basis will be that the sharing of the personal data is
required for the performance of a public task. This takes two forms:

0 The sharing necessary because we are carrying out a specific task in the
public interest (e.g. providing family support services), where the task is laid
down by the law (i.e. the overall task is contained in a statute, regulation,
statutory guidance or laid down by case law); or

0 The sharing is necessary because we are exercising our own official
authority (e.g. fulfilling our duties, carrying out our functions or exercising our
powers), where that authority is laid down by the law (i.e. the overall authority
is contained in a statute, regulation, statutory guidance or laid down by case
law).
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e We accept that, in order to rely on the public task lawful basis, the sharing must be
strictly required in order for us to perform the relevant public task. This means that if
a less privacy invasive course than sharing personal information is available then we
should adopt the less invasive course.

¢ We can share personal information where that is necessary in order for us to comply
with a legal obligation to which we are subject.

o This does not mean that there must be a legal obligation specifically requiring
the sharing, but our overall purpose must be to comply with a legal obligation.

o We recognise that, to rely on this basis, we must be bound by the legal
obligation. It is not enough to have a legal power. If we have discretion about
whether to share the personal information, we must consider whether we can
rely on the public task basis.

o0 Contractual obligations do not qualify as a legal obligation for these purposes.

e We can share personal information where it is necessary in emergency situations or
where the vital interests of the individual or another living person need to be
protected.

o “Vital interests” include protecting the life of a person, or protecting their bodily
integrity. This is limited in scope and applies, for example, to life or death
situations, or to contending with infectious diseases or humanitarian
emergencies.

e We can share personal information where that sharing is necessary for the
performance of a contract with the relevant individual(s) or to take steps at the
request of the individual(s) before entering into a contract.

¢ In some limited circumstances, we can share personal information for legitimate
interests, which means we are happy to take full responsibility for justifying the
sharing because we are confident that we are protecting the interests of the
individual(s) or we are acting in our own specific and compelling interests or in the
specific and compelling interests of a third party.

0 We recognise that to rely on this basis, we have to consider the potential impact
on the individual(s) of sharing the personal data. This includes social or
economic disadvantage; risk of physical or financial damage; inability of the
individual(s) to exercise their rights (including data protection rights).
Importantly, we recognise that the interests of the individual(s) could override
the interests we are trying to protect, which means we cannot rely on this as a
basis for sharing the information. This could happen, in particular, if the
personal information is being shared in ways the individual(s) do not reasonably
expect, unless there is a compelling reason which justifies the sharing.

o0 We must make sure we give particular weight to protecting children’s personal
information.

o Ifthere is another less intrusive way to achieve the same result, then we cannot
rely on this basis.
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o If we are not public authorities, then we can rely on this basis so long as the
elements above are complied with.

o If we are public authorities, then we cannot rely on this basis for any sharing of
personal information which is part of the performance of our public tasks.
However, we can consider this basis where the sharing of personal information
is happening as a result of other legitimate purposes outside of our public tasks.
It is generally preferable for public authorities to avoid this basis, so the
circumstances where we can rely on it to share personal information will be
very limited.

¢ Consent: we recognise that there are many myths around the need for the individual
to consent to the sharing of their personal information. The UK GDPR and the DPA
2018 have changed the requirements concerning consent. This means that:

o We will not seek an individual's consent to share their personal information
where it is not possible for that consent to be withheld or withdrawn —i.e. where
we would rely on one of the other lawful bases to share the information even if
the individual withheld their consent or withdrew it. We must not trick individuals
into thinking that they can refuse to consent to the sharing of their personal
data when that is not correct.

o We will not seek an individual’s consent to share their personal information
where there is a power imbalance between us and the individual, for example
where the individual is vulnerable or is reliant on us for the provision of services.

o We will therefore only rarely use consent as a lawful basis for sharing personal
information, and will only use it where we want to give individuals the ongoing
power to decide whether their information is shared or not.

¢ When we are sharing special category personal data, we recognise we have to
identify both a lawful basis from one of those set out above, and a further condition
from the list below on which we can rely to justify the sharing:

o0 the sharing is necessary for the purposes of carrying out our obligations and
exercising specific rights in the field of employment and social security and
social protection law; or

0 the sharing is necessary for health or social care purposes;or

o0 the sharing is necessary for reasons of public interest in the area of public
health, and is carried out under the responsibility of a health professional or
another person who owes the individual a duty of confidentiality; or

o0 the sharing is necessary for archiving purposes, scientific or historical research
purposes or statistical purposes and is in the public interest; or

o0 the sharing is necessary for the exercise of a function conferred on us by an
enactment; or

0 the sharing relates to personal information which are manifestly made public
by the individual; or

o0 the sharing is necessary for the establishment, exercise or defence of legal
claims; or

0 the sharing is necessary for reasons of substantial public interest , and we have
an appropriate policy document in place (i.e. a policy document that is reviewed
regularly and explains how we will comply with the data protection principles
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and our policies for retention and erasure of personal information), and one of
the following conditions applies:

= the sharing is necessary for the exercise of a function conferred by an
enactment; or

= the sharing is necessary for the administration of justice; or

= the sharing is necessary for equal treatment monitoring; or

= the sharing is necessary to prevent or detect unlawful acts, including an
unlawful failure to act; or

= the sharing is necessary to protect the public against dishonesty,
malpractice or other serious improper conduct; or

= the sharing is necessary to prevent fraud; or

= the sharing is necessary for certain disclosures made under the Terrorism
Act 2000 and the Proceeds of Crime Act 2002; or

= the sharing is necessary for the provision of confidential counselling,
advice or support services.

¢ In limited situations, we can share special category personal information where the
individual has given their explicit consent to the sharing. This will not often be a proper
basis for sharing special category personal information, but may apply, for example,
where an individual consents to the use of their detailed health information, non-
pseudonymised, for research purposes.

e We accept that we cannot share personal information concerning criminal
convictions and offences unless we can rely on one of the following bases:

o0 the sharing is necessary to protect the vital interests of an individual (as above,
this means to protect the life or physical integrity of an individual); or

o0 the sharing is necessary for (i) any legal proceedings; (ii) obtaining legal advice;
or (iii) establishing, exercising or defending legal rights; or

o0 the sharing is necessary for reasons of substantial public interest, and we have
an appropriate policy document in place, and one of the conditions below
applies:

= the sharing is necessary for the exercise of a function conferred by an
enactment; or

= the sharing is necessary for the administration of justice; or

= the sharing is necessary for preventing or detecting unlawful acts; or

= the sharing is necessary for equal treatment monitoring; or

» the sharing is necessary to prevent or detect unlawful acts, including
an unlawful failure to act; or

= the sharing is necessary to protect the public against dishonesty; or
malpractice or other serious improper conduct; or

= the sharing is necessary to prevent fraud; or

= the sharing is necessary for certain disclosures made under the
Terrorism Act 2000 and the Proceeds of Crime Act 2002; or

= the sharing is necessary for the provision of confidential counselling,
advice or support services.
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0 We recognise that an “appropriate policy document” will explain how we will
comply with the data protection principles; will explain our policies for retention
and erasure of personal information and that the policy documents will be
reviewed regularly.

5. Privacy Notices - Transparency of sharing personal information

e We recognise that being transparent about how we use and share personal
information is key to engendering trust in the processes which affect individuals.

e We will therefore ensure that we tell individuals about how their information will be
shared by providing those individuals with clear, concise and easily understandable
privacy notices (or fair processing notices or data protection notices).

0 Where we are sharing personal information of individuals who are vulnerable,
including people with disabilities or people who have difficulties accessing
information, we will ensure that our privacy notices (or fair processing notices
or data protection notices) are written and provided in a way that is accessible
to and understandable by those individuals.

0 Where we are sharing personal information of children, we will ensure that our
privacy notices (or fair processing notices or data protection notices) are written
in child friendly language.

e We acknowledge how important it is for the proper operation of this Agreement that
our privacy notices (or fair processing notices or data protection notices) are robust,
and so will ensure that they all comply with the Information Commissioner’s Privacy
Notices Code of Practice.

o We will ensure that our privacy notices (or fair processing notices or data protection
notices) are explicit about how and why personal information will be shared with
signatories under this Agreement.

6. Individuals requesting information

e We will treat any request for a requester's own information as a Subject Access
Request.

o We will usually respond to Subject Access Requests under our own processes,
which we will ensure comply with the Information Commissioner's Subject
Access Code of Practice.

0 We recognise that in some narrow situations, the signatories to this Agreement
will be “joint controllers” —i.e. they will decide together all the purposes for using
the personal information that they share, and they will decide together the
broad ways in which that personal information will be used. Where we are joint
controllers, we will ensure that we have an arrangement that clearly delineates
our respective responsibilities, including who will handle and respond to
Subject Access Requests.

e Any information held by a public authority (as designated under the Freedom of
Information Act 2000, “FOIA”) may fall within a FOIA request. Organisations who are

8
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not FOIA public authorities recognise that information shared under this Agreement
may have to be disclosed under FOIA.

7. Rights of the people whose personal information we share

e We acknowledge that we will need to work together to ensure that the individuals
whose information we share can exercise their data protection rights.

e Right of subject access: this is addressed in section 6 above.

e Right to rectification: An individual has a right to ask us to correct inaccurate
personal information about them, or complete that information if it is incomplete.
Personal information is inaccurate if it is incorrect or misleading as to any matter of
fact. If we decide that we must correct any inaccurate information, or complete any
incomplete information, then we have to take further steps if we have shared the
inaccurate or incomplete information under this Agreement.

o0 We must contact each recipient of the inaccurate or incomplete information and
inform them of the correction or completion we have made, unless this proves
impossible or involves disproportionate effort.

= “Impossible” is an all or nothing situation, and we must be able to
demonstrate the factors that actually prevent us from informing each
recipient.

= “Disproportionate effort” is not the same as “inconvenience”. The more
serious the potential impact on the individual arising from the future use
by the recipients of the inaccurate or incomplete information, the less
likely that our efforts to contact recipients will be “disproportionate”.

o If the individual asks us, we must also tell that individual who the inaccurate or
incomplete information was shared with.

¢ Right to erasure: An individual has a right to ask us to erase personal information
about them if certain limited circumstances apply. If we decide that we must erase any
personal information pursuant to a request from an individual, then we have to take
further steps if we have shared that information under this Agreement.

0 We must contact each recipient of the information and inform them of the
erasure, unless this proves impossible or involves disproportionate effort.

= “Impossible” is an all or nothing situation, and we must be able to
demonstrate the factors that actually prevent us from informing each
recipient.

= “Disproportionate effort” is not the same as “inconvenience”. The more
serious the potential impact on the individual arising from the future use
by the recipients of the information that we have erased, the less likely
that our efforts to contact recipients will be “disproportionate”.
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e Right to restriction: An individual has a right to ask us to restrict or suppress their
personal information if certain limited circumstances apply. If we decide that we must
restrict or suppress any personal information, then we have to take further steps if we
have shared that information under this Agreement.

0 We must contact each recipient of the information we have restricted or
suppressed and inform them of the restriction or suppression, unless this
proves impossible or involves disproportionate effort.

» “Impossible” is an all or nothing situation, and we must be able to
demonstrate the factors that actually prevent us from informing each
recipient.

= “Disproportionate effort” is not the same as “inconvenience”. The more
serious the potential impact on the individual arising from the future use
by the recipients of the information we have restricted or suppressed,
the less likely that our efforts to contact recipients will be
“disproportionate”.

o If the individual asks us, we must also tell that individual who the restricted or
suppressed information was shared with.

e Other rights: We acknowledge that there are other rights of individuals: the right to
object to processing of their personal information; the right to withdraw any consent
at any time; the right of data portability; the right not to be subject to a decision based
solely on automated profiling. We will ensure that we have processes in place to allow
individuals to exercise these rights.

8. Exemptions

e We recognise that the DPA 2018 sets out a number of exemptions, which allow us to
share information without needing to comply with all the rights and obligations under
the DPA 2018.

e We acknowledge that these exemptions must be narrowly construed, so that only the
minimum sharing necessary is permitted.

e The exemptions are:

0 the sharing is necessary for the purposes of preventing or detecting crime, the
apprehension or prosecution of offenders or the assessment of tax or duty;

0 the sharing is necessary for the purposes of maintaining effective immigration
control, or the investigation or detection of activities that would undermine the
maintenance of effective immigration control;

o the sharing is required by an enactment, rule of law or court/tribunal order;

o0 the sharing is necessary for the purposes of actual or prospective legal
proceedings, or obtaining of legal advice or establishing, exercising or
defending legal rights;
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o0 the sharing is necessary for discharging our functions protecting the public in
relation to financial loss, harm by persons authorised to carry on any profession
or other activity;

0 the sharing is necessary for discharging our functions protecting charities and
community interest companies and their property from mishandling;

o0 the sharing is necessary for discharging our functions protecting the public from
maladministration and failures by a public body;

o the sharing is necessary for discharging our functions regulating anti-
competitive behaviour;

o0 the sharing is necessary because we are discharging specific regulatory
functions relating to legal services, the health service and children’s services
(but are not related to our own complaints handling functions).

o If we are relying on any exemption(s) in order to share information, we must identify
which exemption(s) and justify our reliance on them. We will do this on the Record of
Sharing (see section 9 below). If we are proactively sharing information e.g. in CSU
briefings or MARAC meetings, we will use the K-MIP Repeat Sharing Record,
otherwise, we will complete the relevant form* where we request/share information,
applying an exemption(s) and will identify the potential impacts of not sharing the
information.

e If we are unsure whether an exemption applies allowing us to share personal
information, then we will escalate the matter by asking for advice from our DPO or
from a senior officer within our organisation who has expertise in data protection.

9. K-MIP Record of Sharing

o We will ensure that we have a record of all information shared under this Agreement.
As appropriate, we will complete a K-MIP One-Off Sharing Record or a K-MIP Repeat
Sharing Record or the relevant form? in reliance on an exemption(s). We recognise
the importance of keeping such records up to date.

e If we are sharing personal information under this Agreement in reliance on the public
service delivery, debt or fraud powers in the Digital Economy Act 2017, then we will
develop and agree a business case with the other organisations with whom we will
be sharing information, in line with the Information Sharing Code of Practice: Public
Service Delivery, Debt and Fraud.

10. Sharing and keeping personal information securely

e We will each compile an Information Asset Register, which identifies as a minimum:
o the information that we hold,
o where itis held and who is responsible for the information,
o how much information is held and whether any of it is personal information or
special category personal information,
o who has access to the information,

1 For Police requests — use Form 3560 v1 and for local authority and other organisation requests, use Request for Personal
Information Template 3 June 2020
2 Supra
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o0 who is responsible for the information,

whether the information is shared and, if so, with whom,

o0 the risks relating to the information and what the impact would be if those risks
materialised.

o

¢ We will each maintain a record of our processing activities (ROPA), which shall
contain as a minimum the following information:

o our name and contact details, the name and contact details of our data
protection officer (where applicable) and the names and contact details of any
joint controllers (where applicable);

the purposes of our processing;

the lawful basis for sharing;

0 a description of the categories of individuals and of the categories of personal
information we hold;

0 the categories of recipients to whom the personal information have been or will
be disclosed including recipients in third countries or international
organisations;

o0 where applicable, transfers of personal information to a third country or an
international organisation, including the identification of that third country or
international organisation and, in the case of transfers which are necessary for
the performance of a contract with the individual, the documentation of
appropriate safeguards;

o where possible, the envisaged time limits for erasure of the different categories
of personal information;

o0 where possible, a general description of the technical and organisational
security measures taken to ensure the security of processing.

(el e]

¢ We will ensure that our employees are able to access only the shared personal
information necessary for their role and that they are appropriately trained so that
they understand their responsibilities in relation to personal information.

¢ We will ensure we maintain a high standard of operational security by having and
adhering to proper security policies, including physical security policies; IT security
policies and business continuity policies.

o We will protect the physical security of the shared information. This means we will,
as a minimum:

o0 Ensure our organisation controls physical access to its premises;

o0 Ensure visitors to the premises either use only specific areas, or are required
to wear visible visitor passes at all times whilst in the premises;

o Ensure proper physical control of printers and photocopiers so that personal
information is not left lying on the printer/photocopier;

o0 Ensure secure disposal of printed materials, so that materials intended for
disposal do not sit around in piles. This may mean having locked confidential
waste bins situated next to printers/photocopiers and in other strategic
locations in the premises;
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o0 Ensure that old computers, printers and other electronic equipment is disposed
of safely and that all personal information is irretrievably scrubbed from any
memory before disposal.

e We will protect the electronic security of the shared information. This means we will,
as a minimum:

o0 Ensure our organisation has a strong password policy that is adhered to by all
staff members. This should include requiring a sufficiently complex password
which is never kept with the device. The policy should require the password to
be used until users are told to change that password; prevent reuse of
passwords over a number of systems and prevent sharing of password among
staff members;

o Ensure our organisation installs security patches on electronic devices
(including ensuring all operating systems’ updates are installed in line with best
practice);

0 Ensure staff are given access only to the electronic systems that they need to
have. Senior staff may not necessarily need greater access than junior staff.
Access rights should be continuously monitored and reassessed when staff
members change their work;

o0 Ensure that any Wi-Fi connections are secure and that any guest Wi-Fi is on a
segregated system, so that guests cannot access our systems from that Wi-Fi;

o0 Ensure that any information that is transferred, either within or outside the
United Kingdom, is transferred securely, in line with best practice;

o0 Ensure that our organisation complies with the best practice of cyber security
as detailed by the National Cyber Security Centre.

¢ Encryption: We must ensure that all information held on portable devices, including
laptops, tablets and USB/portable drives, has full disk encryption. This must be to
industry standard, and as a minimum:
0 FIPS 140-2/256 bit asymmetrical encryption; or
0 CBC-AES 256-bit encryption.

A recognised mark of excellence in encryption is CCCB (Common Criteria
Certification Board) government accreditation (for more information, see the National
Cyber Security Centre website).

e We will only e-mail special category personal information and information about
criminal convictions or offences via secure e-mail.

e We have contracts and systems in place to ensure that any contractors and sub-
contractors managing any aspect of data security are fully aware of and abide by this
Agreement.

¢ We must not pass on or sell the personal information we obtain under this Agreement
to other parties or organisations not party to this Agreement
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e Reporting a Breach: We must have robust data breach reporting policies in place,
and adhere to them, so that all personal data breaches are reported immediately
when we become aware of the breach.

0 A “personal data breach” is a breach of security leading to the accidental or
unlawful destruction, loss, alteration, unauthorised disclosure of, or access to,
personal information which we have transmitted or stored or processed.

o If the personal data breach occurred in the course of information being shared
under this Agreement, then the organisation/public body who discovers the
breach must immediately inform the other organisations/public bodies involved
in the sharing of the personal information. The organisations/public bodies
involved will decide who will take the lead on addressing the breach and on
whether the breach needs to be reported to the Information Commissioner or
to the individuals concerned (which must happen without undue delay and
usually within 72 hours of having become aware of the breach).

o0 Personal data breaches will be an open agenda item at all K-MIP quarterly
meetings.

11. Storing and deleting personal information

e We recognise that one of the most important data protection obligations is that we
limit the storage of personal information. We must only store information in a form
that identifies individuals for as long as is necessary for the purposes for which we
are processing the personal data.

¢ We must each have and implement comprehensive retention schedules, which:

0 Set out the minimum necessary period of storage for different categories of
personal information, which are determined taking into account:
= The types of personal information that we process (organised, for
example, by function);
* The purposes for processing the personal information;
=  Why each type of personal information should be retained,;
= Any relevant industry standards or guidance;
= Any relevant legal obligations to retain personal information for specific
periods of time.
0 Set out where the personal information will be stored and how it will be kept
secure during the retention periods.
0 Set out how any processors who process information on our behalf will comply
with out retention periods.
0 Set out how data will be archived or destroyed.

e We will have systems in place to adhere to the periods in our Retention Schedules
and to review our Retention Schedules regularly. We will train our staff so that they
are empowered to comply with our Retention Schedules.

e We recognise that the need to have and comply with Retention Schedules is not an
excuse to dispose of personal information when it is still necessary for us to retain
that information in order for us to provide services to individuals.
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e Sometimes organisations are disbanded or are replaced by successor organisations.

o If one of our signatory organisations is disbanded, it will ensure that the
personal information held by it is disposed of securely and confidentially;

o If one of our signatory organisations is replaced by a successor organisation, it
will ensure that the personal information held by it is properly transferred to its
successor organisation, subject to the successor organisation becoming a
signatory to this Agreement. If the successor does not wish to become a
signatory to this Agreement, the personal information will be disposed of
securely and confidentially.

12. Ensuring the personal information is accurate

e We acknowledge that we have a general duty to ensure that personal information is
accurate, which is separate from the requirement to take steps where an individual
exercises the right to rectification. We will therefore have systems in place to identify
any personal information that is inaccurate as to any matter of fact.

e If we discover that personal information is inaccurate as to any matter of fact, we will
ensure that the information is made accurate and we will notify any signatory
organisations or public bodies with whom we have shared that personal information
of the accurate information.

e If we are notified that inaccurate personal information has been shared with us, we
will immediately take steps to amend the inaccurate information.

e We acknowledge that opinions are accurate so long as they are correctly recorded.
If we discover that an opinion is incorrect (for example because it is based on
inaccurate information), then we will record that the opinion is incorrect. We recognise
it may still be important to retain the incorrect opinion rather than delete it (for
example, to explain why we took specific steps or in case of a complaint or a legal
claim), but if retaining the incorrect opinion may harm the individual then we will delete
the opinion.

o If we discover that we have shared an opinion which is incorrect because it is based
on inaccurate personal information, we will notify any signatory organisations or
public bodies within whom we have shared the incorrect opinion.

e If we are notified that an incorrect opinion has been shared with us, we will
immediately take steps to delete the incorrect opinion, unless it is important to retain
a record of that opinion. If so, we will ensure that the record clearly shows the opinion
is incorrect.

13. Sharing Information

e We acknowledge that, when we become signatories to this Agreement, we will be
expected to share personal information with other signatories in accordance with the
provisions of this Agreement. We recognise that there should not be any need for
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signatories to enter into sub-agreements with each other in order to share personal
information.

e We acknowledge that we will be required to enter into other information sharing
agreements when we share personal information with organisations outside Kent and
Medway, or with national organisations. We will make every effort to ensure, so far
as practicable, that those agreements do not conflict with the requirements of this
Agreement.

14. Joining or withdrawing from this Agreement

e We have published a list of current signatories to this Agreement on the Kent
Connects portal.

e We invite organisations or public bodies who would like to join this Agreement to
email or write to the K-MIP Chairman to express their interest in joining [see the K-
MIP portal for contact details].

0 Where an organisation that is not a public authority wishes to sign this
Agreement, they will be asked to declare all potential conflicts of interest, for
example from other work they do for public authorities or their own commercial
interests.

= We will consider these potential conflicts of interest before sharing any
information.

» [fany conflicts arise, we will determine whether any legal or reputational
risks involved in sharing personal information can be reduced to an
acceptable level (we may do this through carrying out a Data Protection
Impact Assessment).

=  We will only share information if the legal or reputational risks can be
reduced to an acceptable level.

=  We will record that we have considered potential conflicts of interest on
our Record of Sharing.

0 Where an organisation that is not a public authority wishes to sign this
Agreement in order to share personal information pursuant to Part 5 of the
Digital Economy Act 2017, then a sponsoring public authority will be required
to have carried out an assessment of that organisation’s systems and
procedures. This must be supported by a privacy impact assessment that is
compliant with the Information Sharing Code of Practice: Public Service
Delivery, Debt and Fraud.

e We recognise that organisations or public bodies who are signatories to this
Agreement may decide to withdraw from the Agreement. To do so, they must give
three months written notice to the K-MIP Chairman [see the K-MIP portal for contact
detalils].
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15. Reviewing and administering this Agreement
e K-MIP will have a Chairman, chosen annually by the members of K-MIP.

e K-MIP will hold quarterly meetings, which will be called and convened by the K-MIP
Chairman.

e We will review this Agreement annually at a K-MIP meeting.
e We will each ensure that our staff members receive thorough training about this
Agreement and how to share personal information in compliance with its requirements.

As a minimum, the training will address:

0 the benefits of data sharing;

o how much should be shared;

o the challenges of data sharing in terms of maintaining public trust and
respecting personal privacy;

o what powers exist to share data;

o0 the conditions under which data may be shared;

0 what restrictions exist and which exemptions may apply;

o0 what other arrangements need to be in place before data is shared.

e If we require legal advice relating to this Agreement or on data protection, we will
obtain that advice from our own legal advisors and not from the K-MIP Chairman.

e Complaints from the public: We will use our standard procedures to deal with
complaints from the public arising from information sharing under this Agreement.

o If a complaint raises an issue which has implications for the drafting of this
Agreement, it should be notified to and dealt with in consultation with the K-
MIP Chairman.

e Concerns over or complaints about the operation of this Agreement:

o If we are uncertain as to what personal information can or cannot be shared
under this Agreement, then we should escalate a query to our DPO or a senior
staff member.

o If we have a complaint about the way in which information has been shared
under this Agreement, then we should in the first instance, seek to resolve the
complaint between ourselves. If that does not resolve the complaint, it should
be escalated to the K-MIP Chairman for further action.

19 January 2021
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SIGNATORY ORGANISATIONS TO THE KENT AND MEDWAY INFORMATION
SHARING AGREEMENT

We the undersigned agree that each organisation that we represent will adopt and
adhere to this Agreement:

Organisation Name and Name and Date of Conflicts
Signature of Head Signature of Joining Declared?
of Organisation DPO/IG
Officer/SIRO and
email

Yes
No

N/A

Yes
No

N/A

Yes
No

N/A

Yes
No

N/A

Yes
No

N/A

Yes

No

o o0ooo0oogooboooqoooqooqoaooaoaooaoodo

N/A
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DECLARATION OF CONFLICTS OF INTEREST

We recognise that it is an important aspect of transparency and managing risks that we
declare any potential conflicts of interest that might have an impact on our sharing of personal
information. Such conflicts may arise from other work we do for public authorities or from our

own commercial interests e.g. a competing loyalty between an organisation we owe a primary
duty to and some other person or entity.

Organisation Declaration of Conflicts of Name and Name and
Interest Signature of | Signature of
Head of DPO/IG

Organisation | Officer/SIRO
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