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This document is one of seven parts as listed below, which together form the Invitation to Tender documentation. Please ensure that no part is missing or duplicated.

	Document No
	Title

	Document 1
	Section 1: Information for Providers

Section 2: Instructions to Providers and Conditions of Tender

Section 3a: Specification 

Section 3b: Specification – Supporting Information

Section 3c: Contract & Performance Management           Arrangements 

Section 3d: Key Performance measures

	Document 2
	Section 4: Provider Responses – Business Information
Section 5: Provider Responses – Working methods

Section 6a: Provider Responses – Pricing Schedule Guidance
Section 6b: Pricing Schedule spreadsheet (attached separately)

	Document 3
	Section 7: Payment Details

Section 8: Form of Tender

Section 9: Collusive Tendering Certificate

Section 10: Freedom of Information Disclosure Form

Section 11: Not used

	Document 4
	Section 12: Provider Checklist

	Document 5
	Section 13: Terms and Conditions of Contract

	Document 6 
	Appendix 1: Explanation of Price Evaluation

Appendix 2: Evaluation Matrix showing Quality Criteria


Appendix 3: Details for partners, consortium members or               sub-contractors
Appendix 4: Meanings of Offences
Appendix 5: Minimum Information Security Standards and            Acceptable Use

Appendix 6: Not used

	Document 7
	Appendix 7: TUPE information



Section
Description







    Page Number





14

Appendices

Appendix One

Explanation of Price Evaluation
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Appendix Two

Evaluation Matrix showing Quality Criteria
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Appendix Three
Details for partners, consortium members or 

8
sub-contractors  

Appendix Four

Meanings of Offences 




9



  
Appendix Five 
Minimum Information Security Standards 


10

and Acceptable Use

Bids are scored out of a 100. These 100 points are split into two main criteria, which are quality and price. The amount of points available from the price and quality criteria is determined by the importance of these criteria to the goods, services or works being purchased and is dependent on the risk and value of the contract to be awarded.

Usual Price Evaluation Method

In the example below price accounts for 40 points and therefore the quality aspect will be marked out of the remaining 60 points. 

The maximum price score is given to the lowest submitted price (taking into account all of the costs submitted in the tender, further explanation regarding the pricing schedule may be needed e.g. if a complex whole life costing model is used), in this example this is 40. Scores, in relation to price, are given to the other tenders based on their relative position to the lowest priced bid. Scores are rounded to 1 decimal point.

Calculation: [1-((Supplier X’s price - Lowest Price) ÷ (Lowest Price))] x Price Points
	Supplier
	Price
	Calculation
	Points

	1
	£125,000
	[1 – ((£125,000 - £100,000) ÷ (£100,000))]  x 40
	30

	2
	£185,000
	[1 – ((£185,000 - £100,000) ÷ (£100,000))]  x 40
	6

	3
	£100,000
	[1 – ((£100,000 - £100,000) ÷ (£100,000))]  x 40
	40

	4
	£150,000
	[1 – ((£150,000 - £100,000) ÷ (£100,000))]  x 40
	20

	5
	£225,000
	[1 – ((£225,000 - £100,000) ÷ (£100,000))]  x 40
	0*


Step by Step Guide (Supplier 1’s Price):

Subtract the lowest price from Supplier 1’s price e.g. £125,000 - £100,000 = £25,000; this gives the difference between the lowest price and Supplier 1’s price.

Divide the difference between the lowest price and Supplier 1’s price by the lowest price e.g. £25,000 ÷ £100,000 = 0.25; this shows the percentage difference between the lowest price and Supplier 1’s price.  

Take this difference away from 1. 1 – 0.25 = 0.75; this gives the percentage of the marks that Supplier 1 will receive (75%).  As Supplier 1 is 25% more expensive than the lowest price they should get 25% less marks.

The final stage allocated the points that Supplier 1 will earn. 0.75 x 40 = 30, to put it another way 75% of 40 is 30.

*If a bid is more than twice the amount of the lowest price the equation will produce a negative number, in this case the bids score 0 points. 

The winning tender is the one which scores the greatest overall mark once the Price and Quality scores have been combined.  In this model the lowest price is clearly favoured as maximum marks are awarded to it. Therefore if quality is important to the tender then minimum quality thresholds may be set. 

A copy of the Quality evaluation Matrix is shown below. Please note columns D to H of table 1 below are replicated for each supplier submitting a bid. 

	A
	B
	C
	D
	E
	F
	G
	H

	
	
	
	Supplier 1

	Question Number
	Methodology Statement
	Weighting (%)
	Evaluation panel scores
	Average Score 
	Weighted Score 

	K1
	Service Delivery
	15
	 5
	5
	5
	5
	15

	K2
	Mobilisation Plan
	10
	 5
	5
	5
	5
	10

	K3
	Specification Compliance
	12
	 5
	5
	5
	5
	12

	K4
	Quality Assurance and Monitoring Performance
	8
	 5
	5
	5
	5
	8

	K5
	Added Value and Innovation
	5
	 5
	5
	5
	5
	5

	K6
	Scenario Based Question
	5
	 5
	5
	5
	5
	5

	K7
	Scenario Based Question
	5
	 5
	5
	5
	5
	5

	K8
	Scenario Based Question
	5
	 5
	5
	5
	5
	5

	K9
	Scenario Based Question
	5
	 5
	5
	5
	5
	5

	Total Score
	 
	70%


Table 1

Each method statement question number has a weighting % applied, as detailed in Column C of Table 1 and Section 5 Part K.   

Each evaluator will score the responses to the Method Statement questions of each tender using the scoring scale detailed below and referred to in Section 1, paragraph 6.4.1: 

	Score
	Classification
	Definition

	0
	No response (complete non-compliance)
	No response at all or insufficient information provided in the response such that the solution is totally unassessable and/or incomprehensible

	1
	Unsatisfactory response (potential for some compliance but very major areas of weakness)
	Substantially unacceptable submission which fails in several significant areas to set out a solution that addresses and meets the requirements: little or no detail may (and, where evidence is required or necessary, no evidence) have been provided to support and demonstrate that the tenderer will be able to provide the services and/or considerable reservations as to the tenderer's proposals in respect of relevant ability, understanding, expertise, skills and/or resources to deliver the requirements

Would represent a very high risk solution for the contracting authority

	2
	Partially acceptable response (one or more areas of major weakness)
	Weak submission which does not set out a solution that fully addresses and meets the requirements: response may be basic/ minimal with little or no detail (and, where evidence is required or necessary, with insufficient evidence) provided to support the solution and demonstrate that the tenderer will be able to provide the services and/or some reservations as to the tenderer's solution in respect of relevant ability, understanding, expertise, skills and/or resources to deliver the requirements

May represent a high risk solution for the contracting authority

	3
	Satisfactory and acceptable response (substantial compliance with no major concerns)
	Submission sets out a solution that largely addresses and meets the requirements, with some detail (or, where evidence is required or necessary, some relevant evidence) provided to support the solution; minor reservations or weakness in a few areas of the solution in respect of relevant ability, understanding, expertise, skills and/or resources to deliver the requirements 

Medium, acceptable risk solution to the contracting authority

	4
	Fully satisfactory /very good response (fully compliant with requirements).
	Submission sets out a robust solution that fully addresses and meets the requirements, with full details (and, where evidence is required or necessary, full and relevant evidence) provided to support the solution; provides full confidence as to the relevant ability, understanding, expertise, skills and/or resources to deliver the requirements

Low/no risk solution for the contracting authority

	5
	Outstanding response (fully compliant, with some areas exceeding requirements)
	Submission sets out a robust solution (as for a 4)  and, in addition, provides or proposes additional value and/or elements of the solution which exceed the requirements in substance and outcomes in a manner acceptable to the contracting authority; provides full confidence as to the relevant ability, understanding, expertise, skills and/or resources not only to deliver the requirements, but also exceed it as described

Low/no risk solution for the contracting authority


Table 2

The average score for each question is then calculated by dividing the sum of the individual evaluator scores by the number of evaluators. For example, if there are 3 evaluators then the average score will be calculated as follows:

(Evaluator 1 Score + Evaluator 2 Score + Evaluator 3 Score) / 3 = Average Score

The weighted score for each question is then calculated by dividing the Average Score by the total available score. The total available score for each question is 4. This figure is then multiplied by the weighting available for the question, shown in column C in the above table. 

(Average Score / Maximum Available Score) x Weighting = Weighted Score

The weighted score for each question is then totalled to create a total score for the quality element of each tender.  

Following individual evaluation by each evaluator, a process of moderation is undertaken by the whole evaluation panel, the purpose being to gain consensus.  This part of the process also ensures there is no significant variance between the scores of the individual evaluators. This process of moderation may result in individual evaluators revising their scores. Following the process of moderation the scores of the evaluation panel for the quality element of the evaluation will be finalised and represented as a percentage of the total points available for quality. 

(Total Weighted Score/100) x Available Quality Points = Total Quality Score

This total quality score is then combined with the total score for the price element of the evaluation to create a total combined score for each tender.


STATEMENT OF NAMES AND PRIVATE ADDRESSES OF PARTNERS WITHIN THE PARTNERSHIP

DETAILS OF CONSORTIUM MEMBERS OR SUB-CONTRACTORS WHERE DELIVERING A SIGNIFICANT PROPORTION OF THE CONTRACT

	1
	Name:

(Private) Address: 

Post Code:

	2
	Name:

(Private) Address: 

Post Code:

	3
	Name:

(Private) Address: 

Post Code:

	4
	Name:

(Private) Address: 

Post Code:

	5
	Name:

(Private) Address: 

Post Code:


PLEASE ADD FURTHER BOXES IF REQUIRED


Glossary of meanings in relation to offences as described in Section 4 – Professional Standing

Conspiracy - within the meaning of Section 1 of the Criminal Law Act 1977 (where that conspiracy relates to participation in a criminal organisation as defined in Article 2(1) of the Council Joint Action 98/733.JHA.

Corruption - within the meaning of Section 1 of the Public Bodies Corrupt Practices Act 1889, Section 1 of the Prevention of Corruption Act 1906; corruption as defined in Article 3 of the Council Act of 26 May 1997 and Article 3(1) of Council Joint Action 98.742/JHA.

Bribery as defined by the Bribery Act 2010

Fraud - where the offence relates to fraud affecting the financial interests of the European Communities as defined by Article 1 of the Convention relating to the protection of the financial interests of the European Union, within the meaning of:

Fraud or theft - within the meaning of the Theft Act 1968 and the Theft Act 1978

Fraudulent trading - within the meaning of Section 458 of the Companies Act 1985 

Defrauding HM Revenue & Customs - within the meaning of the Customs & Excise Management Act 1979 and the Value Added Tax Act 1994

An offence in connection with taxation in the European community - within the meaning of section 71 of the Criminal Justice Act 1968

Destroying defacing or concealing of documents or procuring the extension of a valuable security - within the meaning of Section 20 of the Theft Act 1968

Money laundering - within the meaning of the Money Laundering Regulations 2003 and as defined in Article 1 of Council Directive 91.308.EEC of 10 June 1991 on prevention of the use of the financial system for the purpose of money laundering

Any other offence - within the meaning of Article 45(1) of the Public Sector Directive


Minimum Information Security Controls

General

A security policy must be in place which sets out management commitment to information security, defines information security responsibilities, and ensures appropriate governance.

All staff must complete data protection and information security training commensurate with their role. 

Pre-employment checks that take into account relevant employment legislation including verification of identity and right to work must be applied to all staff.

IT Infrastructure

Boundary firewall and internet gateways 

Information, applications and devices must be protected against unauthorised access and disclosure from the internet, using boundary firewalls, internet gateways or equivalent network devices. 

Secure configuration 

ICT systems and devices must be configured to reduce the level of inherent vulnerabilities and provide only the services required to fulfil their role.

User access control

User accounts must be assigned to authorised individuals only, managed effectively, and they must provide the minimum level of access to applications, devices, networks, and data.  

Access control (username & password) must be in place.  A password policy must be in place which includes:

Avoiding the use of weak or predictable passwords. 

Ensuring all default passwords are changed.

Ensuring robust measures are in place to protect administrator passwords. 

Ensuring account lock out or throttling is in place to defend against automated guessing attacks.

End user activity must be auditable and include the identity of end-users who have accessed systems. 

Malware protection

Mechanisms to identify detect and respond to malware on ICT systems and devices must be in place and must be fully licensed, supported, and have all available updates applied.

Patch Management and Vulnerability Assessment 

Updates and software patches must be applied in a controlled and timely manner and must be supported by patch management policies. 

You must adopt a method for gaining assurance in your organisation's vulnerability assessment and management processes, for example by undertaking regular penetration tests.

Software which is no longer supported must be removed from ICT systems and devices.

Cloud Services

You must ensure that the controls applied to the use of cloud services satisfactorily supports the relevant security principles set out in the National Cyber Security Centre Cloud Security Principles: 

https://www.ncsc.gov.uk/guidance/implementing-cloud-security-principles     

Protecting Confidential Data

Electronic Data

Electronic copies of confidential data must be encrypted at rest to protect against unauthorised access.

When transmitting confidential data over the internet, over a wireless communication network e.g. Wi-Fi, or over an untrusted network you must use an encrypted communication protocol.  

You must only use ICT which is under your governance and subject to the controls set out in this schedule.

Hard Copy Confidential Data 

Hard copy Confidential Data must be stored securely when not in use and access to the data must be controlled. 

It must be transported in a secure manner commensurate with the impact a compromise or loss of information would have and which reduces the risk of loss or theft. 

Secure Destruction of Confidential Data 

Electronic copies of confidential data must be securely destroyed when no longer required. This includes data stored on servers, desktops, laptops or other hardware and media.  

Hard copy information must be securely destroyed when no longer required.

Secure destruction means destroying data so it cannot be recovered or reconstituted.

A destruction certificate may be required to provide the necessary assurance that secure destruction has occurred.

Security Incidents/Personal Data Breach 

You must notify the council immediately of any fact or event which results in, or has the potential to result in, the compromise, misuse, or loss of council information, ICT services or assets.  

You must notify the council immediately of any personal data breach if the breach relates to personal data processed on behalf of the council. 

You must fully co-operate with any investigation that the council requires as a result of such a security incident or personal data breach.

Compliance 

The council must be informed of any non-compliance with these controls.  Any deficiencies in controls must be subject to a documented risk management process and where appropriate a remedial action plan is to be implemented with the aim of reducing, where possible, those deficiencies.  

Independent validation which has been used as evidence of appropriate security controls must be maintained throughout the life of the contract.  

The council must be made aware of any expired or revoked evidence used as independent validation. 
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