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Name
Address

	RESTRICTED

Teresa Gerrard

Finance Manager
Corporate Procurement
County Hall

Matlock

Derbyshire  DE4 3AG
Caroline.may@derbyshire.gov.uk
Please ask for:

Caroline May
[Insert date]


Dear Sirs
Award of Contract for the [Pharmacy-based Supervised Consumption of Methadone and Buprenorphine (Lot 1) and/or Needle & Syringe Programme (Lot 2)]
Following your submission for the supply of the above-stated programme to Derbyshire County Council (“the Council”), we are pleased to award this Contract to you for [Lot(s) 1 or 2 or 1 and 2].  

The following documents form the contract between the Council and your Company (as “the Provider”) for the provision of the Services (“the Contract”):

(a) This letter (“Award Letter”) 
(b) The Terms and Conditions at Annex 1 (“Conditions”)

(c) The Specification at Annex 2 

(d) The Expression of Interest at Annex 3 
Unless the context otherwise requires, capitalised expressions used in this Award Letter have the same meanings as in the Conditions.
In the event of any conflict between this Award Letter and the Conditions, this Award Letter shall prevail. Please do not attach any Provider terms and conditions to this Award Letter, as they will not be accepted by the Council and may delay the conclusion of the Contract.
We thank you for your co-operation to date and look forward to forging a successful working relationship resulting in a smooth and successful delivery of the Services.
Please confirm your acceptance of the award of this Contract by signing and returning an electronic copy of this letter to caroline.may@derbyshire.gov.uk within (7) days from the date of this letter.  No other form of acknowledgement will be accepted.  Please remember to quote the reference number above in any future communications relating to this Contract.
Yours faithfully,
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Teresa Gerrard 
Finance Manager – Corporate Procurement
Commissioning, Communities and Policy
SIGNED for and on behalf of
DERBYSHIRE COUNTY COUNCIL:





…………………………………………………………..




Signature

…………………………………………………………..




Authorised Signatory’s Name

…………………………………………………………..




Title




..………………………………………………………..




Date
The Council representative in respect of this Contract is: 

Name: Caroline May
Email: caroline.may@derbyshire.gov.uk
We accept the terms and conditions as set out in this Contract.

SIGNED for and on behalf

of the NAME OF PHARMACY  






…………………………………………………………..




Signature

…………………………………………………………..




Authorised Signatory’s Name





…………………………………………………………..




Title





…………………………………………………………..




Date

Please confirm the contact details for your representative in respect of this Contract:

Name: …………………………………………………………..

Email: …………………………………………………………..

Phone number: ………………………………………………. 
Annex 1
Terms and Conditions 
1.
Definitions and Interpretation

1.1
In these terms and conditions:

	“Charges”
	means the charges for the Services as specified in Part 5 and/or Part 12 of the Specification, as appropriate to the relevant lot awarded; 

	“Competent Body”
	means any body that has authority to issue standards or recommendations with which either Party must comply and, for the avoidance of doubt, includes a Regulatory Body;

	“Confidential Information”
	means any information which has been designated as confidential by either Party in writing or that ought to be considered confidential (however it is conveyed or whatever media it is stored) including information which relates to the business affairs, properties, assets, trading practices and commercially sensitive information of either Party and any personal data (within the DPA 2018);  

	“Controller”, “Joint Controllers”, “Processor”, “Data Subject”, “Personal Data”, “Special Categories of Personal Data”, “Processing”
	all take the meanings given to them in the Data Protection Legislation;

	“Data Discloser”
	means the Party disclosing Personal Data in accordance with this Contract;

	“Data Protection Legislation”
	means all applicable data protection and privacy legislation in force from time to time in the UK including the retained EU law version of the General Data Protection Regulation ((EU) 2016/679) (UK GDPR); the Data Protection Act 2018 (DPA 2018) (and regulations made thereunder) and the Privacy and Electronic Communications Regulations 2003 (SI 2003/2426) as amended and the guidance and codes of practice issued by the Information Commissioner or other relevant regulatory authority and applicable to a party;

	“Data Receiver”
	means the Party receiving Personal Data in accordance with this Contract;

	“Deletion Procedure”
	means the procedure for the return or destruction of Personal Data set out in Schedule 1;

	“EIR”
	means the Environmental Information Regulations 2004;

	“FOIA”
	means the Freedom of Information Act 2000;

	“Good Clinical Practice”
	means using standards, practices, methods and procedures conforming to the Law and using that degree of skill and care, diligence, prudence and foresight which would reasonably and ordinarily be expected from a skilled, efficient and experienced clinical services provider, or a person providing services the same as or similar to the Services, at the time the Services are provided, as applicable;

	“Guidance”
	means any applicable local authority, health or social care guidance, direction or determination which the Council and/or the Provider have a duty to have regard to including any document published under section 73B of the NHS Act 2006;

	“Indirect Losses”
	means:

(i) loss of profits (other than profits directly and solely attributable to the provision of the Services);

(ii) loss of use;

(iii) loss of production;

(iv) increased operating costs;

(v) loss of business;

(vi) loss of business opportunity;

(vii) loss of reputation;

(viii) loss of goodwill; or

(ix) any other consequential or indirect loss of any nature, whether arising in tort or on any other basis;

	“Law”
	means:

(i) any applicable statute or proclamation or any delegated or subordinate legislation or regulation;

(ii) any enforceable EU right within the meaning of Section 2(1) of the European Communities Act 1972; 

(iii) any applicable judgment of a relevant court of law which is a binding precedent in England and Wales;

(iv) National Standards;

(v) Guidance; and

(vi) any applicable industry code

in each case in force in England and Wales; 

	“National

Standards”
	means those standards applicable to the Provider under any Law and/or Guidance as amended from time to time;

	“Personal Data Breach”

	means a breach of security leading to the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to the Shared Personal Data;

	“Purpose”
	means the purpose of the Processing of Personal Data as set out in Schedule 1;

	“Regulatory Body”
	means any body carrying out regulatory or registration functions in relation to the Provider and/or the Services, including the General Pharmaceutical Council (“GPhC”);

	“Serious Incident”
	means an incident or accident or near-miss where a person suffers serious injury, major permanent harm or unexpected death on the Provider’s premises or where the actions of the Provider, its Staff or the Council are likely to be of significant public concern;

	“Services”
	means the services under [Lot 1 or 2 or 1 and 2] to be supplied by the Provider to those eligible under this Contract as more particularly detailed in the Specification; 

	“Service User”
	means a person eligible to receive the Services; 

	“Shared Personal Data”
	the Personal Data and, if applicable, the Special Category Personal Data, to be shared between the Parties in accordance with Clause 14 of this Contract;

	“Specification”
	means the specification for the Services attached at Annex 2;

	“Staff”
	means all persons employed by the Provider to perform its obligations under this Contract together with the Provider’s servants, agents, suppliers and sub-contractors used in the performance of its obligations under this Contract;

	“Subject Access Request”
	means the exercise by a Data Subject of their rights under Article 15 of the UK GDPR;

	“Supervisory Authority”
	means the relevant supervisory authority in the territories where the Parties to this Contract are established;

	“Supply Contract”
	means the Council’s contract with its supplier for the Supply of Goods and Services for the Derbyshire Pharmacy Needle and Syringe Programme (Ref: CTP796/Solcase68790), a copy of which shall be provided to the Provider;

	“Term”
	means the term of this Contract as set out in Clause 2.


1.2
The headings in these terms and conditions shall not affect the interpretation of this Contract.

1.3
References to any statute or statutory provision include a reference to that statute or statutory provision as from time to time amended, extended or re-enacted.
1.4
Use of the singular includes the plural and vice versa.

1.5
Use of the words and phrases “including”, “for example” and “in particular” (and variants of each) shall be construed as illustrative and without limitation to the generality of the related general words unless expressly stated to the contrary.

2.
Term


This Contract shall commence on 01 April 2022 (“the Commencement Date”) and shall continue until terminated in accordance with the provisions of this Contract.

3.
Services
3.1 In consideration of the Council’s agreement to pay the Charges, the Provider shall supply the Services subject to and in accordance with the Contract. 

3.2 The Provider shall comply with all applicable Laws as well as all National Standards, regulations, Guidance, direction or determination which the Council and/or the Provider have a duty to have regard to and the Provider shall notify the Council in the event of a conflict between such compliance and any provision of this Contract.

3.3 The Provider shall provide the Services with reasonable skill and care in accordance with the best practices prevailing in the industry-sector of which the Services form part.

3.4 The Provider shall provide all equipment necessary for the proper performance of the Services and warrants that such equipment is fit for the purposes for which it will be required.

3.5 The Provider warrants: 

(a) that it has completed the NHS Data Security and Protection Toolkit (DSPT) and is currently marked as having achieved either “Standards Met” or “Standards Exceeded” on the NHS Digital DSPT website;  

(b) that it will continue to complete the DSPT on an annual basis throughout the Term of the Contract and will continue to achieve either “Standards Met” or “Standards Exceeded” on the NHS Digital DSPT website; and

(c) that it will notify the Council immediately in writing in accordance with Clause 19.7 if it fails at any time to be marked as having achieved either “Standards Met” or “Standards Exceeded” on the NHS Digital DSPT website.

3.6 The Provider acknowledges that any failure to complete the DSPT on an annual basis or to be marked as having achieved either “Standards Met” or “Standards Exceeded” on the NHS Digital DSPT website constitutes a material breach of the Contract entitling the Council to terminate the Contract with immediate effect in accordance with Clause 10.2.

3.7 The Provider warrants that any Staff assigned to the performance of the Service has all such experience, skills and qualifications necessary for the proper performance of the Service. 
3.8 If the Council reasonably believes that any of the Provider’s Staff are unsuitable to undertake work in respect of the Contract, it may, by giving written notice to the Provider:

(a) direct the Provider to end the involvement in the provision of the Services of the relevant person(s); and/or

(b) require that the Provider replace any person removed under this Clause with another suitably qualified person;

and the Provider shall comply with any such notice.

3.9 The Provider must provide to the Council all of the information reasonably requested by the Council.  In the absence of any timescale for the provision of such information, it shall be provided within 14 days of request.

3.10 The Provider shall not make any material changes to the Services without the prior consultation and agreement of the Council.

3.11 The Provider must carry out the Services in accordance with all applicable Laws and Good Clinical Practice and must, unless otherwise agreed with the Council in writing: 

(a) comply, where applicable, with the registration and regulatory compliance guidance of any appropriate Regulatory Body; 

(b) respond, where applicable, to all requirements and enforcement actions issued from time to time by any appropriate Competent Body;

(c) consider and respond to the recommendations arising from any audit or Serious Incident report;

(d) comply with the recommendations issued from time to time by a Competent Body;

3.12 The Provider acknowledges that it is not appointed on an exclusive basis and that the Council does not provide any guarantee or other assurance as to the volume of Services that may be required from the Provider under this Contract.
3.13 Except where required by Law, the Provider shall not be required to provide or to continue to provide Services to any Service User:

(a) who in the reasonable professional opinion of the Provider is unsuitable to receive the relevant Service, for as long as such unsuitability remains;

(b) who displays abusive, violent or threatening behaviour unacceptable to the Provider (acting reasonably and taking into account the mental health of that Service User); or

(c) where expressly instructed not to do so by an emergency service provider who has authority to give such instruction, for so long as that instruction applies.
3.14 If the Provider proposes not to provide or to stop providing a Service to any Service User under Clause 3.13:

(a) where reasonably possible, the Provider must explain to the Service User, taking into account any communication or language needs, the action that it is taking, when that action takes effect, and the reasons for it; and

(b) the Provider must tell the Service User of the right to challenge the Provider’s decision through the Provider’s complaints procedure and how to do so;

provided that nothing in this Clause 3.14 entitles the Provider not to provide or to stop providing the Services where to do so would be contrary to the Law. 
3.15 In respect of Lot 2:
(a) The Provider must only use the Goods and Services ordered from the Council’s supplier under the Supply Contract in the delivery of the Services (unless agreed otherwise in writing by the Council);
(b) The Council shall not be liable to the Provider for any Charge for the Services if these are delivered with Goods and Services that are not ordered by the Provider under the Supply Contract;
(c) The Provider shall place orders for Goods and Services in accordance with the ordering procedure in Clause 5 of the Supply Contract and agrees to be bound by the terms and conditions of the Supply Contract in respect of any orders placed; 
(d) The Provider must only order reasonable amounts of Goods and Services under the Supply Contract in order to avoid any unnecessary expenditure being incurred by the Council; 
(e) The Provider agrees to comply with any obligations or requirements relating to the Provider in respect of the Supply Contract at all times;
(f) Without prejudice to any other right or remedy it may have, the Council shall be entitled to recover the Charges, from the Provider in accordance with Clause 6.6 of this Contract, should the Provider be in breach of this Clause 3.15 in respect of any orders placed under the Supply Contract;
(g) Subject to the limitations set out in Clause 8, the indemnity given by the Provider to the Council in Clause 7 of this Contract shall cover the Provider’s acts, omissions, default and negligence arising out of or in connection with the Supply Contract.
Reference to Goods and Services in this Clause shall have the same meaning as in the Supply Contract.
4. Compliance with GPhC Standards and Registration, and Incident Reporting Requirements

4.1 The Provider (or any pharmacist, at the time of delivering the Service for, or on behalf of, the Provider) must be registered with the GPhC.

4.2 The Provider must comply with GPhC regulations and procedures at all times throughout the term of this Contract, including all reporting obligations.

4.3 The Provider shall have in operation clear procedures for dealing with Serious Incidents.  These procedures should make sure that the Council is informed of, and has information in relation to any Serious Incident, within 48 hours of its occurrence.  This information shall include information on what action will or has been taken by the Provider as a result of the Serious Incident. 

4.4 The Provider shall maintain a proper record of all Serious Incidents received in relation to the Service, including the way in which complaints in respect of those Serious Incidents have been dealt with or resolved.

4.5 The Provider must comply with any policies and procedures dealing with Serious Incidents, as attached to the Specification or otherwise directed by the Council and must comply with any amendment to such policies and procedures during the term of this Contract.

5. Safeguarding Children and Vulnerable Adults

5.1 The Provider warrants and represents that its safeguarding policies shall comply with the Council’s safeguarding policies (as amended from time to time) and shall be no less onerous or protective in any material way. This warranty is given on the Commencement Date and repeated on every day during the term of this Contract.

5.2 If requested by the Council, the Provider shall provide within 7 days evidence to the Council that it is addressing any safeguarding concerns.

5.3 If requested by the Council, the Provider shall participate in the development and implementation of any local multi-agency safeguarding quality indicators and/or plan.

6. Charges, Payment and Recovery of Sums Due

6.1 The Charges for the Services shall be the full and exclusive remuneration of the Provider in respect of the supply of the Services.  Unless otherwise agreed in writing by the Council, the Charges shall include every cost and expense of the Provider directly or indirectly incurred in connection with the performance of the Services. 

6.2 The Provider shall submit claims for payment of the Charges in respect of Services provided to Service Users by the end of each month via a web-based system made available by the Council (currently PharmOutcomes) or as otherwise directed by the Council. Payment under each invoice shall only become due once the Council has received from the Provider all information required under the Contract via the web-based system.  The Council shall pay each such undisputed invoice within 30 days of receipt of the invoice generated from the Council’s internal accounting system.

6.3 If there is a dispute between the Parties as to the amount invoiced, the Provider shall continue to provide the Services and the Council shall pay any undisputed amount.  Any disputed amounts shall be resolved through the dispute resolution procedure detailed in Clause 15. 

6.4 The Council retains the right to refuse to pay any Charges, or to claim it back, at any time, if the Provider fails to provide the Services to a reasonable standard as expected for these types of services.

6.5 The Council shall not be liable to pay any Charges if it is invoiced more than six months after the end of the month in which the relevant Services were performed or if relevant reports are more than six months overdue.

6.6 Without prejudice to any other right or remedy it may have, if any sum of money is recoverable from or payable by the Provider under the Contract (including any sum which the Provider is liable to pay to the Council in respect of any breach of the Contract), that sum may be deducted unilaterally by the Council from any sum then due, or which may come due, to the Provider under the Contract or under any other agreement with the Council.  The Provider shall not be entitled to assert any credit, set-off or counterclaim against the Council in order to justify withholding payment of any such amount in whole or in part.

7. Indemnities

The Provider shall indemnify and keep indemnified the Council against all actions, proceedings, costs, claims, demands, liabilities, losses and expenses whatsoever, whether arising in tort (including negligence), default or breach of this Contract, or breach of its statutory duty or breach of an obligation under Data Protection Legislation, save to the extent that the same is directly caused by or directly arises from the negligence, breach of this Contract or breach of statutory duty or breach of an obligation under Data Protection Legislation by the Council.

8. Limitation of Liability

8.1 Neither Party shall be liable to the other Party (as far as permitted by Law) for Indirect Losses in connection with this Contract.

8.2 Each Party must at all times take all reasonable steps to minimise and mitigate any losses for which it is entitled to be indemnified by or bring a claim against the other Party pursuant to this Contract.

8.3
Subject to Clause 8.5, the Council’s liability under this Contract shall be limited to the Charges. 

8.4
Subject to Clause 8.5, the Provider’s liability under this Contract shall be limited to £5 million.
8.5
Nothing in this Contract will exclude or limit the liability of either Party for death or personal injury caused by its negligence, fraud or fraudulent misrepresentation or any breach of Data Protection Legislation.

9. Insurance

9.1 The Provider undertakes to effect and maintain in force at its own cost with reputable insurers the following insurance policies at all times during the life of this Contract for each and every claim:

(a) public liability (third party) insurance for a minimum of £5 million;

(b) employer’s liability insurance for a minimum of £10 million; 

(c) professional indemnity insurance and medical malpractice insurance for a minimum of £5 million.
9.2 The Provider undertakes to maintain in force at its own cost the professional indemnity insurance and medical malpractice insurance for a period of seven (7) and twelve (12) years respectively beyond the life of the Contract, to begin on the expiry date or termination of this Contract (howsoever arising).

10. Termination

10.1 Either Party may terminate this Contract in whole or part for any reason and at any time by giving the other Party one month’s written notice.

10.2 The Council may terminate this Contract in whole or in part by written notice to the Provider with immediate effect if the Provider:

(a) is in material breach of any obligation under this Contract which (in the Council’s reasonable opinion) is not capable of remedy; 

(b) is in breach of any obligation under this Contract which is capable of remedy and that breach is not remedied within 14 days of the Provider receiving notice specifying the breach and requiring it to be remedied; 

(c) breaches any of the provisions of Clauses 9 (Insurance), 12 (Confidentiality), 14 (Data Protection) or 16 (Bribery);
(d) becomes insolvent, or if an order is made or a resolution is passed for the winding up of the Provider (other than voluntarily for the purpose of solvent amalgamation or reconstruction), or if an administrator or administrative receiver is appointed in respect of the whole or any part of the Provider’s assets or business, or if the Provider makes any composition with its creditors or takes or suffers any similar or analogous action (to any of the actions detailed in this Clause)  in consequence of debt in any jurisdiction.

10.3 Upon termination or expiry of the Contract, the Provider shall (at no cost to the Council) return or securely destroy all requested documents, information and data to the Council immediately upon request. 

10.4 The Council shall have no liability in respect of any costs incurred by the Provider after the date of expiry or termination.

11. Review Meetings, Reports and Records

11.1 At the reasonable request of the Council, representatives from the Council and the Provider shall meet to review the performance of the Provider in delivering the Services, the costs of the Service, forward planning and any further matters which either Party wishes to review.  

11.2 The Provider shall submit such information and reports as required by the Specification via the web-based system made available by the Council (or such other format as determined by the Council), within the timescales and in the format specified by the Council and the Provider shall provide such further information as reasonably requested by the Council.

11.3 The Provider shall maintain for at least 6 years from the end of the Contract, or as long a period as may be agreed between the Parties in writing, full and accurate records of the Services supplied under the Contract and all payments made by the Council. The Provider shall on request afford the Council or the Council’s representatives such access to those records as may be reasonably requested by the Council in connection with the Contract.

12. Confidentiality 

12.1 Each Party shall:
(a) treat all Confidential Information belonging to the other Party as confidential and safeguard it accordingly; and

(b) shall not disclose any Confidential Information belonging to the other Party to any other person without the prior written consent of the other Party except where disclosure is otherwise expressly permitted by the provisions of this Contract.

12.2 Clause 12.1 shall not apply to any disclosure of information:

(a) required by any applicable Law, including FOIA and EIR;

(b) that is reasonably required by persons and to such extent as may be necessary for the performance of the Contract;
(c) where such information is already generally available or in the public domain, other than as a result of unauthorised disclosure;

(d) which is lawfully already in the possession of the receiving Party, prior to its disclosure by the disclosing Party; or

(e) by the Council to any other department, office or agency of the Government.

12.3 The Parties acknowledge that the Contract is not Confidential Information and may be published in whole or redacted by the Council if necessary. The Council may consult with the Provider to inform its decision regarding any publication or redactions, but shall have the final decision in its absolute discretion with regards to any publication or redactions.
13. Freedom of Information

13.1 The Provider acknowledges that the Council is subject to the requirements of the FOIA and the EIR and shall:

(a)
provide all necessary assistance and cooperation as reasonably requested by the Council to enable the Council to comply with its obligations under the FOIA and the EIR; and
(b)
not respond directly to any request for information under FOIA or EIR unless authorised in writing to do so by the Council.

13.2 The Provider acknowledges that the Council may be required under the FOIA and the EIR to disclose information concerning the Provider or the Services (including commercially sensitive information) without consulting or obtaining consent from the Provider. In these circumstances, the Council shall, in accordance with any relevant guidance issued under the FOIA, take reasonable steps, where appropriate, to give the Provider advance notice, or failing that, to draw the disclosure to the Provider’s attention after any such disclosure. 

13.3 Notwithstanding any other provision in the Contract, the Council shall be responsible for determining in its absolute discretion whether any information relating to the Provider or the Services is exempt from disclosure in accordance with the FOIA and/or the EIR.
14. Data Protection
14.1. Purpose

14.1.1. This Clause sets out the framework for the sharing of Personal Data between the Parties as Joint Controllers. It defines the principles and procedures that the Parties shall adhere to and the responsibilities the Parties owe to each other.

14.1.2. The Data Discloser and the Data Receiver each wish to provide certain Personal Data to the other, relating to the Purpose. 

14.1.3. The Parties consider this data sharing initiative is necessary to ensure the efficacy of the services performed by the Provider, as the mutual exchange of the Personal Data is required as described in Schedule 1. 
14.1.4. The Parties agree to process Shared Personal Data, as described in Schedule 1.
14.1.5. The Parties shall not process Shared Personal Data in a way that is incompatible with the Purpose.
14.1.6. Each Party shall appoint a single point of contact (SPoC) who will work together to reach an agreement with regards to any issues arising from the data sharing and to actively improve the effectiveness of the data sharing initiative. The points of contact for each of the Parties are set out in Schedule 1.
1.1 Shared Personal Data

14.2.1
The types of Personal Data to be shared between the Parties during the Term are set out in Schedule 1.

1.2.2 The Shared Personal Data must not be irrelevant or excessive with regard to the Purpose.

1.2 Lawful, Fair and Transparent Processing

1.3.1 Each Party shall ensure that it processes the Shared Personal Data fairly and lawfully during the Term.

1.3.2 Each Party shall ensure that it has legitimate grounds under the Data Protection Legislation for the processing of Shared Personal Data.

1.3.3 The Data Receiver undertakes to inform the Data Subjects, in accordance with the Data Protection Legislation, of the purposes for which it will process their Personal Data, the legal basis for such purposes and such other information as is required by Article 14 of the UK GDPR including: MACROBUTTON optional 
(a) if Shared Personal Data will be transferred to a third party, that fact and sufficient information about such transfer and the purpose of such transfer to enable the Data Subject to understand the purpose and risks of such transfer; and

(b) if Shared Personal Data will be transferred outside the UK or the EEA pursuant to this Clause, that fact and sufficient information about such transfer, the purpose of such transfer and the safeguards put in place by the Controller to enable the Data Subject to understand the purpose and risks of such transfer.

1.3 Data Subjects' Rights

1.4.1 The Parties each agree to provide such assistance as is reasonably required to enable the other Party to comply with requests from Data Subjects to exercise their rights under the Data Protection Legislation within the time limits imposed by the Data Protection Legislation.

1.4.2 The SPoC for each Party is responsible for maintaining a record of individual requests for information, the decisions made and any information that was exchanged. Records must include copies of the request for information, details of the data accessed and shared and where relevant, notes of any meeting, correspondence or phone calls relating to the request. The SPoC for each Party is detailed in Schedule 1.

1.4 Data Retention and Deletion

1.5.1 The Data Receiver shall not retain or process Shared Personal Data for longer than is necessary to carry out the Purpose.

1.5.2 Notwithstanding Clause 14.5.1, the Parties shall continue to retain Shared Personal Data in accordance with any statutory or professional retention periods applicable in their respective countries and/or industry.

1.5.3 The Data Receiver shall ensure that any Shared Personal Data is destroyed in accordance with the agreed Deletion Procedure set out in Schedule 1 in the following circumstances:

(a) on termination of the Contract; or

(b) once processing of the Shared Personal Data is no longer necessary for the purposes it was originally shared for, as set out in Clause 14.1.
1.5.4 Following the deletion of Shared Personal Data in accordance with Clause 14.5.3, the Data Receiver shall notify the Data Discloser that the Shared Personal Data in question has been deleted in accordance with the deletion procedure to be agreed between the Parties.
1.5 Transfers

1.6.1 For the purposes of this Clause, transfers of Personal Data shall mean any sharing of Personal Data by the Data Receiver with a third party, and shall include, but is not limited to, the following:

(a) sub-contracting the processing of Shared Personal Data; and/or

(b) granting a third party controller access to the Shared Personal Data.

1.6.2 If the Data Receiver appoints a third party processor to process the Shared Personal Data, it shall comply with Article 28 and Article 30 of the UK GDPR and shall remain liable to the Data Discloser for the acts and/or omissions of the Processor.

1.6.3 The Data Receiver may not transfer Shared Personal Data to a third party located outside the UK or the EEA unless it:

(a) 
complies with the provisions of Articles 26 of the UK GDPR (in the event the third party is a joint controller); and

(c) ensures that:

i. the transfer is to a country approved by the European Commission as providing adequate protection pursuant to Article 45 of the UK GDPR; 

ii. there are appropriate safeguards in place pursuant to Article 46 of the UK GDPR; or 

iii. one of the derogations for specific situations in Article 49 of the UK GDPR applies to the transfer.

1.6 Use and Permitted Disclosures

1.7.1 In return for the Data Discloser disclosing the Personal Data to the Data Receiver, the Data Receiver shall:

(a) keep the Personal Data secret and confidential and agrees to use the Personal Data only for the Purpose;

(b) not use or exploit the Personal Data  in any way except for the Purpose;

(c) not directly or indirectly disclose or make available any Personal Data in whole or in part to any person, other than to its Staff (which, for the avoidance of any doubt, for the purposes of this Clause 14 expressly includes its professional advisers)  where it is deemed to be on a need to know basis for the Purpose, wherein the Data Receiver undertakes:

i. to notify such Staff of the Data Receiver’s obligations under this Clause 14; and
ii. to use its best endeavours to ensure that the Staff involved comply with such undertakings and obligations including entering into any further confidentiality agreements as the Data Receiver deems necessary;

(d) apply the same security measures and degree of care to the Personal Data as the Data Receiver applies to its own confidential information, which the Data Receiver warrants as providing adequate protection from unauthorised disclosure, copying or use; and

(e) establish and maintain adequate security measures (including any reasonable security measures proposed by the Data Discloser from time to time) to safeguard the Personal Data from unauthorised access or use.

1.7 Security and Training

1.8.1 The Data Discloser shall only provide the Shared Personal Data to the Data Receiver by using secure methods as agreed between the Parties.

1.8.2 The Parties undertake to have in place throughout the Term appropriate technical and organisational security measures to:

(a) prevent:

i. unauthorised or unlawful processing of the Shared Personal Data; and

ii. the accidental loss or destruction of, or damage to, the Shared Personal Data 

(b) ensure a level of security appropriate to:

i. the harm that might result from such unauthorised or unlawful processing or accidental loss, destruction or damage; and

ii. the nature of the Shared Personal Data to be protected.

1.8.3 The level of technical and organizational measures agreed by the Parties as appropriate as at the Commencement Date having regard to the state of technological development and the cost of implementing such measures shall be agreed between the Parties. The Parties shall keep such security measures under review and shall carry out such updates as they agree are appropriate throughout the Term.

14.8.4
It is the responsibility of each Party to ensure that its Staff members are appropriately trained to handle and process the Shared Personal Data in accordance with the technical and organisational security measures agreed between the Parties, together with any other applicable national data protection laws and guidance and have entered into confidentiality agreements relating to the processing of Personal Data. 

14.8.5   The level, content and regularity of training referred to in Clause 14.8.4 shall be proportionate to the Staff members' role, responsibility and frequency with respect to their handling and processing of the Shared Personal Data.

1.8 Personal Data Breaches and Reporting Procedures

1.9.1   Each Party shall each comply with its obligation to report a Personal Data Breach to the appropriate Supervisory Authority and (where applicable) Data Subjects under Article 33 of the UK GDPR and shall inform the other Party of any Personal Data Breach irrespective of whether there is a requirement to notify any Supervisory Authority or Data Subject(s). 

1.9.2 The Parties agree to provide reasonable assistance as is necessary to each other to facilitate the handling of any Personal Data Breach in an expeditious and compliant manner.

1.9 Review of Data Sharing Initiative

1.10.1 The Parties shall review the effectiveness of this Clause 14 periodically. The Parties shall continue, amend or terminate the Contract depending on the outcome of this review.

1.10.2 The review of the effectiveness of this Clause 14 will involve:

(a) assessing whether the purposes for which the Shared Personal Data is being processed are still the ones listed in this Contract;

(b) assessing whether the Shared Personal Data is still as listed in this Contract;

(c) assessing whether the legal framework governing data quality, retention, and Data Subjects' rights are being complied with; and

(d) assessing whether Personal Data Breaches involving the Shared Personal Data have been handled in accordance with this Clause 14 and the applicable legal framework.

1.10.3 Each Party reserves its rights to inspect the other Party's arrangements for the processing of Shared Personal Data and to terminate the Contract where it considers that the other Party is not processing the Shared Personal Data in accordance with this Clause 14.

1.11 Resolution of Disputes with Data Subjects or the Supervisory Authority

1.11.1 In the event of a dispute or claim brought by a Data Subject or the Supervisory Authority concerning the processing of Shared Personal Data against either or both Parties, the Parties will inform each other about any such disputes or claims, and will cooperate with a view to settling them amicably in a timely fashion.

1.11.2 Without prejudice to the provisions of Clause 15, the Parties agree to respond to any generally available non-binding mediation procedure initiated by a Data Subject or by the Supervisory Authority. If they do participate in the proceedings, the Parties may elect to do so remotely (such as by telephone or other electronic means). The Parties also agree to consider participating in any other arbitration, mediation or other dispute resolution proceedings developed for data protection disputes.

1.11.3 Each Party shall abide by a decision of a competent court of the Council's country of establishment or of the Supervisory Authority.

1.12 Indemnity MACROBUTTON optional 
1.12.1 The Data Discloser and Data Receiver undertake to indemnify each other and hold each other harmless from any cost, charge, damages, expense or loss which they cause each other as a result of their breach of any of the provisions of this Contract, except to the extent that any such liability is excluded under Clause 8.

1.12.2 Indemnification hereunder is contingent upon MACROBUTTON optional :

(e) the Party to be indemnified (the Indemnified Party) promptly notifying the other Party (the Indemnifying Party) of a claim,

(f) the Indemnifying Party having sole control of the defence and settlement of any such claim, and

(g) the Indemnified Party providing reasonable co-operation and assistance to the Indemnifying Party in defence of such claim.

1.10 Allocation of Cost MACROBUTTON optional 
Each Party shall perform its obligations under this Clause at its own cost.

15. Dispute Resolution

15.1 The Parties shall attempt in good faith to negotiate a settlement to any dispute between them arising out of or in connection with the Contract within such reasonable time as agreed between the Parties. Such efforts shall involve the escalation of the dispute to an appropriately senior representative of each Party, if necessary.

15.2 If the dispute is not resolved under Clause 15.1 then either Party may commence or continue court proceedings in respect of such unresolved dispute. 
15.3 Notwithstanding any dispute, the provision of the Services shall not be suspended, ceased or delayed and the Provider (and its Staff) shall comply fully with this Contract at all times.

16. Bribery 

16.1 The Provider warrants it shall (and will ensure its Staff shall) comply with the Bribery Act 2010 at all times and shall notify the Council immediately if a breach of this Act is suspected or known.
16.2 The Provider shall maintain its own policies and procedures to ensure compliance with any relevant requirements and will enforce them where appropriate.
16.3 The Council may terminate this Contract by written notice with immediate effect if the Provider or its Staff (whether acting or not with the Provider’s knowledge) breaches the Bribery Act 2010.

17. Audit and Inspection

17.1 The Provider must comply with all reasonable written requests made by the Council, the National Audit Office, the GPhC or other Regulatory Body, in respect of entry to the Provider’s premises and/or the premises of any sub-contractor for the purposes of auditing, viewing, observing or inspecting such premises and/or the provision of the Services, and for information relating to the provision of the Services. The Provider must provide the Council with all reasonable co-operation and assistance in relation to such requests, including access to information and to Staff, unless it would materially and adversely affect the provision of the Services.  
17.2 The Provider shall provide such reasonable co-operation and assistance in relation to any audit, including providing:

(a)
all reasonable information requested within the scope of the audit;

(b)
reasonable access to the Provider’s premises and/or the premises of any sub-contractor; and

(c)  access to its Staff.

17.3 The Council shall use its reasonable endeavours to ensure that the conduct of any audit undertaken within its control does not unreasonably disrupt the Provider or delay the provision of the Services.

18. Complaints 


If a complaint is received about the standard of the provision of the Services or about the manner in which any of the Services have been supplied or work has been performed or about the materials or procedures used or about any other matter connected with the performance of the Provider’s obligations under this Contract, then the Council may take any steps it considers reasonable in relation to that complaint, including investigating the complaint and discussing the complaint with the Provider, and any appropriate Competent Body. Without prejudice to any other rights the Council may have under this Contract, the Council may, in its sole discretion, uphold the complaint and take any reasonable action in connection with this Contract as a consequence.
19. General

19.1 A person who is not a party to the Contract shall have no right to enforce any of its provisions which, expressly or by implication, confer a benefit on him, without the prior written agreement of the Parties and the Contracts (Rights of Third Parties) Act 1999 shall not apply. 

19.2 The Contract cannot be varied except in writing signed by a duly authorised representative of both Parties. 

19.3 The Provider must not assign, delegate, transfer, sub-contract, novate, charge or otherwise dispose of all or any of the rights or obligations under this Contract without the prior written consent of the Council.

19.4 The Contract contains the whole agreement between the Parties and supersedes and replaces any prior written or oral agreements, representations or understandings between them. The Parties confirm that they have not entered into the Contract on the basis of any representation that is not expressly incorporated into the Contract. Nothing in this Clause shall exclude liability for fraud or fraudulent misrepresentation.

19.5 Any waiver or relaxation either partly, or wholly of any of the terms and conditions of the Contract shall be valid only if it is communicated to the other Party in writing and expressly stated to be a waiver.  A waiver of any right or remedy arising from a breach of contract shall not constitute a waiver of any right or remedy arising from any other breach of the Contract.

19.6 If any provision of the Contract is prohibited by Law or judged by a court to be unlawful, void or unenforceable, the provision shall, to the extent required, be severed from the Contract and rendered ineffective as far as possible without modifying the remaining provisions of the Contract, and shall not in any way affect any other circumstances of or the validity or enforcement of the Contract.

19.7 Any notice to be given under the Contract shall be in writing and may be served by personal delivery, pre-paid post or e-mail to the address of the relevant representative of the Party as set out in the Award Letter, or such other address as that Party may from time to time notify to the other Party in accordance with this Clause.  Notices may be served by email only if the original notice is then sent to the recipient by personal delivery or pre-paid post in the manner set out in this Clause.

19.8 This Contract shall be governed by and interpreted in accordance with English Laws and the Parties submit to the jurisdiction of the Courts of England.

Schedule 1

Schedule of Processing, Personal Data and Data Subjects

This Schedule shall be completed by the Parties.  

1. The contact details of each of the Controller’s Single Point of Contact are:

Victoria Clarke
Public Health

Service Commissioning Manager

Victoria.clarke@derbyshire.gov.uk
 [Insert Provider’s SPoC’s contact details]
2. Any such further instructions shall be incorporated into this Schedule.

	Description
	Details

	Identity of the Controllers
	The Parties acknowledge that for the purposes of the Data Protection Legislation, each of the Parties has responsibilities as a Controller in accordance with the Contract.

The Parties acknowledge that they are Joint Controllers for the purposes of the Data Protection Legislation in respect of:

Personal data of patients presenting prescriptions for opiate substitution therapy or registering for the needle and syringe programme.

	Subject matter of the processing by the Joint Controllers
	The processing is needed in order to ensure that the Parties can effectively deliver the Contract to provide a service to the Service Users.

	Duration of the processing
	For the term set out in the Contract.

	Nature and purposes of the processing
	The nature: As appropriate, the collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of data (whether or not by automated means) as necessary for the purposes of the relevant service agreements between the Parties. 

The purpose: Service delivery

	Type of Personal Data being Processed
	Name, address, age, date of birth, NHS number, GP, prescribed medication

The following special categories of Personal Data shall be processed:

None

	Categories of Data Subject
	Patients

	Plan for return and destruction of the data once the processing is complete
	Data will be retained in accord with Records Management Code of Practice for Health and Social Care 2016 and then destroyed.
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