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THIS AGREEMENT is made_______________________________________2016
BETWEEN

1 DERBYSHIRE COUNTY COUNCIL of County Hall, MATLOCK, Derbyshire, DE4 3AG (the “Council”); and
2 ORGANISATION (a company incorporated and registered in England and Wales with company number xxx/ a charity registered in England and Wales with charity number xxx) whose registered address is at xxx (the “Provider”)
INTRODUCTION:

A
The Council advertised for the provision of linen hire services to Derbyshire Adult Care Residential establishments (Tender reference - SSD 17 02) on 19 September 2017.
B
The Provider submitted a tender in response dated 20 October 2017 and following the tender process was selected to supply the services advertised.

C
This Agreement sets out the terms on which the Council will purchase and the Provider will supply the services specified in this Agreement.

D
The Provider has agreed to provide and the Council has agreed to accept the provision of the services on the following terms.

OPERATIVE PROVISIONS

1
DEFINITIONS AND INTERPRETATION

1.1 In this Agreement, the following words and phrases will have the following meanings:
	Adult Care
	The department within Derbyshire County Council with management responsibility for adult social care

	Adult Care Clients
	Any adult who is eligible to receive adult social care services provided by ourselves directly, or funded by us

	Agreement
	means this Agreement, inclusive of Schedules 1 - 7;

	Applicable Law
	all applicable and relevant legislation, regulations, rules or mandatory codes of conduct, authorisations, licenses, consents and approvals in relation to the Services which are necessary for the Provider to perform its obligations under this Agreement;

	Authorised Officer
	means the Director of Adult Care or such other officer nominated by the Director of Adult Care to act as Authorised Officer for the purposes of this Agreement with responsibility for the overall management and control of this Agreement on behalf of the Council (see Schedule 4) which may for the avoidance of doubt be shared by more than one person at the same time;

	Background Materials
	without prejudice to the generality of the following, all information, methodologies, techniques, schemata, diagrams, ways of doing business, trade secrets, instruction manuals and procedures (including, but not limited to, software, documentation, and data of whatever nature and in whatever media) owned, developed or controlled by the Provider which have been created outside the scope, or independently, of the Services and shall include all materials of whatever nature of the Provider which pre-date the Services or which in any way form part of the proprietary tool-sets of the Provider or its know how or expertise;

	Caldicott Principles
	means the principles arising from the Caldicott Enquiry;

	Commencement Date
	means 01 April 2018

	Confidential Information
	all information designated as being confidential  (whether or not it is marked as “confidential”) or which ought reasonably to be considered to be confidential and shall, for the avoidance of doubt, include but not be limited to Personal Data and any information relating to the service users (including their relatives, carers and advocates) and the business, affairs, finance, developments, trade secrets, know-how, personnel and suppliers of either Party, including IPR, together with all information derived from the above;

	Contract Manager
	means the person appointed to exercise the Provider’s rights and powers under this Agreement;

	Contract Price
	means the price payable by the Council for the Services as determined in accordance with Clause 12 and Schedule 3;

	the Council
	Derbyshire County Council, Adult Care Department, County Hall, Matlock, Derbyshire, DE4 3AG (DCC)

	Council Plan
	The top level strategy that sets out the priorities for the work of the Council over a specified period

	Data Protection Requirements
	the Data Protection Act 1998, the EU Data Protection Directive 95/46/EC, the Regulation of Investigatory Powers Act 2000, the Telecommunications (Lawful Business Practice) (Interception of Communications) Regulations 2000, the Electronic Communications Data Protection Directive 2002/58/EC, the Privacy and Electronic Communications (EC Directive) Regulations 2003 and all applicable laws and regulations relating to processing of personal data and privacy, including where applicable the guidance and codes of practice issued by the Information Commissioner;

	Default
	means any failure by the Provider to provide the Services or any part thereof with due diligence and expedition, or refusal or failure to comply with any reasonable notice given to it in writing by the Council in connection with such failure, or any breach by the Provider of its obligations (including but not limited to fundamental breach or breach of a fundamental term or any other default, act, omission, negligence or statement) of the Provider, its Staff or Sub-contractors in connection with or in relation to the subject-matter of this Services

	Derbyshire
	In the context of this service specification, Derbyshire relates to the County of Derbyshire, excluding Derby City

	Derbyshire Dignity Challenge
	The Dignity in Care Campaign aims to put dignity and respect at the heart of care services and has resulted in the development of the 10 point Dignity Challenge. The challenge depicts what high quality services that respect people's dignity should include.

	Disclosure & Baring Service (DBS)
	The Disclosure and Barring Service (DBS) helps employers make safer recruitment decisions and prevent unsuitable people from working with vulnerable groups, including children. It replaces the Criminal Records Bureau (CRB) and Independent Safeguarding Authority (ISA).

	Dispute Resolution Procedure
	the procedure for dealing with disputes under this Agreement as set out in Clause 30;

	Environmental Information Regulations (EIR)
	The Environmental Information Regulations 2004 together with any guidance and/or codes of practice issues by the Information Commissioner or relevant Government Department in relation to such regulations;

	Fixed Term
	as described in Clause 2.1;

	Force Majeure


	any cause preventing either Party from performing any or all of its obligations under this Agreement which arises from or is attributable to circumstances beyond the reasonable control of the Party so prevented, including strikes or other industrial disputes involving the workforce of any third Party, act of God, government actions, war, riot, hostilities, terrorist attack or activity, or civil commotion;

	Funding
	the funds to be contributed to the costs of the Service by the Council as set out in Schedule 3  but subject to Clause 8 below.

	Information
	has the meaning given under Section 84 of the Freedom of Information Act 2000

	Losses
	all damage, loss, liabilities, claims, actions, costs, expenses (including the cost of legal and/or professional services) proceedings, demands and charges whether arising under statute, contract or at common law but, excluding indirect losses (other than directly and solely attributable to the provision of the Service)

	Notices
	any type of formal communication between the Parties in writing or otherwise;

	Party (ies)
	the Council and the Provider;

	Personal Data
	personal data as defined by section 1(1) of the Data Protection Act 1998 and sensitive personal data as defined by section 2 of the Data Protection Act 1998 and includes all data that are subject to protection under the Data Protection Requirements

	the Provider
	The Provider Organisation 

	Regulations
	the Public Contracts Regulations 2015;

	Relevant Transfer Date
	the date on which the transfer of the Staff to the Provider (or sub-contractor) in accordance with this Agreement and the TUPE Transfer Regulations is effected

	Replacement Provider
	any provider to whom a member of Staff is transferred pursuant to TUPE in relation to the Service immediately on termination or expiry of this Agreement

	Reputable Insurer
	an insurer who has a credit rating as determined by Standard & Poor’s Rating services of at least BBB+;

	Request for Information
	a request for Information for an apparent request under the FOIA, the Code of Practice on Access to Government Information, or the Environmental Information Regulations;

	the Service
	Provision of the range of services / activities provided by the Provider Organisation for Derbyshire County Council Adult Care.

	Service Levels
	the service levels specified in Schedule 1 with which the Provider’s provision of Services must comply;

	Service Specification
	means the description of the Service to be provided by the Provider as set out in Schedule 1

	Service User
	an individual receiving a services provided by the Provider as specified in the Service Specification 

	Staff
	means all persons engaged by the Provider in the delivery of the Services specified by this Agreement either directly or indirectly; for the avoidance of doubt, this  includes employees, volunteers, sub-contractors, agents, volunteers and all others (including employees of sub-contractors and agents) reasonably considered to be engaged by the Provider for the purpose stated above

	Term
	means the period comprising the Fixed Term and all agreed extensions, if any

	TFEU
	the Treaty on the Functioning of the European Union.

	TUPE
	means the Transfer of Undertaking (Protection of Employment) Regulations 2006

	Warranty
	means a promise or assurance given in contract by a Party to the other Party and should be contrasted with conditions of contract, which are fundamental terms of the contract


1.2 
Except where a contrary intention appears, a reference to a clause or schedule is a reference to a clause or schedule to, this Agreement. 

1.3 
The schedules to this Agreement, together with any documents referred to in them, form an integral part of this Agreement and any reference to this Agreement means this Agreement together with the schedules and all documents referred to in them, and such amendments in writing as may subsequently be agreed between the Parties.
1.4
In the event of any conflict between any of the documents comprising this Agreement, the order of priority shall be as follows:

a) the terms of this Agreement;

b) Schedule 1 (Service Specification);


c)
Schedule 3 (Financial Breakdown);

d)
Schedule 7 (Tender Submission Documents)
e) 
Schedule 2 (Performance Monitoring and Contract Management);
f) Schedule 5 (TUPE) if applicable
g) Schedule 6a (Information Sharing Agreement)

h)  Schedule 6 (Audit and Information Governance)
1.5 
The headings contained in this Agreement are for convenience only and shall not affect its interpretation or construction.

1.6 
Unless the context otherwise requires words denoting the singular shall include the plural and vice versa, references to any gender shall include all other genders and references to persons shall include natural persons, bodies corporate, unincorporated associations, governments, states and  trusts, in each case whether or not having a separate legal personality.

1.7 
The words and phrases “including”, for example” and “in particular” shall be construed as illustrative and without limitation to the generality of the related general words.

1.8 
Any reference to “writing” or “written” shall include faxes and email.

1.9 
References in this Agreement to any statute, enactment, order, regulation or other similar instrument ("legislation") shall include a reference to that legislation as amended, extended, consolidated or re-enacted from time to time and any order, regulation, instrument or other subordinate legislation made under it.

2
TERM

2.1 
This Agreement shall be effective from the Commencement Date and shall continue in force for two (2) years (the “Fixed Term”) unless it is extended or terminated in accordance with its terms.

2.2
If the Council requires an extension to the duration of this Agreement beyond the Fixed Term it shall serve no less than four (4) weeks’ notice before the expiry of the Fixed Term of its wish to extend.  The Council reserves the option to extend this Agreement for up to two (2) further periods of twelve (12) months each PROVIDED THAT this Agreement shall not be extended for any period in excess of two (2) years following expiry of the Fixed Term.
2.3
For the avoidance of doubt, all potential Extensions are optional to the Council and there is no guarantee of any work whatsoever for the Provider under this Agreement beyond the Fixed Term.

3
THE SERVICES AND SERVICE LEVELS
3.1 
The Provider will, in consideration of the Contract Price, provide the Services for the Council for the duration of this Agreement in accordance with the provisions of this Agreement.
3.2
By entering into this Agreement, the Provider warrants and represents that the Provider shall ensure that all of its staff and any other consultants or Subcontractors, engaged in providing the Service: 

3.2.1

have the necessary skills, expertise and diligence to undertake such work and will conform to the professional standards generally observed in the care sector for similar services; and 
3.2.2

comply with this Agreement at all times.
3.3
In the event that the Provider does not comply with the provisions of Clause 3.2 (above) in any way, the Council may serve the Provider with a notice in writing setting out the details of the Provider's default (a Default Notice) in accordance with the procedure set out in clause 27 (below).

3.4
Time shall be of the essence with regard to all the obligations of the Provider.

3.5
The timetable for the delivery of the Services by the Provider shall be in accordance with the Service Levels.  

3.6
In the event that any part of the Services has not been or will not be provided in accordance with this Agreement on any occasion or has not been completed to the reasonable satisfaction of the Council then the Council shall be entitled, at its own discretion, to either:

3.6.1
require the Provider, at its own expense, to re-schedule and carry out the Services in accordance with the requirements of the Agreement within such reasonable time as may be specified by the Council; or

3.6.2
instruct an alternative provider to provide the Service and recover the additional cost of such alternative provision from the Provider.

3.7
The Provider and its staff shall co-operate fully with the Council and all its staff, agents, Sub-contractors and consultants as requested.

3.8    The Provider shall comply with all reasonable requests of the Council and shall use all reasonable endeavours to promote the interest of the Council.

4
WARRANTIES AND REPRESENTATIONS

4.1
The Provider warrants and represents that:

4.1.1 
it has made and shall make its own enquiries to satisfy itself as to the accuracy and adequacy of any information supplied to it by or on behalf of the Council; and
4.1.2 
it has received, read and understood the Service Specification in Schedule 1 and agrees to be bound by the provisions set out therein.
4.2
If the Provider has failed to fully understand fully or make sufficient enquiries referred to in clause 4.1.1 or 4.1.2 then the Provider shall not be excused from any liability under this Agreement as a consequence of such failure.

4.3
The Provider warrants and represents that:

4.3.1
it has full capacity and authority and all necessary consents (including, where its procedures so require, the consent of its parent company) to enter into and to perform this Agreement and that this Agreement is executed by a duly authorised representative of the Provider; and
4.3.2 
this Agreement shall be performed in compliance with all applicable laws, enactments, orders, regulations and other similar instruments as amended from time to time.
4.4   The Provider acknowledges that any breach of the warranties in clause 4.1 or in clause 4.3 shall be remedied as a matter of urgency at no cost to the Council.  Failure to remedy (if capable of remedy) such to comply with clause 4.3 within fourteen (14) days of notification by the Council shall constitute a breach of this Agreement entitling the Council to terminate in accordance with clause 31.

5
CONTRACTING PARTNER AND FUNDING PARTY(IES)
Where any part of the Services is to be delivered to the Funding Party(ies) and the Funding Party(ies) suffer any loss or damage by reason of any act or omission of the Provider with regard to such delivery then the Provider shall be responsible for such loss and damage to the Funding Party(ies) to the extent that the Provider would have been liable to the Council under this Agreement if such loss or damage had been suffered by the Council as a result of such act or omission.
6
ASSIGNMENT AND SUBCONTRACTING

6.1
The Provider shall not assign, novate, sub-contract, grant any security interest over or otherwise transfer any rights or obligations under this Agreement, or any document referred to in it, without the prior written consent of the Council.  Such consent shall be at the absolute discretion of the Council.

6.2
The Provider shall be responsible for the acts, omissions, defaults and neglect of its sub-contractors or any transferee, whether or not approval has been given to their appointment or the transfer under this clause 6, as if they were its own and no consent given under this clause shall relieve the Provider of any of its obligations under this Agreement.

7
VARIATION
No amendment or variation of this Agreement shall be effective unless set out in writing, expressed to amend this Agreement and signed by an authorised signatory of both Parties
8
FUNDING
8.1
The Provider acknowledges that funding of the Services may be affected by Central and Local Government budget restrictions or realignments, and thus, it may be that all or part of the Agreement could cease.

8.2
The Council will give at least three months’ notice to the Provider, should part or all of the Council’s funding be withdrawn and it becomes necessary to terminate all or part of the Agreement in accordance with Clause 27.6 below.
9
LIMITATION OF LIABILITY, INSURANCE AND LOSS OF PROFIT
9.1
The Provider accepts all liability for breaches of its obligations under this Agreement including but not limited to errors or omissions in the Services and its own negligence to the extent stated in this Clause 9.

9.2
Neither Party excludes or limits its liability to the other Party for death or personal injury caused by its negligence or for fraud or fraudulent misrepresentation.

9.3
The Provider shall indemnify and hold harmless the Council from and against all liability and loss suffered and any costs and expenses reasonably and properly incurred as a result of the death or injury of any person caused by default or negligence of the Provider, its employees, agents or sub-contractors provided that this indemnification shall not apply to the extent that the death or injury of any or wholly or partly attributable to any default or negligence of the Council or any act or omission of a third Party (other than the Provider’s sub-contractors).  

9.4
The Provider’s liability in contract, tort (including negligence or breach of statutory duty) or otherwise arising by reason of or in connection with this Agreement or howsoever otherwise arising shall be without limitation, provided that the Council shall take all reasonable steps to mitigate any such liability.

9. 5
Save for liability as stated in clause 9.2 or as expressly stated elsewhere in the Agreement neither Party shall be liable to the other for:

9.5.1 
indirect or consequential loss or damage;

9.5.2
loss of profits;

9.5.3
loss of revenue;

9.5.4
loss of business; or

9.5.5 
loss of goodwill.
9.6
The Provider undertakes to effect and maintain at its own cost with Reputable Insurers the following insurances at all times throughout the term of the Agreement (including any Extensions) and, in respect of the professional indemnity insurance, for seven years thereafter:

9.6.1
Public liability (third Party) insurance of a minimum of £5,000,000 (five million pounds); 

9.6.2
Employer’s liability insurance of a minimum of £10,000,000 (ten million pounds); and 

9.6.3 
Professional Indemnity insurance of a minimum of £2,000,000 (two million pounds)
9.7
The Provider undertakes to supply the Council on request evidence of insurance to establish compliance with the requirements of this Contract with regard to the provision and adequacy of relevant insurance policies.

9.8 
Any excess or deductibles under the insurance policies referred to in Clauses 9.6 above shall be the sole and exclusive responsibility of the Provider.

9.9
The terms of any insurance or the amount of cover shall not relieve the Provider of any liabilities under this Agreement.

9.10
Each provision of this clause limiting or excluding liability operates separately in itself and survives independently of the others.  If any part is held by a court to be unreasonable or inapplicable in any circumstances, the other parts will continue to apply.  

9.11
Each Party acknowledges and agrees that the foregoing provisions of this Clause 9 are fair and reasonable.
10
INTELLECTUAL PROPERTY RIGHTS

10.1
The Provider hereby grants to the Council a royalty-free, non-exclusive, non-transferable licence to such of the Provider’s pre-existing Intellectual Property Rights and for such term as the Council shall require solely for the purposes of this Agreement and such other purposes as it shall reasonably require that relate to the use and provision of the Services.
10.2
All Intellectual Property Rights created by the Provider as a result of the performance by the Provider of its obligations under this Agreement shall belong to the Council and may not be used by the Provider for any other purpose without the prior written consent of the Council.

10.3
All Intellectual Property Rights in any materials (in whatever form or media, including training, marketing, promotional or publicity materials) relating to the provision of the Services prepared by the Provider for the Council under this Agreement shall belong to the Council and may not be used by the Provider for any other purpose without the prior written consent of the Council.

10.4
The Provider warrants that:

10.4.1
the provision of the Services shall not infringe any Intellectual Property Rights of any third Party; and

10.4.2
none of the materials described in clauses 10.1 to 10.3 infringe the Intellectual Property Rights of any third Party; and 
10.4.3 
it shall defend, hold harmless and indemnify the Council against all loss, damage, claims, liabilities, fees, costs and expenses arising out of any claim that the provision of the Services or the materials infringes any Intellectual Property Right of any third Party.
10.5
So far as permitted by law, the Provider’s liability under the indemnity in clause 10.4 shall not exceed an overall aggregate limit of £10,000,000 (ten million pounds).
11
 OPEN BOOK ACCOUNTING 

11.1 
The Provider will operate an open book accounting policy for the Services and will allow the Council access to all financial records concerning service provision on request.

11.2
The Provider must:

11.2.1
keep a record of all income and expenditure for the Services.

11.2.2
keep accounts in a format that allows the expenditure of the Council funding to be identified.

11.2.3
retain all invoices, receipts, account records and other relevant documents for 6 years after the end of this Agreement.  These records will be made available, on demand, for inspection or audit by Government Office, National Audit Office or the Council. 
11.3
The payment of the contract price is subject to an ‘open book’ accounting system for the term of this Agreement.  The open book accounting system may allow for under or overspends within financial years to be carried over with the agreement of the Council.  Any potential overspends must be agreed with the Council's Contract Manager. The Council reserves the right to reduce the proposed quarterly payments in line with any underspends reported.
 12
CHARGES AND PAYMENT 

12.1 
The Council shall, in consideration of the provision by the Provider of the Services in accordance with this Agreement, pay the Provider for the sum set out in Schedule 3 for the duration of this agreement.
12.2 
Should the funding for this Agreement include employment of paid staff, the staff must be in post and the funding must be used to cover their salary payments.  Invoices will be reduced accordingly where no staffing costs have been incurred. Where payment is claimed in respect of staff that leave during the payment period, an adjustment should be made on the subsequent invoice.

12.3 
If payment to the Provider is currently automatically made on a quarterly basis by the Council, but some of the staff costs are not incurred, the Provider is required to inform the Council’s Contract Manager.  A discussion as to whether future payments should be reduced or other Agreement solution should be agreed between the Parties.
12.4
The Provider shall invoice the Council on a monthly basis at the end of the period unto which it refers and subject to Clauses 12.8, the Council shall pay each such undisputed invoice within 30 (thirty) days of receipt of the invoice.

12.5
If he Council disputes any invoice or other statement of monies due, the Council shall notify the Provider as soon as reasonably practicable and The Parties shall negotiate in good faith to attempt to resolve the dispute promptly. The Provider shall provide all such evidence as may be reasonably necessary to verify the disputed invoice or request for payment.

12.5.1
in the event that it is determined that any disputed sum is payable to the Provider, the date of any such determination shall constitute the Due Date in respect of that sum.
12.6
If the Parties have not resolved the dispute within 30 days of the Council giving notice to the Provider, the dispute shall be resolved in accordance with the Dispute Resolution Procedure specified in clause 30
12.7
Where only part of an invoice is disputed, the undisputed amount shall be paid on the due date as set out in Clause 12.4. The Provider’s obligations to supply the Services shall not be affected by any payment dispute.
12.8
Any changes to the banking and/or payment details shall be submitted as soon as possible to the Council’s Accounts Payable team on a hard copy headed letter by an authorised officer of the Provider.
12.9 
Where the Provider enters into a sub-contract for the purpose of performing this Agreement, it shall cause a term to be included in such a sub-contract that requires payment to be made of undisputed sums by the Provider to the sub-contractor within a specified period not exceeding thirty (30) days from the receipt of a valid invoice.

12.10 
The Charges are stated exclusive of VAT, which shall be added at the prevailing rate as applicable and paid by the Council following delivery of a valid VAT invoice. 
12.11
The Provider shall be wholly responsible for all taxes and National Insurance and other contributions, which may be payable out of, or as a result of, any fees or other monies paid or payable by the Council under this Agreement.

13
CONFIDENTIALITY

13.1.
Subject to clause 13, each Party shall, in respect of the Confidential Information of the other for which it is the recipient:

13.1.1.
keep the Confidential Information confidential using no less degree of skill and care than it uses for its own similarly sensitive information and in no event less than a reasonable standard of care and not disclose any part of such Confidential Information to any person except as permitted by or as required for the performance of the recipient’s obligations under this agreement;

13.1.2 
take all reasonable steps to prevent unauthorised access to the Confidential Information; and

13.1.3
not use the Confidential Information other than for the purposes set out in this Agreement.
13.2.
The Parties may disclose the Confidential Information to, and allow its use in accordance with this Agreement by, the following (as long as the conditions in clause 13.3 are met):
13.2.1
employees and officers of the recipient who necessarily require it as a consequence of the performance of the recipient’s obligations under this Agreement; 
13.2.2
the recipient’s auditors and professional advisors solely for the purposes of providing professional advice and any other persons or bodies having a legal right or duty to have access to, or knowledge of, the Confidential Information in connection with the business of the recipient;

13.2.3
the recipient’s agents and sub-contractors who necessarily require it as a consequence of the performance of their obligations under this Agreement.

13.3.
As a condition of the rights set out in clause 13.2 the Party wishing to exercise those rights must:

13.3.1.
ensure that any Party to whom it discloses Confidential Information is under an obligation of confidentiality in relation to such Confidential Information; and 

13.3.2.  make sure that such persons observe the restrictions in this clause 13.

13.4.
The restrictions in clause 13.1 do not apply to any information to the extent that it:

13.4.1
is or comes within the public domain other than through a breach of this clause 13; or

13.4.2
is in the recipient’s possession (with full right to disclose) before receiving it from the other Party; or 

13.4.3.
is lawfully received from a third Party (with full right to disclose); or

13.4.4.
is independently developed by the recipient without access to or use of the Confidential Information

13.4.5.
is required to be disclosed by any court of competent jurisdiction or by a governmental or regulatory authority or where there is a legal right, duty or requirement to disclose.  In such event, the recipient will (and without breaching any legal or regulatory requirement) where reasonably practicable give the discloser prompt notice in writing of the requirement to disclose and an opportunity to make representations regarding any proposed disclosure.

13.5.
Each Party to this Agreement shall promptly notify the other Party if it becomes aware of any breach of confidence by any person to whom it divulges any part of the Confidential Information and shall 

13.5.1
give the other Party all reasonable assistance in connection with any proceedings which the other Party may institute against such person for breach of confidence; and

13.5.2
take all such reasonable steps as are necessary to prevent further disclosure.

13.6.
The obligations in this clause 13 as to confidentiality shall remain in full force and effect notwithstanding any termination of this Agreement.

14
FREEDOM OF INFORMATION

14.1
The Provider acknowledges that the Council is subject to the requirements of the Code of Practice on Government Information, FOIA and the Environmental Information Regulations and shall assist and cooperate with the Council to enable the Council to comply with its information disclosure obligations. 

14.2
The Provider shall and shall procure that its sub-contractors shall: 

14.2.1
transfer to the Council all Requests for Information that it receives as soon as practicable and in any event within two (2) days of receiving a Request for Information;

14.2.2
provide the Council with a copy of all Information in its possession or power (being information held by the Provider on behalf of the Council) in the form that the Council requires within seven (7) days of the Council's request (or such other period as the Council may specify); and

14.2.3
provide all necessary assistance as reasonably requested by the Council to enable the Council to respond to the Request for Information within the time for compliance set out in Section 10 of the Freedom Of Information Act or Regulation 5 of the Environmental Information Regulations.

14.3
The Council shall be responsible for determining in its absolute discretion whether any Information is exempt from disclosure in accordance with the provisions of the FOIA or the Environmental Information Regulations, notwithstanding any other provision in this Agreement or any other agreement, or any classification of that Information, whether as being commercially sensitive or otherwise.

14.4
In no event shall the Provider respond directly to a Request for Information unless expressly authorised to do so by the Council.

14.5
The Provider acknowledges that the Council may, acting in accordance with the Department of Constitutional Affairs' Code of Practice on the Discharge of the Functions of Public Authorities under Part 1 of the Freedom of Information Act 2000, be obliged in certain circumstances and/or following consultation with the Provider to disclose information without consulting or obtaining consent from the Provider, or despite having taken the Providers' views into account. 

15
TRANSPARENCY

15.1
The Parties acknowledge that, except for any information which is exempt from disclosure in accordance with clause 14 (freedom of information), the content of this Agreement is not Confidential Information. 

15.2
Subject to clause 14 (Freedom of Information), the Provider hereby gives its consent for the Council to publish this Agreement (excluding any Confidential Information) in its entirety, including any changes to this Agreement  from time to time, to the general public.

16
DATA PROTECTION

16.1 
In this Agreement the terms “Personal Data”, “Sensitive Personal Data”, “Data Processor”, “Data Controller”, and “Data Subject” will have the meanings given them by the Data Protection Requirements.

16.2
The Provider warrants that in respect of any and all Personal Data and/or Sensitive Personal Data (together “Data”) processed by the Provider on behalf of the Council:

16.2.1
it will only process the Data for the purpose of performing its obligations to the Council under this Agreement on instructions from the Council and in particular will:

a) not pass the Data to any third Party except as expressly provided for under this Agreement;

b) not modify, amend or delete the Data;

c) keep the Data confidential and not disclose or permit the disclosure of any Data to any third Party unless specifically authorised in writing by the Council;

d) perform its obligations in compliance of the Data Protection Requirements including all eight data protection principles stated in the Data Protection Act 1998 (“DPA”); 

e) comply with any systems or procedures which the Council may introduce from time to time in respect of the processing of such Data;
f) not to do anything, nor permit anything to be done, which might jeopardise or contravene the terms of any data protection registration of the Council or the Council’s obligations under the Data Protection Requirements
16.2.2
it will take such security measures as required to enable it  to process the Data in compliance with obligations equivalent to those imposed on the Council by the Seventh Principle of the DPA.

16.2.3
it will, on request, provide such information as is reasonably necessary to enable the Council to satisfy itself of the Provider’s compliance with clause 16.2.2. 
16.2.4 
it will allow the Council and its employees or authorised agents or advisers upon reasonable prior written notice to the Provider, reasonable access to any relevant premises, during normal business hours, to inspect the procedures and measures referred to in clause 16.2.2 provided that the Council agrees to carry out such inspection with minimum disruption to the Provider’s day to day business.
16.2.5
it will not without the prior written approval of the Council transfer any Data outside the European Economic Area.
16.3 
Without prejudice to the provisions of clause 16.2, the Parties warrant to each other that, in relation to this Agreement, they shall not knowingly do anything, or permit anything to be done, which might lead to a breach by the other of the Data Protection Requirements.

16.4
The Provider shall indemnify and hold harmless the Council from and against all liability and loss suffered and any costs and expenses reasonably and properly incurred by the Council which arise directly or in connection with the Provider’s data processing activities under this agreement, including without limitation those arising out of any third Party demand, claim or action, or any breach of contract, negligence, fraud, wilful misconduct, breach of statutory duty or non-compliance with any part of the Data Protection Requirements by the Provider, its employees, agents or its sub-contractors.

16.5 
In the event of any conflict between the Council’s obligations in request of the Data Protection Requirements and the Caldicott Principles, the Data Protection Requirements will take priority.

17
STAFF VETTING AND DBS PROCEDURES/SAFEGUARDING

17.1 
The Provider shall comply with Derbyshire’s Safeguarding Children’s Board Policy and  Derbyshire's Adult Protection (Safeguarding Adults) Policy and Procedures as mended from time to time at all times and must have procedures in place to identify Children in Need (as defined by the Children Act 1989 as amended) and take appropriate action in compliance with these on all occasions. For the avoidance of doubt this will include immediate access to copies of all required documents in the event of the Council having child or vulnerable adult protection concerns.
17.2 
Information provided by the DBS about Staff will be in the form of certificates (“Disclosures”) providing different levels of information.  The Provider will ensure that the appropriate level of check is requested and that the Disclosure certificates remain on the personnel file for no more than 6 months. Enhanced DBS checks will be renewed 3 yearly.

17.3 
The Provider shall ensure that all its Staff, including any hired through any employment agency and people on work experience or volunteers who are likely to come into contact with children/vulnerable groups whilst providing the Service do not have work unsupervised until they have been subjected to vetting checks and these checks show that the person is suitable to have contact with children/vulnerable groups.
17.4
The Provider shall implement and maintain a recruitment and selection policy and procedure for Staff and shall ensure that it takes due precautions and has due regard to the vulnerabilities of the service users when recruiting and selecting or appointing employees, volunteers agents or sub-contractors in relation to the provision of the Services.  In relation to the persons identified in Clause 17.1 the Provider will ensure that all current and future employees, agents or sub-contractors disclose details of all convictions regardless of the date of the conviction or level of the penalty except where the exemptions to the Rehabilitation of Offenders Act 1974 apply.
17.5
In relation to the person identified in Clause 17.1 the Provider shall arrange to check the names of all proposed employees, volunteers, agents or sub-contractors through the Disclosure and Barring Service (DBS) and comply with all legal requirements, all requirements of the DBS and any DBS Code of Practice prior to appointment of such employees, agents or sub-contractors.

17.6
Without prejudice to the provisions of Clauses 17.1 to 17.5, the Provider shall prior to appointment of any staff make checks against any Barred list maintained from time to time pursuant to the DBS and shall comply in all respects with the provisions of such Scheme insofar as it relates to the Services in all respects and not just in relation to the carrying out of checks. 

17.7
The Provider shall ensure that, where employees, agents or sub-contractors are employed through an employment agency, the employment agency has undertaken all checks and references as stated in this Clause 17.

17.8
The Provider shall indemnify and hold harmless the Council from and against all losses, claims, liabilities, costs, expenses, proceedings or otherwise as a result of the Provider’s non-compliance with its obligations set out in clauses 17.1 to 17.7.

18
AUDIT AND PERFORMANCE REVIEW

18.1
The Council may require the Provider to supply statistical information regarding service users in such a format and on such dates and at intervals as may reasonably be determined by the Council and/or any government department or body and the Provider shall provide such information in such format on such dates and at such intervals.  

18.2
The Council shall be entitled to carry out audits to determine whether the Provider has performed its obligations under this Agreement, and for this purpose the Provider grants to the Council, its auditors or any authorised agents of the Council or its statutory auditors, a right of reasonable access to any premises of the Provider which are used in connection with the performance of the Provider's responsibilities and obligations under this Agreement together with a right to reasonable access to all computer systems, personnel and financial records, minute books and any other relevant evidence (including obtaining relevant copies).  

18.3
The Council shall use all reasonable endeavours to ensure that its auditors and agents cause the minimum amount of disruption to the business of the Provider, and shall comply with the procedures and security requirements of the Provider while on the Provider's premises.

18.4
In addition to its rights under clause 18.2, the Council may undertake the review of performance by way of any method it, in its sole discretion, considers appropriate. For example, but without limiting the scope or extent of any such review:

18.4.1
The Council has a fiduciary responsibility to tax payers.  The proper discharge of this duty requires that the Council or its auditors or agents may from time to time require access upon reasonable request to annual audited accounts in order to establish the continuing financial viability of the Provider; and

18.4.2
in order to monitor the quality of the Service, the Provider will allow such access to all appropriate and relevant sections of service users’ records by the Council or its auditors or agents at all reasonable times.

18.5
The Parties agree and declared that the Council may undertake its review of performance by way of any reasonable method, including the unilateral introduction and or amendment of outcome measures.

18.6
The Provider shall attend review meetings at such offices and on such dates and times as the Council may reasonably determine.

18.7
The Provider shall afford the Council, its auditors or agents all co-operation and assistance reasonably required for the purposes of carrying out any audit, monitoring or evaluation of the Provider's compliance with this Agreement.

19
COMPLAINTS PROCEDURE

19.1
The Provider must operate a complaints procedure and at the Council’s request provide the Council with a copy.  

19.2
The Provider’s complaints procedure must either be approved by the Council or comply with the requirements of a suitable regulatory body to which the Provider is subject.

19.3
The Provider shall provide a copy of its records and responses relating to complaints made in relation to the Services to the Council. In the form that the Council requires within seven (7) days of the Council’s request or such other period as the Council may specify.

20
MALADMINISTRATION

20.1
In the event of a complaint to the Commission for Local Administration in England (“the Ombudsman”) concerning the provision of the Service by the Provider or of the conduct of the Provider generally, the Provider shall give to the Council and to the Ombudsman every assistance in the investigation of the complaint including access to the extent it is lawfully free, all records of any kind whatsoever in its possession and access to the Provider’s staff for the purpose of interview.

20.2
If after such investigation, the Ombudsman finds that the complaint was justified and that the Provider was guilty of maladministration, the Provider shall indemnify the Council against:

20.2.1
all costs incurred by the Council in relation to any investigation under the Local Government Act 1974  by the Ombudsman of a complaint of maladministration made against the Council; and

20.2.2
all payments made by the Council intended to remedy or otherwise compensate persons specified by the Ombudsman for maladministration causing injustice on account of any act or omission (deliberate or otherwise) by the Provider save where such act or omission occurs as a result of the Provider carrying out or abiding by the lawful policy of the Council provided that this indemnity shall apply irrespective of whether the costs were incurred and the payments made:

(a) pursuant to a formal investigation and report by the Ombudsman 
or

(b) pursuant to the terms of an early settlement of the complaint without any formal investigation and report by the Ombudsman provided always that such settlement shall have first been agreed by the Council, the Ombudsman and the persons specified by the Ombudsman. 

21
INDEPENDENT PROVIDER

21.1
The Provider is an independent contractor and shall not hold itself out as an agent of the Council except as expressly authorised in writing by the Council.  At no time shall any staff of the Provider hold themselves out as an agent or an employee of the Council. All employees, agents and sub-contractors of the Provider engaged in the performance of Services will at all times remain under the direction and control of the Provider.

21.2
The Provider shall have complete control of the performance of the Services and shall efficiently and competently direct and supervise its employees, agents and subcontractors who are carrying out the Services.

22
BUSINESS CONTINUITY AND CIVIL EMERGENCIES

22.1
The Provider will have plans in place to ensure continuity of supply, service and support under this Agreement. This shall include, but not be limited to, the areas of supply, delivery, maintenance and support, account management and other support services provided as part of the scope for this Agreement.

22.2
Such contingency plans shall include those referred to in the Charity Commission Guidance CC19 Charities’ Reserves (March 2008) relating to financial contingencies that might arise due to the provision of this Service and any attached risks the Provider identifies.  
22.3
The Provider shall co-operate with the Council in the planning and preparation for a civil emergency and if the Council is required to provide emergency services in the event of a civil emergency the Council and the Provider shall discuss how such emergency services could be provided by either Party.

23
WHISTLEBLOWING

The Provider will have in place robust procedures to protect employees, agents and sub-contractors who raise concerns which relate to potential abuse and bad practice from reprisal and victimisation in accordance with the Public Interest Disclosure Act 1998 and the Care Act 2014.
24
CONFLICT OF INTEREST

A conflict of interest may be described as a situation in respect of the provider, any employee of the provider or management group members where a personal, financial or professional interest clashes with the interests of the Service. The conflict could affect the provider’s ability to carry out responsibilities towards the Council fairly and/or lead to personal gain from knowledge obtained by being involved in the Service. In such cases staff must inform the Council’s Link Person, in writing, of any personal interest through their knowledge from being involved in the provision of this service. 
25
GRATITUDES AND REWARDS
25.1 
Subject to clause 26, employees, agents and sub-contractors of the Provider must not accept any personal gratuity, tip or other form of reward or bequest for any part of the Services to be provided except for low value goods such as flowers or a book.
25.2 
Receipt of any reward or gratuity must be recorded by the Provider and made available to the Council on request.  If a gift, tip or other form of reward or bequest has been accepted in connection with the provision of this Service then the Council will be entitled to immediately terminate this Agreement.
26
BRIBERY AND CORRUPTION

26.1
The Council may terminate this Agreement by written notice with immediate effect, and recover from the contractor all losses resulting from such termination, if the contractor, or any of its employees, agents or subcontractors (in all cases whether or not acting with the contractor’s knowledge): 

26.1.1
directly or indirectly offers, promises or gives any person working for or engaged by the Council a financial or other advantage to:

(a) induce that person to perform improperly a relevant function or activity; or

(b) reward that person for improper performance of a relevant function or activity;

26.1.2
directly or indirectly requests, agrees to receive or accept any financial or other advantage as an inducement or a reward for improper performance of a relevant function or activity in connection with this Agreement;

26.1.3
commits any offence:

(a) under Section 117(2) of the Local Government Act 1972; 

(b) under the Bribery Act 2010;

(c) under legislation creating offences concerning fraudulent acts;

(d) at common law concerning fraudulent acts relating to this Agreement or any other contract with the Council; or

(e) defrauds, attempts to defraud or conspires to defraud the Council.

27
PROVIDER DEFAULT

27.1
If the Provider shall fail to provide the Services or any part thereof with due diligence and expedition, or shall refuse or fail to comply with any reasonable notice given to it in writing by the Council in connection with such default, or shall contravene any provisions of this Agreement, the Council may by notice in writing require the Provider to make good such failure or contravention.

27.2
Should the Provider fail to comply with the notice referred to in clause 27.1, without prejudice to the provisions in Clause 30, either within fourteen (14) days from receipt of such notice of failure or contravention, or otherwise within such time as is specified by the Council as being reasonable for making it good, then without prejudice to any other right it may have under this Agreement, the Council may, subject to prior notification to the Provider:

27.2.1
employ or engage others to provide that part of the Services which the Provider shall have failed to provide;  

27.2.2 
take the Services in whole or in part out of the Provider's hands and employ or engage others to provide the Services in whole or in part as may be appropriate; or
27.2.3
terminate this Agreement in whole or in part. See clause 31.2.1.
27.3
If the cost to the Council of employing others to provide part or all of the Services in accordance with clause 28.2 shall exceed the charge which would have become payable to the Provider had it completed that part or all of the Services, then the Council shall have the right to charge such excess cost to the Provider and the Council shall also have the right to retain part or all of any sum which would otherwise be due to the Provider under the Agreement and set such sum against the excess due from the Provider. For the avoidance of doubt the provisions of this clause 26.3 do not extend to that part of the cost payable by the Council to a third Party in respect of any material enhancement to the Services.

27.4
If the Provider fails to provide the Services in part or in whole, the Provider shall on demand refund to the Council any advance payment made in respect of that portion of the Services not provided, without prejudice to the Council's other rights and remedies hereunder.

27.5
Without prejudice to the Council’s other rights and remedies, should the Provider fail to meet any of its obligations under the Agreement or become aware of any breach in its performance of the Services the Provider shall, where such breach is capable of remedy, at its own expense, undertake to take all steps necessary to avoid such breach or immediately remedy such breach with minimum disruption to the Council.
27.6
The Council will have the right to terminate this Agreement on three (3) months notice in the event of the circumstances set out in Clause 8 of this agreement arising without any further liability on the Council’s part.
28
SUSPENSION OF AGREEMENT
28.1
If the Council (at its sole discretion) determines that there should be a temporary suspension of the Services or any part thereof the Provider shall upon request from the Council suspend provision of the relevant Service in accordance with the instructions of the Council.

28.2
If the Council (at its sole discretion) determines that Services or any part thereof should be suspended for a period in excess of thirty (30) days it shall give written notice of such suspension to the Provider as soon as may be reasonably practicable.  Such notice shall set out the anticipated length of the suspension.

28.3
The Council and the Provider shall meet within seven (7) days of the service of such notice to discuss the circumstances and steps required to resolve the situation (if capable of resolution) and both Parties shall use reasonable endeavours to consider if a retainer payment is reasonable and appropriate and if so the terms of such payment.  The Council does not provide any guarantee that it will agree to a retainer payment or, if a retainer payment is made, the level of such payment.
29
NOTICES

29.1
Any notice or other communication which is to be given by either Party to the other under this Agreement shall be given by letter (sent by hand, post, registered post or by the recorded delivery service), by facsimile transmission or electronic mail (confirmed in either case by letter).  Such letters shall be addressed to the other Party to the addresses set out in Schedule 4 or such other address notified to the other Party in writing.

29.2
Provided the relevant communication is not returned as undelivered, the notice or communication shall be deemed to have been given two (2) days after the day on which the letter was posted (or four (4) days if sent on a weekend or public holiday), or one (1) day (or three (3) if sent on a weekend or public holiday) in the case of electronic mail or facsimile transmission, or sooner where the other Party acknowledges receipt of such letters, facsimile transmission or item of electronic mail.

30
DISPUTE RESOLUTION

30.1
Any dispute arising out of or relating to this Agreement shall, in the first instance, be referred to representatives of the Parties for resolution as soon as reasonably possible. For the purpose of this clause 30, a dispute shall be deemed to have arisen when one Party serves on the other a notice in writing stating the nature of the dispute.

30.2
If the dispute cannot be resolved pursuant to clause 30.1 above, the dispute shall be escalated for resolution to a higher level of management in each Party as soon as reasonably possible and in any event within fourteen (14) days.

30.3
If the dispute cannot be resolved pursuant to clause 30.2 above, the dispute shall be escalated for resolution to a strategic director of the Council and a director of the Provider as soon as reasonably possible and in any event within fourteen (14) days.

30.4
If the dispute remains unresolved after discussions between the representatives in accordance with clause 30.2 then it shall be referred to mediation in accordance with the Centre for Effective Dispute Resolution Model Mediation Procedure and, if necessary thereafter, to either arbitration or litigation.

30.5
Neither Party may initiate any legal action until the process set out in clauses 30.1 to 30.4 above has been completed unless such Party has reasonable cause to do so to avoid damage to its business or to protect any right of action it may have.

30.6
Unless this Agreement has already been terminated by the date of the notice of dispute, the Provider shall, in every case, continue to provide the Services with all due diligence regardless of the nature of the dispute and the Council shall continue to make payments (excluding any disputed sums) in accordance with the terms of this Agreement
31
TERMINATION

31.1
Either Party shall be entitled to terminate this Agreement in whole or part of the Services at any time by giving a minimum of three (3) month written notice to the other without any liability for compensation or damages.
31.2
The Council may at any time terminate this Agreement with immediate effect (or such other period as may be notified to the Provider) by notice in writing: 
31.2.1 
if the Provider commits a material or persistent breach of this Agreement and, in the case of a breach capable of remedy, fails to remedy the breach within fourteen (14) days after receipt of a written notice giving full particulars of the breach and requiring it to be remedied;
31.2.2
in the event of the Provider defaulting as specified in clause 7.2;

31.2.3
if the Provider fails to meet the Service Levels as specified in clause 3.9;
31.2.4
if the Provider breaches any of the warranties in this Agreement and fails to remedy it if capable of remedy within fourteen (14) days after being called to its attention by the Council in writing;

31.2.5
upon the Provider passing a resolution for winding-up or having a petition to wind up presented against it or going into liquidation, whether voluntary or compulsory (save for the purposes of amalgamation or reconstruction where the amalgamated or reconstructed company agrees to adhere to this Agreement) or suffering a winding-up order being made against it or going into administration; 
31.2.6 
if the Provider proposes a voluntary arrangement within the meaning of Section 1 or Section 253 of the Insolvency Act 1986, or an interim order is made in relation to the Supplier under Section 252 of the Insolvency Act 1986, or any other steps are taken or negotiations commenced by that Party or any of its creditors with a view to proposing any kind of composition, compromise or arrangement involving the Provider and any of its creditors;

31.2.7 
if a receiver or administrative receiver or administrator is appointed or an encumbrancer takes possession of the undertaking or assets (or any part thereof) of the Provider; 
31.2.8 
if the Provider is unable to pay its debts (within the meaning of Section 123 of the Insolvency Act 1986 or any statutory re-enactment or modification thereof) or ceases to or threatens to cease to carry on its business or enters into a composition with its creditors;
31.2.9
if the Provider undergoes a substantial change of control or ownership which the Council considers in its absolute discretion to be detrimental to the Council’s commercial interests provided such notice is served within sixty (60) days of the Council becoming aware of the change of control or ownership; 
31.2.10 if the Provider is a charity or organisation which is dissolved, wound-  up or is otherwise brought to an end; or
31.2.11 if the Provider stops trading.
31.3
The Council may terminate the Agreement where:

31.3.1
the Agreement has been subject to a substantial modification which would have required a new procurement procedure in accordance with regulation 72(9);

31.3.2
the Provider has, at the time of contract award, been in one of the situations referred to in regulation 57(1), including as a result of the application of regulation 57(2), and should therefore have been excluded from the procurement procedure; or

31.3.3
the Agreement should not have been awarded to the contractor in view of a serious infringement of the obligations under the Treaties and the Public Contracts Directive that has been declared by the Court of Justice of the European Union in a procedure under Article 258 of TFEU.

31.4
Any termination of this Agreement (however caused) shall not affect any accrued rights or liabilities of either Party, nor shall it affect the coming into force or the continuance in force of any provision of this Agreement which is expressly, or by implication, intended to come into or continue in force on or after such termination, except that the Council shall not be liable to the Provider for any loss, claims, damage, fees, liabilities, costs or expenses, whether direct, indirect, financial, economic, consequential (including without limitation loss of profit, loss of goodwill, loss of sale revenue, loss of contract and loss of opportunity) or otherwise, suffered by Provider as a direct or indirect result of such termination.
31.5
If this Agreement is terminated by the Council for cause such termination shall be at no loss or cost to the Council and the Provider hereby indemnifies the Council against any such losses or costs which the Council may suffer as a result of any such termination for cause.
32
CONSEQUENCES OF EXPIRY OR TERMINATION

32.1
Notwithstanding the service of a notice to terminate this Agreement, the Provider shall, if so required by the Council, continue to provide the Services until the date of termination of this Agreement.

32.2
The Council shall have no liability in respect of any costs incurred after the date of expiry or termination.

32.3
The Provider shall on termination or expiry of this Agreement provide the Council with all assistance (including without limitation the provision of data not constituting Confidential Information of the Provider) reasonably requested by the Council and required for the timely completion of any work in progress and/ or for the timely transfer of the Services to the Council or to another Provider.
32.4
Within fourteen (14) days of the termination or expiry (howsoever arising) of this Agreement, the Provider shall return to the Council:

32.4.1 
all Materials provided by the Council to the Provider in pursuance to this Agreement together with all materials produced by the Provider in the provision of the Services;

32.4.2 
all equipment (to be returned in good repair and condition) and all property belonging to the Council in the Provider’s possession or control, and deliver up to the Council all materials prepared for the Council by or on behalf of the Provider in the course of providing the Services; 

32.4.3 
all Confidential Information and data received from the Council, third Party or other source in connection with this Agreement; and 

32.4.4 
any sums prepaid by the Council in respect of Services not provided by the Provider by the date of expiry or termination of this Agreement (howsoever arising).

32.5
In the event that some or all of the Confidential Information and data is received from or held electronically on behalf of the Council, third Party or other source in connection with this Agreement then the Provider undertakes to erase all such Confidential Information and data to the extent reasonably possible within seven (7) days of the termination or expiry of this Agreement. 

32.6
No termination of this Agreement (howsoever occasioned) shall affect the coming into force or the continuance in force of any provision hereof which is expressly or by implication intended to come into or continue in force on or after such termination.

33
INFORMATION AND RETENDERING

33.1
Subject to clause 13 (Confidentiality) and 16 (Data Protection Act), at the Council’s reasonable request, the Provider must:

33.1.1
provide the Council with such information and data as the Council may reasonably require within fourteen (14) days to enable it to prepare the necessary documentation to procure another person or body or to make alternative arrangements to provide the same or similar services (which for the avoidance of doubt includes the performance of the Services by the Council itself);
33.1.2
shall co-operate with the Council (at the Council’s reasonable request) to secure as necessary the continuity of the Service, its orderly winding up, the administration of any recoupment provision and other exit and succession arrangements as the case may be and the Provider shall do such other things and execute such documents as may be necessary for such purpose; and
33.1.3
assist the Council and/or the replacement provider(s) to the extent reasonably required to facilitate the smooth migration of the Services to the Council or the replacement provider(s).

34
TUPE

34.1 
If, at the date of expiry or termination of this Agreement, the Services, and/or any part thereof, TUPE applies in respect of any Staff, such Staff shall transfer to the Replacement Provider on the Relevant Transfer Date.

 34.2 
It is the Provider’s responsibility to liaise with the Incumbent Provider and to manage all TUPE implications which arise during the implementation phase of the Agreement and thereafter. 

34.3 
The Council gives no warranty as to the accuracy of any information provided by the Incumbent Provider about its Staff engaged in the performance of the Agreement who may transfer to the Provider at the Commencement Date. It is for each Provider to take such steps as it deems necessary to satisfy itself as to the accuracy of information provided. 

34.4 
The Provider shall form its own views on, and be solely responsible for, 
any implications arising from the Acquired Rights Directive and/or TUPE which may apply to its Staff. 

34.5 
The Provider shall be responsible for all costs which might arise on or after the Commencement Date under the provisions of this clause 34. 

34.6 
The Provider shall indemnify the Council against any Losses which the Council may incur as a result of any failure by the Provider to comply fully with its respective obligations pursuant to Regulation 13 of TUPE (or any other relevant legislation or guidance). 

34.7 
The Provider shall indemnify the Council from and against all Losses in connection with, or as a result of, any claim or demand by any Staff or other employee or person claiming to be Staff on the Relevant Transfer Date arising out of their employment or its termination, whether 
such claim or claims arise before, or after, the Relevant Transfer Date. 

34.8
The Council shall have no liability in respect of any claim made, or any award of compensation, including but not limited to redundancy or unfair or wrongful dismissal, to any Staff in respect of his or her service with the Provider. 
34.9
The Provider shall indemnify, hold harmless and keep indemnified the    Council against any Losses arising from: 

34.9.1
any change or proposed change to the terms and conditions of employment of any Staff where such change is, or is proposed, to be effected following the Relevant Transfer Date of any such person; and 

34.9.2
in respect of any Losses incurred by the Staff arising from the employment or proposed employment of any such Staff, otherwise than on terms the same as those enjoyed by any such person immediately prior to the Relevant Transfer Date. 

34.10 The Provider shall ensure that all other Staff, including those recruited by a previous service provider of the services on behalf of the Council, and those recruited at any time by the Provider to provide Services under this Agreement, are offered employment on fair and reasonable terms and conditions which are, overall, no less favourable than those of transferred Staff, and the Provider will also offer reasonable pension arrangements, all in accordance with the Cabinet Office Statement on Staff Transfers in the Public Sector 
(Revised December 2013) and the Principles of Good Employment Practice (2010).

34.11 During the period of six months preceding: 


34.11.1 the expiry of the Agreement; 

34.11.2 the date that the Council has given notice to terminate the Agreement; or 

34.11.3 the date that the Provider stops trading, and within twenty-eight (28) days of being so requested by the Council, the Provider shall fully and accurately disclose to the Council all information relating to its Staff engaged in providing Services. 

34.12  The information requested by the Council in clause 30.12 shall include, but not be limited to, the following: 

34.12.1
the total number of Staff whose employment with the Provider is liable to be terminated at the expiry of this Agreement but for any operation of law;

 34.12.2 for each person, age and gender, details of their salary, and pay settlements covering that person which relate to future dates but which have already been agreed and their redundancy entitlements (the names of individual Staff do not have to be given); 

34.12.3 full information about the other terms and conditions on which the affected Staff are employed (including but not limited to their working arrangements), or about where that information can be found; 

34.12.4 details of pensions entitlements, if any; 

34.12.5 job titles of the Staff affected and the qualifications required for each position;

 34.12.6 details of any disciplinary and / or grievance proceedings involving the Staff within the previous two years;

 34.12.7 details of any outstanding claims Staff have brought against the Provider within the last two years or are currently outstanding; 

34.12.8 details of any claims that the Provider has reasonable grounds to believe the Staff may bring against the Replacement Provider, arising out of the Staff’s employment with the Provider; and 

34.12.9 details of any collective agreements in respect of any transferring Staff, and the Council shall share such information to prospective tenderers as it considers appropriate.

 34.13   The Provider agrees to indemnify the Council fully and to hold it harmless at all times from and against all Losses whatsoever in any way connected with or arising from or relating to the provision of information under clause 30.13. 

34.14 
The Provider will co-operate with any subsequent transfer of the Agreement by allowing the Replacement Provider to communicate with and meet the Provider’s affected Staff and/or their representatives. 

34.15  
In the event that the information provided by the Provider becomes inaccurate, whether due to changes to the employment and personnel details of the affected Staff made subsequent to the original provision of such information, or, by reason of the Provider becoming aware that the information originally given was inaccurate, the Provider shall notify the Council of the inaccuracies and provide the amended information.

 34.16   The provisions of this clause 30 shall apply during the continuance of this Agreement and indefinitely after its termination.

35
STATUTORY REQUIREMENTS

35.1
The Provider shall comply with all statutes, laws, orders, regulations and bye-laws having the force of law and being applicable to the performance of this Agreement and the Provider shall be responsible for obtaining all licences, consents or permits required for the performance of this Agreement.

35.2 
The Provider shall not act in contravention of the Equality Act 2010 or any statutory modification or re-enactment thereof or any other law relating to discrimination in employment or in the provision of services. For more information go to http://www.legislation.gov.uk/ukpga/2010/15/contents
35.3
The Provider shall take, and shall ensure that its personnel, agents and sub-contractors take, all measures necessary to comply with the requirements of the Health and Safety at Work etc. Act 1974 and any other acts, orders, regulations and codes of practice relating to health and safety, which may apply to those involved in the performance of this Agreement.

35.4
The Provider shall comply in all material respects with all applicable environmental laws and regulations in force from time to time in relation to the Services.  Without prejudice to the generality of the foregoing, the Provider shall promptly provide all such information regarding the environmental impact of the Services as may reasonably be requested by the Council.

35.5
The Provider shall indemnify and hold harmless the Council from and against all losses, claims, liabilities, costs, expenses, proceedings or otherwise as a result of the Provider’s non-compliance with its obligations set out in clauses 35.1 to 35.4.

36
FORCE MAJEURE

36.1
Subject to the provisions of this clause 36, neither Party shall be liable for any delay in meeting, or failure to meet, its obligations under this Agreement due to any cause outside its reasonable control.

36.2
If either Party is prevented from or delayed in performing any of its obligations under this Agreement by an event of Force Majeure, that Party shall immediately serve notice in writing on the other Party specifying the nature and extent of the circumstances of that event and shall, subject to service of such notice, and having taken all reasonable steps to avoid such prevention or delay, have no liability in respect of the performance of such of its obligations as are prevented by the Force Majeure event during the continuation of such event.

36.3
If the Force Majeure in question prevails for a continuous period in excess of thirty (30) days, the Parties shall enter into bona fide discussions with a view to alleviating its effects, or to agreeing on such alternative arrangements as may be fair and reasonable.

36.4
If either Party is prevented from performance of its obligations for a continuous period in excess of thirty (30) days, the other Party may on seven (7) days written notice on the Party so prevented terminate this Agreement, in which case neither Party shall have any liability to the other except that rights and liabilities which accrued prior to such termination shall continue to subsist.

36.5
The Party claiming to be prevented or delayed in the performance of any of its obligations under this Agreement by reason of Force Majeure shall use reasonable endeavours to bring the Force Majeure event to a close or to find a solution by which the Agreement may be performed despite the continuance of the Force Majeure event.

37
WAIVER

37.1
No waiver by any Party of any breach or non-fulfilment by any other Party of any provisions of this Agreement shall be deemed to be a waiver of any subsequent or other breach of that or any other provision and no failure to exercise or delay in exercising any right or remedy under this Agreement shall constitute a waiver of that right or remedy.  No single or partial exercise of any such right, power or remedy shall preclude or impair any other or further exercise of it or the exercise of any other right, power or remedy provided by law or under this Agreement. 

37.2
Any waiver of any right, power or remedy under this Agreement must be in writing and may be given subject to any conditions thought fit by the grantor. Unless otherwise expressly stated, any waiver shall be effective only in the instance and only for the purpose for which it is given.

38
SEVERANCE

38.1
If any provision of this Agreement (or part of a provision) is found by any court or administrative body of competent jurisdiction to be invalid, unenforceable or illegal, the other provisions shall remain in force

38.2
If any invalid, unenforceable or illegal provision would be valid, enforceable or legal if some part of it were deleted, the provision shall apply with whatever modification is necessary to give effect to the commercial intention of the Parties
39
THIRD PARTY RIGHTS

Unless otherwise expressed to the contrary in this Agreement, nothing in this Agreement confers or purports to confer any right to enforce any of its terms on any person who is not a Party to it.

40
ENTIRE AGREEMENT

This Agreement and any document referred to in it constitute the whole and only agreement and understanding between the Parties relating to its subject matter and supersedes and extinguishes any drafts, agreements, undertakings, representations, warranties and arrangements of any nature whatsoever, whether or not in writing, between the Parties in connection with the subject matter of this Agreement whether existing prior to or at the same time as this Agreement.

41
GOVERNING LAW 

This Agreement and any disputes or claims arising out of or in connection with it or its subject matter or formation (including non-contractual disputes or claims) are governed by, and construed in accordance with, the law of England. 
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Provider

Signed:
  




Name:


(On behalf of Provider Organisation)

Designation:


Date:


Purchasers 

Council

Signed: 





Name:
Julie Vollor
(On behalf of Derbyshire County Council)
Designation:
Assistant Director Commissioning & Performance
Date:


SCHEDULE 1
SERVICE SPECIFICATION

Insert specification

SCHEDULE 2

PERFORMANCE MONITORING AND CONTRACT MANAGEMENT
Insert schedule
SCHEDULE 3

FUNDING, FINANCIAL BREAKDOWN AND PAYMENT

Insert 03c. Budget template 

SCHEDULE 4

AUTHORISED OFFICERS AND CONTRACT MANAGER

Details of Authorised Officer and Contract Manager 

FOR DERBYSHIRE COUNTY COUNCIL

Authorised Officer: 
Julie Vollor, Assistant Director Commissioning and Performance,
Derbyshire County Council, Adult Care, County Hall, MATLOCK, DE4 3AG. 

Telephone Number: 01629 532004 

E Mail: julie.vollor@derbyshire.gov.uk

Deputy Authorised Officer: 

Colin Selbie, Group Manager Contracting and Compliance,
Derbyshire County Council, Adult Care, County Hall, MATLOCK, DE4 3AG. 

Telephone Number: 01629 532131, 

E Mail: colin.selbie@derbyshire.gov.uk
Contract Manager:

Sheila Murdoch, Catering and Domestic Services Manager 

Derbyshire County Council, Adult Care, County 

Hall, MATLOCK, DE4 3AG. 

Telephone Number: 01629 532183, 

E Mail: sheila.murdoch@derbyshire.gov.uk 
FOR THE PROVIDER

Contract Manager

Name, position

Name of org and full postal address

Telephone Number 
01xxx xxxxxx
Fax Number 

01xxx xxxxxx
E Mail:

persons.name@serviceprovider.xx 

SCHEDULE 5

TUPE

Insert schedule


SCHEDULE 6

Audit and Information Security SMEs

BACKGROUND

Small businesses and the voluntary sector are integral in assisting the County Council to deliver a variety of essential services across Derbyshire. To provide a number of these services, the Council is required to provide local organisations and small businesses with access to personal information in respect of the individuals to whom services will be provided. As a responsible organisation, the County Council is required by law, to take all reasonable steps to ensure that personal data covered by the Data Protection Act 1998 is protected against unauthorised access or loss. With this in mind, the Council has produced a checklist of the basic information security standards that are required of voluntary organisations and small business which have access to the personal information. To ensure the checklist is consistent with recommended best practice, information has been obtained from the following sources:- 

Information Commissioner’s Office - A practical guide to IT security - Ideal for the small business
https://ico.org.uk/media/for-organisations/documents/1575/it_security_practical_guide.pdf
HM Government - Small businesses: What you need to know about cyber security
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/412017/BIS-15-147-small-businesses-cyber-guide-March-2015.pdf
HM Government - Small businesses: Free online training courses on information security
http://www.nationalarchives.gov.uk/sme/
Citizens Advice Bureau – Basic advice about information security
www.citizensadvice.org.uk
	1.
	Paper Records and Confidentiality

	1.1
	Paper records containing the Council’s confidential or sensitive personal information should be locked away at the end of each working day.

	1.2
	Keys used to keep the Council’s information secure should only be provided to individuals who need them for their job.

	1.3
	The Council’s confidential or sensitive personal information must be shredded when no longer required.

	1.4
	Printers and faxes used for the Council’s confidential or sensitive personal information should only be available to individuals who need access to undertake their role.

	1.5
	The Council’s confidential or sensitive personal information should not be left on printers, faxes, photocopiers.

	1.6
	When transporting the Council’s confidential or sensitive personal information by vehicle all records should be held securely when left unattended.  

	2.
	Electronic Records and Confidentiality

	2.1
	The Council’s confidential or sensitive personal information sent electronically including spreadsheets, letters and schedules must be protected with a password.

	2.2
	The Council’s confidential or sensitive personal information should only be sent by fax where no other options are available.

	2.3
	The Council’s confidential or sensitive personal information should not be sent via SMS, text or instant messaging services.  

	2.4
	In the event that the Council’s confidential or sensitive personal information is lost or stolen, the Council must be notified as soon as possible.

	3.
	IT equipment and Confidentiality

	3.1
	Laptops, USB devices, iPads etc holding the Council’s confidential or sensitive personal information should be locked away at the end of each working day. 

	3.2
	Anti-virus software should be installed on IT equipment holding the Council’s confidential or sensitive personal information with the automatic update activated. 

	3.3
	Software used on laptops, PCs, and mobile devices should be periodically updated.

	3.4
	Mobile devices including phones and iPads holding the Council’s confidential or sensitive personal information should be secured by the use of a ‘PIN’.

	3.5
	Where possible, PCs and laptops holding the Council’s confidential or sensitive personal information should be encrypted. 

	3.6
	Old laptops, USB devices, iPads, smartphones etc used to hold the Council’s confidential or sensitive personal information should be disposed of securely to ensure that the data on the hard drives is destroyed.   

	3.7
	Individuals with access to the Council’s confidential or sensitive personal information shall take reasonable steps to ensure that the information is not accidentally or intentionally disclosed.


Detailed below are the types of information categorised as Confidential Personal data and Sensitive Personal data.

	Confidential Personal data includes

	· Name

· Date of birth

· Gender

· Current and previous addresses

· Start and end dates at previous addresses

· Telephone numbers

· Identity numbers (e.g. National Insurance or NHS)

· Family relationships

· Citizenship

	Sensitive Personal data includes

	· Racial or ethnic origin

· Political opinions

· Religious beliefs

· Trade union membership

· Physical or mental health

· Sexual orientation

· Criminal record
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Derbyshire County Council

Adult Care Department

INFORMATION SHARING AND SECURITY AGREEMENT

	Glossary of Terms

	Adult Care
	The department within Derbyshire County Council with management responsibility for adult social care

	Agreement 

	This Information and Security Agreement

	Candour
	Any person harmed by the provision of a health or social care, service is informed of the fact and an appropriate remedy offered, regardless of whether a complaint has been made or a question asked about it.

	Client
	A person receiving a health and/or social care service who is the subject of shared information.

	Confidential information
	Any information which has been designated as confidential by either Party in writing or that ought to be considered as confidential (however it is conveyed or on whatever media it is stored) including information which relates to the business, affairs, properties, assets, trading practices, goods or services, developments, trade secrets, Intellectual Property Rights, know-how, personnel, customers and suppliers of either Party, all personal information and sensitive personal information and the commercially sensitive information.

	Data 

	Information which 

(a) is being processed by means of equipment operating automatically in response to instructions given for that purpose,

(b) is recorded with the intention that it should be processed by means of such equipment,

(c) is recorded as part of a relevant filing system or with the intention that it should form part of a relevant filing system,

(d) does not fall within paragraph (a), (b) or (c) but forms part of an accessible record as defined by section 68, or

(e) is recorded information held by a public authority and does not fall within any of paragraphs (a) to (d).

	Data Controller 



	The party who (either alone or jointly or in common with other persons) determines the purposes for which and the manner in which any personal data are, or are to be, processed.

	Data Processor
	In relation to personal data, means any person (other than an employee of the data controller) who processes the data on behalf of the data controller.

	DPA
	the Data Protection Act 1998 and all applicable laws and regulations relating to processing of personal data and privacy, including where applicable the guidance and codes of practice issued by the Information Commissioner

	Data Protection Officer
	The named person who is responsible for Data protection for the organisation.

	FOIA
	The Freedom of Information Act 2000 and any subordinate legislation made under this Act from time to time together with any guidance and/or codes of practice issued by the Information Commissioner or relevant Government Department in relation to such legislation

	Health and Social Care Act 2008
	Legislation, including requirements for registration and inspection by a regulator, of health and adult social care services with the aim of ensuring safety and quality of care for clients.

	MCA
	The Mental Capacity Act 2005 came into force in England and Wales in 2007 and aims to empower and protect people who may not be able to make some decisions for themselves; enables people to plan ahead in case they are unable to make important decisions in the future; provides a framework for assessment and decision making for specific decisions if it appears that a person may not have the capacity to do this.

	Personal Data/Information



	Data that relates to a living person who can be identified:

(a) from those data, or

(b) from those data and other information which is in the possession of, or is likely to come into the possession of, the data controller, and includes any expression of opinion about the person and any indication of the intentions of the data controller or any other person in respect of the person.

	Privacy Notice
	The oral or written statement that people are given when information about them is collected. Also referred to as a Fair Processing notice

	SAB
	Safeguarding Adults Board is a multi-agency forum to provide strategic leadership in preventing, detecting and safeguarding adults from abusive behaviour.  SABs are a requirement of the Care Act 2014.

	SAR
	Under the Data Protection Act 1998, people can make a Subject Access Request to see the information about themselves that is held on computer and in some paper records by writing to the person or organisation they believes holds it, accompanied by the appropriate fee.

	Safeguarding of Vulnerable Adults
	The process of protecting adults with care and support needs who may be in vulnerable circumstances and at risk of abuse or neglect by others.

	Sensitive Personal Data/Information

	Personal Data consisting of information as to 

(a) the racial or ethnic origin of the data subject,

(b) his political opinions,

(c ) his religious beliefs or other beliefs of a similar nature,

(d) whether he is a member of a trade union (within the meaning of the Trade Union and Labour Relations (Consolidation) Act 1992),

(e) his physical or mental health or condition,

(f) his sexual life,

(g) the commission or alleged commission by him of any offence, or

(h) any proceedings for any offence committed or alleged to have been committed by him, the disposal of such proceedings or the sentence of any court in such proceedings.

	Service
	The care and / or support provision contracted by the Council and provided by the Provider

	Third Party
	in relation to personal data, means any person other than –

(a) the data subject,

(b) the data controller, or

(c) any data processor or other person authorised to process data for the data controller or processor.


Parties
A)
DERBYSHIRE COUNTY COUNCIL (Council) and 

B)
[Provider] (Provider)

1
Introduction

1.1
Local organisations are increasingly working together. To work together effectively, organisations need to be able to share information about the services they provide and the people they provide these services to. The motto for better care services should be: “To care appropriately, you must share appropriately”. Organisations involved in providing services to the public have a legal responsibility to ensure that their use of personal information is lawful, properly controlled and that a person’s rights are respected.  

1.2
This document is an Information Sharing Agreement established to secure the transfer of personal information between the Adult Care department and private, independent and voluntary sectors so that people receive the highest quality joined-up care possible. This agreement does not give carte blanche licence for the wholesale sharing of information. Information sharing must take place for justifiable legal purposes within the constraints of the law, relevant guidance, and service specific requirements and should be underpinned by an ethos of informed consent and client confidentiality.  

1.3
The principal legislation concerning the protection and use of personal information is listed below and further explained in:

•
Human Rights Act 1998 (article 8)
•
The Freedom of Information Act 2000
•
Data Protection Act 1998
•
The Common Law Duty of Confidence
•
Computer Misuse Act 1990
•
Civil Contingencies Act 2004
•
The Health and Social Care Act 2008 (Regulated Activities) Regulations 2014
•
Care Act 2014
Other legislation may be relevant when sharing specific information.


Guidance to be followed as listed:

•
Information: To share or not to share? The Information Governance Review March 2013 

•
Caldicott Principles as defined within the above guidance

· ICO Data Sharing Code of Practice May 2011
2
Application

This agreement applies to all providers who hold one of the Adult Care contracts listed below:

· Terms and Conditions of Accommodation in the Independent Sector with effect from 10th April 2006 Care Homes which provide personal care and nursing care 

· Terms and Conditions, Home Care Spot Contract Arrangements v2 (Final with correction 25 February 2015)

· Terms and Conditions of Accommodation in the Independent Sector with effect from 1st April 2013 Care Homes which provide specialist residential support and Care Homes which provide specialist nursing support

· Terms and Conditions For Respite Day Care for Older People in the Independent Sector with effect from 1 April 2000

· Terms and Conditions for Spot Purchased Day Services with effect from 1st April 2012

· Terms and Conditions for Spot Purchased Day Services with effect from 1st April 2016

· Adult Care Contract Template Agreement Updated October 2015

· Adult Care Contract Template Agreement Final 310112

3
Scope and limitations

This agreement covers all information as defined in the Data Protection Act 1998 (DPA), including personal information and sensitive personal information, but does not include non-personal information and anonymised information.

Information may be held as either manual or electronic records, or records held by means of audio and/or visual technology.

3.1
Confidential information 

“Confidential Information” means any information which has been designated as confidential by either Party in writing or that ought to be considered as confidential (however it is conveyed or on whatever media it is stored) including information which relates to the business, affairs, properties, assets, trading practices, goods or services, developments, trade secrets, Intellectual Property Rights, know-how, personnel, customers and suppliers of either Party, all personal information and sensitive personal information and the commercially sensitive information.
3.2
Information given in confidence
Health and social care staff may receive important information about a client from a third party, such as a partner, family member, friend or carer. This information can often be relevant to a client’s care, but may also be highly sensitive and may have been given in confidence. In terms of data from a third party, there is a need to consider what information can be disclosed to the client, without breaching any obligation of confidentiality owed to the third party. In some instances, it may be possible to separate the identity of the third party giving evidence from the information they give. However, it is possible that, the client can identify the source even with the identity withheld. It is therefore important that information from a third party is not put on record unless the provider of the information understands that the client may become aware of this information and its source. Information can be withheld if a professional believes there is a risk of harm to the third party if the information is shared.

It should be explained to the third party that either at the time or sometime in the future the client may be able to identify the source of the information even if their identity is withheld. This should be undertaken BEFORE the third party has disclosed the information they wish to share. This means the third party has the following options:
• 
The third party consents to the person finding out their identity.

• 
The third party wants the information recorded and understands there is a

risk of them being identified as the source of the information even if it is not readily identified to the client.

• 
The third party decides not to share the information

• 
The third party may not be able to withdraw information about the client if a court order has been issued or on public interest grounds such as if the client poses a significant risk to others or is at significant risk of harm.
3.3 
Personal Data

The term ‘personal data’ refers to any information about a person who can be personally identified from that information. The term is further defined in the DPA as: 

•
Data relating to a living person who can be identified from those data;

or 

•
Any other information which is in the possession of, or is likely to come into the possession of the data controller (person or organisation collecting that information).

Personal information may include:
•
Name

•
Address, Postcode, Telephone number, Mobile phone number

•
Age

•
Gender

•
Nationality

•
Primary language

•
Registered disability / mobility

•
Support required / current known vulnerability

•
Medical needs 

•
GP name and practice contact details

•
Care or service providers

•
Contact details of family members or significant others

•
Information stored on Person Held Records

A person may consider certain information about themselves to be particularly private and may request other information be kept especially confidential e.g. any use of a pseudonym where their true identity needs to be withheld to protect them. 

3.4
Sensitive Personal Data

The DPA also defines certain classes of personal information as ‘sensitive data' where additional conditions must be met for that information to be used and disclosed lawfully. This includes:
· the racial or ethnic origin of the data subject,

· political opinions,

· religious beliefs or other beliefs of a similar nature,

· whether the data subject is a member of a trade union (within the meaning of

the Trade Union and Labour Relations (Consolidation) Act 1992),

· physical or mental health or condition,

· sexual life,

· the commission or alleged commission by the data subject of any offence, or

any proceedings for any offence committed or alleged to have been committed by the data subject, the disposal of such proceedings or the sentence of any court in such proceedings.

3.5
Non-Personal information 

From the definition above, it follows that information or a combination of information, that does not relate to and identify a person, is not personal information and therefore not subject to the DPA. Whilst not the focus of this Agreement, parties should not assume the non-personal information is not sensitive and can be freely shared.  This may not be the case and the Party from whom the information originated from should be contacted before any further sharing takes place.

3.6 
Anonymised Information

This is information which may include some personal information but from which no specific person can be identified. Data protection law does not apply to information rendered anonymous in such a way that the person is no longer identifiable and cannot be re-identified. This does not cover information that is transferred in an anonymous fashion but the receiving organisation is made of aware of the identity of the client or places the information on a personal record. This is not anonymous, and the DPA would apply as the information would be classed as personal.
4
Conditions

Information should be treated as confidential unless the exceptions below are met, the requirements of the DPA are met, or consent has been given.
4.1
Confidentiality


Confidentiality is an important principle that enables people to feel safe in sharing their concerns and to ask for help. Each party shall treat all information as confidential and will safeguard it accordingly and shall not disclose it to any other person except:
•
where disclosure is otherwise expressly permitted by the provisions of the Agreement; 

•
in respect of Safeguarding issues. It is inappropriate for parties to give assurances of absolute confidentiality in cases where there are concerns about abuse, particularly in those situations when other adults may be at risk.

•
which must be disclosed pursuant to a statutory, legal or parliamentary obligation placed upon the Party making the disclosure, including any requirements for disclosure under the FOIA regulations or pursuant to any other Law;

4.2 Disclosure

In order to disclose personal information at least one condition in schedule two of the DPA must be met. In order to disclose sensitive personal information at least one condition in both schedules two and three of the DPA must be met.
4.3 
When consent is given:

•
Informed explicit consent should be obtained from clients wherever possible. When using sensitive information, explicit consent must be obtained subject to any existing exemptions. In such cases the client’s consent must be clear and cover items such as the specific details of processing, the information to be processed and the purpose for processing.

· Where consent cannot be obtained from the client due to a lack of capacity according to sections 2 and 3 of the MCA, consent should be obtained from a person lawfully acting on their behalf. Where there is no legally appointed person, an assessment, and if necessary following this, a best interest decision should be taken in relation to the information that is proposed to be shared.

· Implied consent - For clients who reside in care homes, relevant clinical and social care information can be shared with a registered and regulated professional at the care home, unless the person objects. This can be done on the basis of implied consent. For clients who reside in their own home with a package of care, relevant clinical and social care information can be shared with the registered and regulated professionals providing that care, unless the client objects. This can also be done on the basis of implied consent. 

· However, in residential care homes and for clients living at home, a considerable proportion of care is provided by staff that are not regulated by statute. It cannot be assumed that implied consent has been given for confidential personal information to be passed to these unregistered and unregulated staff. As such it is essential that informed explicit consent is obtained.

4.4
Privacy Notices


Parties should ensure they have appropriate privacy notices, sometimes known as fair processing notices, in place to ensure that clients know which organisations are sharing their personal information and what it is being used for, and that this notice is being appropriately communicated.

4.5
Before agreeing to share information parties should consider:

What is the sharing meant to achieve?

· What information needs to be shared?

· Who requires access to the shared personal information?

· When should it be shared?

· How should it be shared?

· How can we check if sharing is achieving its objectives?

· What risk does the information sharing pose?

· Could the objectives be achieved without sharing the information or by anonymising it?

4.6
Routine sharing

This will generally involve routine sharing of information between parties for an agreed purpose. It could also involve a group of organisations making an agreement to ‘pool’ their data for specific purposes. A Data Sharing Checklist can be found in the Appendices along with a sample request and decision recording template.

4.7
One-off sharing

Parties may also decide, or be asked, to share information in situations which are not covered by any routine agreement. In some cases this may involve a decision about sharing being made in conditions of real urgency, for example in an emergency situation. A Data Sharing Checklist can be found in the Appendices along with a sample request and decision recording template.

4.8
Safeguarding Board requests

A Safeguarding Adults Board (SAB) may request the parties to supply information to it or to another person. In accordance with the Care Act 2014 the information must be provided to the SAB if:

•
the request is made in order to enable or assist the SAB to do its job;

•
the information requested relates to the person to whom the request is made and their functions or activities;

•
the information requested has already been supplied to another organisation subject to an SAB request for information.

4.9
FOIA/DPA requests

The DPA gives people certain rights over their personal information including the right to access information held about them, know how their information is being used, and object to the way their information is being used. Therefore, parties should make it expressly clear how client information may be shared, with whom, and for what purpose. 

People can request access to their information in the form of a Subject Access Request. This should be dealt with in line with organisational policy and procedures. If a request is made and third party information is held, a decision should be made about whether to include the information and its source. In some instances the source should be asked about whether the information should be included.

In addition, public bodies involved in information sharing are subject to freedom of information law. People should be made aware that information they provide may be shared with and held by an organisation subject to FOIA. Whilst there is an exemption with the FOIA for the personal data of third parties, people should be advised that their information could fall within the scope of a request.

4.10
Duty of Candour

The aim of Regulation 20 of the Health and Social Care Act 2008 (Regulated Activities) Regulations 2014 Duty of Candour is to ensure that providers are open and transparent with people who use services and other ‘relevant persons’ (people acting lawfully on their behalf) in relation to care and treatment.

It also sets out some specific requirements that providers must follow when things go wrong with care and treatment, including informing people about the incident, providing reasonable support, providing truthful information and an apology.

Parties should therefore be aware of the possibility that information provided by them to another party could be shared under this requirement.
5
Process considerations

5.1
Consent and transparency 

•
Where parties have a statutory obligation to disclose personal information then the consent of the client is not required; but the client should be informed that such an obligation exists.

•
If a Party decides not to disclose some or all of the personal information, the requesting organisation must be informed. For example a Party relying on a lawful exemption from disclosure or on the inability to obtain consent from the client.
•
Consent has to be signified by some communication between the Party and the client. If the client does not respond this cannot be assumed as implied consent.  

•
If consent is used as a form of justification for disclosure, the client must have the right to withdraw consent at any time. 

•
Parties must be aware that a client may withdraw consent to processing (i.e. Section 10 DPA) of their personal information.  In this case processing can only continue where an applicable Data Protection Act Schedule 2, and if relevant Schedule 3, purpose applies.

•
Where parties rely on consent as the condition for processing personal information then withdrawal means that the condition for processing will no longer apply.  Withdrawal of consent should be communicated to the other Party and processing cease as soon as possible.

· In certain limited circumstances the DPA provides for personal information, even sensitive information, to be shared without the person’s knowledge for:

a) The prevention or detection of crime

b) The apprehension or prosecution of off enders
c) The assessment or collection of tax or duty.

5.3
Storage and Security 

•
Each Party is responsible for ensuring that their organisational and security measures protect the lawful use of information shared under this Agreement.

•
Each Party will ensure a reasonable level of security for supplied information, personal or non-personal, and process the information accordingly.
· To determine what security measures are appropriate in any given case, parties must consider the type of information and the harm that would arise from a breach of security.
· In particular, each party must make sure they have procedures in place to do everything reasonable to:
a) prevent unauthorised or unlawful processing of personal information

b) make accidental compromise, loss, destruction or damage unlikely during storage, handling, use, processing transmission or transport;

c) deter deliberate compromise or opportunist attack;

d) dispose of or destroy the information in a way that makes reconstruction unlikely;

e) promote discretion to avoid unauthorised access;

f) provide clear guidance regarding confidentiality including use of social and media and electronic communication;
· In particular, they must consider:
a) physical and electronic security measures available – see checklists in the Appendices

b) the reliability of employees having access to the information

· Minimum security precautions include that clients should be referred to by the Personal Identification Number (PIN) used by the Council Adult Care department in correspondence and password protection used for attachments where information is sent electronically.
· It is assumed that each Party has achieved or will be working towards ISO 27001, the International Standard for Information Security Management, compliance or a similar level of compatible security. It is accepted that not all Parties will have security classification in place.

5.4
Quality and compatibility

· Information needs to be of a standard fit for the purpose for which it is being used and/or shared. Without this any decision made on the information may be flawed and inappropriate actions may result. 
· Parties are expected to ensure that the personal information and sensitive personal information that is held is processed in accordance with DPA principles: this includes ensuring that the information is accurate, complete and up-to-date and is not kept any longer than is necessary. 

· Where parties share information under this Agreement it is expected that they will either have an Information Quality Strategy and the supporting processes and procedures in place or be formally working towards this.

· Information identified as inaccurate, out of date or inadequate for the purpose should be notified to the Data Controller of the originating party, who will be responsible for correcting the information and notifying all other recipients who must make sure their own records are corrected.
5.7
Proportionality

· Information shared under this Agreement will be adequate to enable the effective discharge of service objectives. 
· Where information received by any party is insufficient to achieve the agreed purpose, clarification will be sought before the information is acted upon. Parties receiving such queries will act promptly to resolve them.
· Information received which is excessive in relation to the purpose of the Service will not be retained by the receiving Party.

5.8
Need to know

This agreement does not give licence for unrestricted access to information the other Party may hold. Staff should only be given access to personal information for a justifiable need to know purpose where there is a legal right, in order for them to perform their duties in connection with the services they are there to deliver.

5.9
Usage

· All shared information, personal or otherwise, must only be used for the purpose(s) specified at the time of disclosure(s) unless obliged under statute or regulation, or under the instructions of a court or as agreed elsewhere. 

· Restrictions may also apply to any further use of non-personal information, such as commercial sensitivity and this should be considered when considering secondary use for non-personal information.  If in doubt the information’s original owner should be consulted.

· Additional statutory restrictions apply to the disclosure of certain information for example Criminal Records, HIV and AIDS, Assisted Conception and Abortion, Child Protection

· Each Party should ensure that their contracts with external service providers include a condition that they abide by their rules and policies in relation to the protection and use of confidential information.

5.10
Complaints/breaches

· If there is a security breach or incident involving a risk or breach in which information received from the other party under this Agreement is or could be compromised, the originator will be notified at the earliest opportunity who must follow organisational policy and procedures relating to such a matter.

· All complaints or data breaches relative to this Agreement will be notified to the designated Data Protection Officer of the relevant party in accordance with their respective policy and procedures.

· Both parties are responsible for having in place effective procedures to address complaints relating to the disclosure of information and breaches in security or confidentiality, and information about these procedures should be made available to service users.

5.11
Retention and destruction

· Parties should have a written policy for retention and disposal of information that meets their legal obligations. Details of the Councils Records Retention Policy and Schedules can be found here.

· Records will be retained for the periods of time required by Law and securely destroy them thereafter.  
· Information no longer required for the agreed purpose will be disposed of in a manner consistent with the Parties’ security obligations.

· Where a Party is unable to retain records, for example in case of a business failure, the Council Data Protection Officer will be notified and make arrangements for appropriate storage and/ or destruction.

5.12
Indemnity and liability

· Each Party will keep the other party fully indemnified against any and all costs, expenses and claims arising out of any breach of this agreement and in particular, but without limitation, the unauthorised or unlawful access, loss, theft, use, destruction or disclosure by the offending party or its sub-contractors, employees, agents or any other person within the control of the offending party of any personal information obtained in connection with this agreement.

· Parties or any third party processor to the applicable party will accept total liability for the breach if legal proceedings are served in relation to the breach.

5.13
Monitoring and audit

· Parties accept responsibility for undertaking periodic internal audits to check compliance with this agreement and to act upon any findings or areas for improvement.
· As part of its contract management and monitoring processes, Derbyshire County Council Adult Care will make checks to confirm compliance with this agreement.

5.14
Staffing

· Both parties are responsible for ensuring that organisational measures are in place to protect the security and integrity of personal information and that their staff are properly trained to understand their responsibilities and comply with the law when using and sharing personal information.

· Each Party to the Agreement is responsible for ensuring every member of its staff is aware and complies with the obligation to protect confidentiality and a duty to disclose information only to those who have a right to see it.

· All staff will be made aware that disclosure of personal information, which cannot be justified on legal or statutory grounds, whether inadvertently or intentionally, could be subject to disciplinary action.

6
Review of Agreement

· The Agreement will last for the duration of any contract held between the Council and the other Party.   

· It will be reviewed in line with any review timescales for the overall contract documentation, or as changes in legislation dictate.

· Either party can request a review where a joint discussion or decision in relation to this agreement is necessary to address local service needs or problems.
7
Signatures

I have read, understood, and agree that the agency I represent will abide by the terms and conditions of this Agreement.
For the Council:

Signature:
Name:
Job Title:
Date:
For the Provider:

Signature:
Name:
Job Title:
Date:

7
Appendices

Data Protection Act Flowchart
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Data sharing checklists
Data sharing checklist – systematic data sharing
Scenario: You want to enter into an agreement to share personal 
data on an ongoing basis


Is the sharing justified? 
Key points to consider: 


•	 What is the sharing meant to achieve?


•	 Have you assessed the potential benefits and risks to individuals 
and/or society of sharing or not sharing?


•	 Is the sharing proportionate to the issue you are addressing?


•	 Could the objective be achieved without sharing personal data?


Do you have the power to share?  
Key points to consider: 


•	 The type of organisation you work for.


•	 Any relevant functions or powers of your organisation.


•	 The nature of the information you have been asked to share  
(for example was it given in confidence?).


•	 Any legal obligation to share information (for example a 
statutory requirement or a court order).


If you decide to share 
It is good practice to have a data sharing agreement in place.  
As well as considering the key points above, your data sharing 
agreement should cover the following issues:


•	 What information needs to be shared.


•	 The organisations that will be involved.


•	 What you need to tell people about the data sharing and how  
you will communicate that information.


•	 Measures to ensure adequate security is in place to protect  
the data.


•	 What arrangements need to be in place to provide individuals 
with access to their personal data if they request it.


•	 Agreed common retention periods for the data.


•	 Processes to ensure secure deletion takes place.


These two checklists 
provide a handy  
step by step guide 
through the process  
of deciding whether  
to share personal data. 
One is for systematic 
data sharing, the other 
is for one off requests.  


The checklists are 
designed to be used 
alongside the full 
code and highlight the 
relevant considerations 
to ensure that the 
sharing complies 
with the law and 
meets individuals’ 
expectations.


Data sharing code of practice







Data sharing checklist – one off requests
Scenario: You are asked to share personal data relating to an 
individual in ‘one off’ circumstances 


Is the sharing justified? 
Key points to consider: 


•	 Do you think you should share the information?


•	 Have you assessed the potential benefits and risks to individuals 
and/or society of sharing or not sharing?


•	 Do you have concerns that an individual is at risk of  
serious harm?


•	 Do you need to consider an exemption in the DPA to share?


Do you have the power to share?  
Key points to consider: 


•	 The type of organisation you work for.


•	 Any relevant functions or powers of your organisation.


•	 The nature of the information you have been asked to share  
(for example was it given in confidence?).


•	 Any legal obligation to share information (for example a 
statutory requirement or a court order).


If you decide to share 
Key points to consider: 


•	 What information do you need to share? 


	 –	 Only share what is necessary.


	 –	 Distinguish fact from opinion.  


•	 How should the information be shared? 


	 –	 Information must be shared securely. 


	 –	 Ensure you are giving information to the right person. 


•	 Consider whether it is appropriate/safe to inform the individual 
that you have shared their information.


Record your decision 
Record your data sharing decision and your reasoning –  
whether or not you shared the information. 


If you share information you should record:


•	 What information was shared and for what purpose.


•	 Who it was shared with.


•	 When it was shared.


•	 Your justification for sharing.


•	 Whether the information was shared with or without consent.


Data sharing code of practice






